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Executive Summary 

(Prof. Dr. Toshio Obi) 

14th Annual Survey with 10 Indicators (35 sub-Indicators) 

The Institute of Digital Government, Waseda University headed by Dr. Toshio Obi, 

has released the results of 2018 Waseda-IAC International Digital Government ranking 

survey for the 14th consecutive years. This survey is conducted by the distinguished 

experts from Waseda University and ten world-class universities under the umbrella of 

the International Academy of CIO in the field. These Institutions are Waseda University 

(Japan), Peking University (China), George Mason University, (USA), Thammasat 

University (Thailand),Bandung Institute of Technology (Indonesia), National University 

of Singapore (Singapore), RANEPA (Russia),University of Turku (Finland), Bocconi 

University (Italy), Taiwan e-Governance Research Center (Taiwan) and De La Salle 

University (Philippines). 

Thanks for their contributions to the multi-stages of the evaluation and analysis. Both 

Digital Innovation and Digital Economy become the key to economic growth and 

challenges in line with the target of Digital Government.  

Warning Signal against Digital Divide and Innovation Gap 

The 2018 ranking survey marks Denmark jumping at first place, followed by 

Singapore in 2nd which was the top position last year, the United Kingdom in 3rd, Estonia 

in 4th, the USA in 5th, South Korea in 6th, Japan in 7th, Sweden in 8th, Taiwan in 9th, and 

Australia ranked 10th as the top group.  

As a matter of fact, most governments have increased their excellent achievements 

in citizen-centric approach and demand-pull online services. This report provides an early 

warning signal against increasing digital gap and innovation among nations. 

In the middle of overall ranking, there are many countries which increased or 

decreased their ranks compared to the ranking in a few years. Ten main indicators and 35 

sub-indicators evaluate the process of Digital Government ranking in 2018. In addition, 

we keep some countries for the evaluation target is 65th countries (economies). The 2018 

rankings are summarized based on a combination of Waseda University and IAC 

(International Academy of CIO), during one year survey, and we prepare the relevant 

reports from many international conferences and meetings with institutions organized 

such as APEC, ITU, and OECD, as well as receiving the comments from experts of IAC 

member universities.  

This report contains Chapter II [Ranking by indicators and Sector Analysis] with ten 

indicators, Chapter III, IV, and V, as rankings by organizations, size of population and 
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GDP and Regions, and Chapter VI [New trends and Highlights], Chapter VII for 

comparison among others ICT rankings, Chapter VIII for methodology. Chapter IX shows 

a contribution list, Chapter X is for professor Obi as one of the Worldôs 100 Most 

Influential People in Digital Government, Chapter XI is the International Academy of 

CIO and Capacity Building for ICT Leaders (2004 2017), and Chapter XII is 65 country 

reports. 

Emerging Technologies-AI, Blockchain for Digital Government 

The 2018 rankings also point to significant trends in the usage of ICT in government 

activities. The report shows that there are some new trends and they continue to grow 

strongly in the coming years. An analysis for 14 years of the Waseda University ï IAC 

Digital Government Rankings Survey indicates the following five highlights of the new 

trends: these are (1) re-definition of e-government, (2) Usage of AI and IoT for Digital 

Government, (3) Expanding the Scale of Smart City and e-local government, (4) 

Blockchain Technology for Digital Government, and (5) Digital Government for Anti-

Corruption.  

In the context of continuing ICT development, especially the rising of AI, IoT, Big 

Data, and Cloud Computing, the development of destructive technologies has some 

impact on the promotion of Digital Government in 2018. Although there are lots of 

fluctuations in the usage of AI and other technologies, these have not yet made much 

progress on the activities of the digital government. Few countries have adopted both AI 

and IoT to improve the quality of service and productivity of work, most of which are 

concentrated in developed countries such as Denmark, top of the ranking 2018. 

In addition to the above topics of highlights, there will be six challenges in Digital 

Government to be solved. They are ñDigital InnovationCloud computing, IoT, AI 

applicationsò, ñAgeing Society with skyrocketing population ageingò, ñGlobalization of 

Open Innovationò, ñDigital Divide for global and local communitiesò, òUrbanization with 

Mega-Smart city-harmonization of urban and rural communitiesò and ñCooperation 

between Central and Local governmentsò. The UNôs SDGs do not mention on Digital 

Government. However, Digital Government could support the smooth digital 

transformation needed for each SDGs sector. 

For the details, a full ranking report on 2018 Rankings with all 65 Country Reports 

is attached, and also you may access to the IAC homepage (http://iacio.org/) or contact 

with Institute of Digital Government, Waseda University, Tokyo, Japan 

(obi.waseda@gmail.com). 

 

 

http://iacio.org/
mailto:obi.waseda@gmail.com
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I. 2018 Overall Ranking 

In the 2018 Waseda-IAC International Digital Government Rankings, there is not 

much change compared the rankings last year. The ranking keeps the same methodology 

and approach as 2017, with ten main indicators and 35 sub-indicators. Unlike the previous 

ranking, the 2018 rankings will be published late as the research team has needed more 

time to refine the evaluation model as well as to analyze the raw data as well as emergent 

trends of technology 

No  Total Ranking s Score  No  Tot al Rankings  Score  No  Tot al Rankings  Score 

1 Denmark 94.816  23 Belgium 64.776  45 Vietnam 56.029 

2 Singapore 93.843  24 Ireland 64.528  46 Brunei 55.334 

3 UK 91.921  25 Malaysia 63.965  47 Bahrain 55.149 

4 Estonia 91.125  26 Portugal 63.567  48 Colombia 53.984 

5 USA 90.340  27 Italy 63.490  49 Chile 53.054 

6 South Korea 85.500  28 Spain 63.341  50 Lithuania 52.385 

7 Japan 84.493  29 Macau 63.092  51 Morocco 51.951 

8 Sweden 81.700  30 Russia 62.580  52 Kenya 51.721 

9 Taiwan 80.383  31 UAE 62.564  53 Saudi Arabia 51.718 

10 Australia 80.248  32 China 62.079  54 South Africa 50.823 

11 Norway 79.760  33 Indonesia 61.486  55 Uruguay 50.369 

12 Switzerland 79.030  34 Kazakhstan 61.285  56 Brazil 48.467 

13 Finland 78.982  35 Philippines 61.281  57 Peru 47.488 

14 New Zealand 74.694  36 India 61.009  58 Argentina 45.442 

15 Iceland 73.942  37 Poland 60.846  59 Tunisia 44.858 

16 Canada 72.459  38 Romania 60.757  60 Costa Rica 42.757 

17 Netherland 70.259  39 Czech Republic 60.169  61 Pakistan 42.299 

18 Hong Kong 70.236  40 Georgia 59.840  62 Egypt 41.984 

19 France 69.761  41 Turkey 59.481  63 Nigeria 41.774 

20 Germany 68.176  42 Israel 59.111  64 Fiji 41.355 

21 Thailand 68.131  43 Oman 58.071  65 Venezuela 41.300 

22 Austria 65.412  44 Mexico 57.768     

Table I-1: Waseda ï IAC Digital Government Overall Ranking 2018 

The results of the 2018 Rankings are shown in Table I-1. The results show that 

Denmark has replaced Singapore in the first position and this is the first time Denmark is 

the leading country in Waseda ï IAC Digital Government rankings. Thanks to the newest 

digital program running up to 2020 which covers central, regional, and local governments 

and creates the foundation for the Danish public sector to become a top countries in ICT 

application to government operations. 
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After nine consecutive years in the first place, the 2018 rankings mark the first time 

Singapore is in the second place in digital government activities. Singapore is a top 

country in Smart Nation development. By introducing the vision ñDigital to the core, and 

serves with heartò, Singapore citizens and businesses can transact with the Government 

online daily. Digitalization will, therefore, be a key pillar of Singapore public service 

transformation efforts. It will enable a public service that is leaner and stronger, with 

skilled and adaptable officers at the leading edge of service delivery and innovation. 

The 2018 rankings show that the United Kingdom ranks in the third place for the first 

time. Compared to the rankings last year, UK jumped six steps and became the third 

country on digital government development in Waseda rankings. In 2017 the UK 

government introduced ñThe Government Transformation Strategy 2017 to 2020ò, 

providing a great platform to build on, and helping the government work better for 

everyone. There were more than 175 services across government and especially, they 

introduced GovWifi ï a single Wi-Fi login for all government agencies. GovWifi is now 

available in more than 340 locations across the UK. Furthermore, the government 

improved the procurement service, tax service, and open government data. 

Estonia is ranked at 4th with a significant change in total score compared to last year. 

In most indicators, Estonia received higher scores. In Estonia, citizens can select e-

solutions from among a range of public services at a time and place convenient to them; 

everyone can use public services as e-services with 99% of the population online. The 

Estonian government has introduced Digital Agenda 2020; they create an environment 

that facilitates the use of ICT and the development of smart solutions. The ultimate goal 

is to increase economic competitiveness, the well-being of people and the efficiency of 

public administration. 

In the 2018 Rankings, the USA dropped to the fifth position and was at its lowest 

place since the Waseda-IAC digital government ranking was introduced. However, 

compared to the 2017 rankings, the total scores in this 2018 Rankings are higher. ICT 

continues to provide new and innovative ways for U.S. citizens to interact, get involved 

and become empowered. Public participation enhances the governmentôs effectiveness 

by improving the quality of its decisions through collaboration. Innovative tools can be 

used to create unprecedented openness in the Federal Government through increased 

citizen participation to make this type of collaboration a reality. 

Together with Denmark, Estonia, and the UK, South Korea has shown significant 

progress over the past few years in developing its digital government efforts and has 

quickly become one of the leading innovators in this area. Compared to the last year South 

Korea increased two steps and ties at sixth place. By implementing some initiatives and 

programs for optimizing the business process of public sectors such as Government-wide 

Enterprise Architecture (GEA), On-nara BPS, and Government Information Sharing. The 
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South Korean government has reached a high level of efficiency and transparency of the 

administration process. 

In comparison with 2017, Japan has slipped from the fourth place to seventh place. 

As the situation above, the Japanese government has built a sophisticated promotion 

system for digital government initiatives and precise GCIO regimes into every rank of 

government (Central and local government; government agencies) to assure the 

implementation and evaluation process of D-Government initiatives. Japan received high 

scores on ñGovernment CIOò and ñD-Government Promotionò. Japan also continues to 

update its online service system as the objective of initiatives to simplify administrative 

procedures and working systems. 

Sweden is advanced into the top 10. In the 2017 Rankings, Sweden was not in the 

top 10 of the Digital Government Rankings, but in 2018 Sweden jumped four steps and 

ties at eighth place. There have been many efforts carried out by Swedish Government to 

promote Digital Government. These activities could be found in both central and local 

government levels. The newest strategy was introduced in May, in which the Government 

presented a strategy for how digital policy will contribute to competitiveness, full 

employment, and economic, social and environmentally sustainable development. The 

strategy outlines the focus of the Governmentôs digital policy. The objective is for Sweden 

to become the world leader in harnessing the opportunities of Digital Transformation. 

In recent Digital Government Rankings, Taiwan is always in the top 10, and the 2018 

ranking is no the exception. Together with many developed countries, Taiwan has many 

ICT applications in administration. Taiwan has propelled the administrative reformation 

by information systems since the 1980s. After consistent electronic/digital Government 

plans of five stages with particular emphases on government system integration, Taiwan 

has optimized the internal office and established valid operations. The newly launched 

digital government program includes twenty-four sub-plans involving seventeen central 

government agencies. In particular, the program identifies clear targets with quantitative 

measures such as the completion of four nation-wide integrated one-stop services and a 

sixty percentage e-service usage rate. 

Australia has shown incredible progress over the last years and jumps to the top 10 

in the 2018 Rankings. The addition of the Digital Transformation Agency this past year 

was one significant addition, and Australia appears to be primed to continue to compete 

with other top governments in the coming years. Australia is also a leader in e-

Participation, and its mandatory voting policy provides an impetus for the government to 

ensure that it is simple and easy for each citizen to participate fully in the democratic 

process. 

In the middle group of the 2018 Rankings, some countries such as Spain, Russia, and 

China have increased some steps and ranked at the excellent position compared the 2017 

rankings. Some countries such as Hong Kong, Kazakhstan, and Georgia have increased. 
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Hong Kong moves from the 24th in 2017 to 18th in 2018, Kazakhstan jumped 11 steps and 

ties at 34th in 2018 while Georgia has increased from 51st place to 40nd in the 2018 

rankings.  

Kazakhstan government has approved ñDigital Kazakhstanò with the main mission 

of the program to improve the quality of life of residents and the competitiveness of the 

country's economy, through the use and development of digital technologies. The program 

is planned for two vectors of development: ñDigitalization of the existing economyò in 

the medium term and ñCreating a digital industry of the futureò in the long term. The 120 

planned events of the program will form the basis of the digital sector as a new branch of 

the economy and will be implemented in five directions: ñDigitalization of economic 

sectorsò, ñTransition to a digital stateò, ñRealization of the digital Silk wayò, ñand 

Development of human capitalò and ñCreation of an innovative ecosystemò. Since the 

program affects all spheres of life and is aimed at improving the standard of living of 

every resident of the country, the beneficiaries of its implementation will be citizens, 

business entities and government agencies of the Republic of Kazakhstan. 

The new document ñA Digital Georgia: e-Georgia strategy and action plan 2014-

2018ò defines the path leading to a modern Georgia and provides a comprehensive 

framework for societal changes enabled by ICT. It focuses on those potential fields, where 

the public sector can take measurements and set frameworks to exploit the full potential 

of ICT. The e-Georgia strategy is, however, not limited to the activities covered under the 

term D-Government. The vision for the e-Georgia strategy reflects a wider scope and is 

defined as ñGeorgia will become a more efficient and effective public sector offering 

integrated, secure, and high-quality e-Services. Improved usage and participation enable 

ICT-driven sustainable economic growth.ò 

In this group, while some countries have increased their position, the 2018 Rankings 

show that Turkey, the Czech Republic. Mexico and Bahrain have dropped and are at 41st, 

39th, 44th, and 47th place respectively. Compared to 2017, these countries have a few 

changes in the administration activities. Most of them countries manitained their total 

scores compared to 2017 while other countries in the group receive higher scores. This 

reason explains why they are in lower positions. 

In the bottom of 2018 rankings, there remain the same countries (economies) as 2017 

Rankings, Tunisia, Pakistan, Costa Rica, Egypt, Nigeria, Fiji, and Venezuela. Compared 

to 2017, Colombia ranked at 48th place, the highest position they have had. The same case 

as Colombia, Morocco received a higher position compared to the rankings in 2017. In 

2018, the Moroccan government launched a new important program ñMorocco Digital 

Program 2020ò. In this program, the Moroccan government aims to have more human 

power by training IT professionals, boost public service by reinforcing digital government 

and foster competitive IT economic models by setting up Moroccan Agency for 

Investment and Exportation Development. The Morocco government pushes hard to 
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extend the expertise in the IT area and tends to improve the proficiency of IT to attract 

more investments. 
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II.  Digital Government Ranking by Indicators and Sector 

Analysis 

The Waseda ï IAC Digital Government Ranking relies on comprehensive 

benchmarking indicators in order to obtain an accurate and precise assessment of the latest 

developments of D-Government in the ICT section of all targeting countries. Ten main 

indicators are currently used to carry out the Waseda - IAC Digital Government Ranking 

survey. The table below shows all ten indicators and their thirty-five sub-indicators. 

Indicators  Sub-indicators  

1. Network Preparedness/Infrastructure  
(NIP)  

1-1 Internet Users 

1-2 Broadband Subscribers 

1-3 Mobile Cellular Subscribers 

2. Management Optimization/  Efficiency  
(MO)  

2-1 Optimization Awareness 

2-2 Integrated Enterprise Architecture 

2-3 Administrative and Budgetary Systems 

3. Online Services  /  Functioning 
Applications  (OS) 

3-1 E-Procurement 

3-2 E-Tax Systems 

3-3 E-Custom Systems 

3-4 E-Health System 

3-5 One-stop service 

4. National Portal/Homepage  (NPR) 4-1 Navigation 

4-2 Interactivity 

4-3 Interface 

4-4 Technical Aspects 

5. Government CIO  (GCIO) 5-1 GCIO Presence 

5-2 GCIO Mandate 

5-3 CIO Organizations 

5-4 CIO Development Programs 

6. D-Government  Promotion  (EPRO) 6-1 Legal Mechanism 

6-2 Enabling Mechanism 

6-3 Support Mechanism 

6-4 Assessment Mechanism 

7. E-Participation/Digital Inclusion  (EPAR) 7-1 E-Information Mechanisms 

7-2 Consultation 

7-3 Decision-Making           

8. Open Government  (OGD) 8-1 Legal Framework 

8-2 Society 

8-3 Organization 

9. Cyber Security  (CYB) 9-1 Legal Framework 

9-2 Cyber Crime Countermeasure 

9-3 Internet Security Organization 

10. The use of Emerging ICT  (EMG) 10-1 The use of Cloud Computing 

10-2 The use of Internet of Things 

10-3 The use of Big Data 

Table II-1: The Main Indicators and Sub-Indicators 
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Network Preparedness  Management 

Optimization  

 Online Services  

No  Country  Score  No  Country  Score  No  Country  Score 

1 Denmark 

Norway 

Iceland 

Switzerland 

South Korea 

France 

Sweden 

Germany 

UK 

Japan 

7.993  1 Denmark 12.000  1 Denmark 12.000 

2 Norway 7.923  1 Singapore 12.000  1 Singapore 12.000 

3 Iceland 7.866  1 UK 12.000  3 Iceland 11.640 

4 Switzerland 7.856  4 Estonia 11.900  4 UK 11.280 

5 South Korea 7.793  5 Switzerland 11.800  5 Estonia 10.920 

6 France 7.600  6 Iceland 11.600  5 Finland 10.920 

7 Sweden 7.593  7 Netherlands 11.450  7 USA 10.900 

8 Germany 7.590  8 USA 11.200  8 Norway 10.800 

9 UK 7.513  8 Japan 11.200  9 Sweden 10.320 

10 

 

Japan 7.493  8 Australia 11.200  9 

 

Australia 10.320 

 

National Portal   Government CIO   D-Government  

Promotion  

No  Country  Score  No  Country  Score  No  Country  Score 

1 Denmark 8.000  1 Denmark 9.545  1 Denmark 9.677 

1 UK 8.000  1 Singapore 9.545  1 Singapore 9.677 

1 Estonia 8.000  1 Japan 9.545  1 Taiwan 9.677 

4 USA 7.900  4 Taiwan 9.318  4 Japan 9.354 

5 Australia 7.703  4 UK 9.318  5 UK 8.709 

5 Switzerland 7.703  4 Estonia 9.318  5 Estonia 8.709 

5 New Zealand 7.703  7 South Korea 9.200  7 USA 8.387 

8 Iceland 7.500  8 USA 8.000  7 South Korea 8.387 

9 South Korea 7.450  9 Australia 7.272  9 Sweden 8.064 

10 

 

Japan 7.300  9 Iceland 7.272  9 Australia 8.064 

 

E-Participation   Open Government   Cyber Security  

No  Country  Score  No  Country  Score  No  Country  Score 

1 Singapore 10.000  1 Denmark 10.000  1 Singapore 10.000 

1 Estonia 10.000  1 USA 10.000  1 Estonia 10.000 

1 USA 10.000  1 S. Korea 10.000  1 USA 10.000 

4 Denmark 9.000  4 Taiwan 9.800  4 South Korea 9.850 

4 UK 9.000  5 UK 9.500  5 Germany 9.700 

6 Sweden 8.500  6 Singapore 9.000  6 UK 9.600 

6 Norway 8.500  6 Estonia 9.000  6 Denmark 9.600 

6 UAE 8.500  6 Finland 9.000  8 Switzerland 9.200 

9 Taiwan 8.000  9 Japan 8.500  8 Canada 9.200 

9 Finland 8.000  9 Australia 8.500  8 France 9.200 
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The use of Emerging ICT  

No Country  Score 

1 Singapore 8.000 

2 Denmark 7.000 

2 UK 7.000 

2 USA 7.000 

5 South Korea 6.800 

6 Sweden 6.500 

6 Norway 6.500 

6 Germany 6.500 

9 Estonia 6.000 

10 Taiwan 5.500 

Table II-2: Top 10 Countries by 10 Individual Indicators 

1. Network Preparedness/Digital Infrastructure 

According to the Waseda - IAC Digital Government Rankings, network preparedness 

(or digital infrastructure) is a primary indicator for evaluating Digital Government 

development in a country. In this ranking, digital infrastructure is measured by the 

development of ICT such as the number of Internet users, mobile subscribers or the 

percentage of broadband connections. Network preparedness also refers to the integration 

between central government and local government through network backbone system and 

its capability of connecting all bureaus and departments via the core Government 

Backbone Network. 

Icelandôs development and implementation of ICT services and infrastructure is 

among the most advanced in the world. It has been ranked fourth in the world for ICT 

Development by the International Telecommunication Union (ITU) for the past three 

years. With a usage rate of 98.2%, Icelandic citizens are more likely to use the Internet 

than the citizens of any other country. 37.6% of citizens had wired broadband 

subscriptions in 2018, and 104% had wireless broadband access, placing the country 

within the top five for this metric. 

The total of Internet users in South Korea accounts for nearly 92.7% of the population 

in 2018, according to the Measuring the Information Society Report 2018 from 

International Telecommunication Union (ITU). Among them, more than 111.5% people 

have a wireless broadband connection, while the figure for fixed-broadband subscriptions 

is only 41.1%. 

2. Management Optimization 

This indicator reflects the utilization of ICT for improving government business 

processes and internal processes (back office in each organization). Management 

optimization is a significant indicator of Digital Government development because it 
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relates to optimization awareness, enterprise architecture (EA) and also the administrative 

management system. 

Singapore is one of the first countries that started computerization and 

telecommunication infrastructure construction. With the development of information 

society, the government in Singapore has launched continuous strategies in different 

aspects of e-Government. Also, Singapore has made an effort to integrate the internal 

government network architecture. For instance, CUBE is the latest program which is 

designed as the new intranet platform for public agencies to communicate, connect and 

collaborate. 

In early 2014, Estonia launched the Digital Agenda 2020. The ultimate goal of this 

agenda is not merely an ICT use in daily life and business. The current plan emphasizes 

improving economic competitiveness, the well-being of people and the efficiency of 

public administration. Some priorities have been set on the agenda such as completing 

the next generation broadband network, generating greater control over personal data, and 

utilizing data analytics in public sectors. 

3. Online Services/ Applications 

Online service is one of five critical indicators. It was evaluated in the first ranking 

survey in 2005 and referred to the interactions between service providers and customers. 

Online service or electronic service (e-Service) refers to the integration of business 

processes, policies, procedures, tools, technologies, and human efforts to facilitate both 

assisted and unassisted customer services provided over the Internet and other networks. 

E-Services are the primary indicator in the development of digital government. The 

outcome of Digital government is e-Services or products/services that the government 

introduces to citizens, making e-Service as the interface of digital government. Over 

twelve years of ranking, there has been no significant change in this indicator or its 

associated sub-indicators. We found that e-Services have been implemented and 

expanded in many governments around the world and have become primary solutions in 

digital government development. 

Denmark has a healthcare portal, Sundhed.dk which was launched in December 2003 

and was given a significant update in 2012. The site is a public, Internet-based health 

portal that collects and distributes healthcare information among citizens and healthcare 

professionals. It is unique in bringing the entire Danish healthcare sector together on the 

Internet and providing an accessible setting for citizens and healthcare professionals to 

meet and efficiently exchange information. From the main portal, all Danish citizens have 

access to sundhed.dk and everyone has a personal page, which reflects the specific needs 

of the individual. 

Icelandic citizens have had the option of submitting their annual income tax 

declarations electronically since 1999. Citizens can also calculate their future pension 
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payments, and personalized access accounts are about social security, and health 

insurance benefits at the portal www.tr.is. Citizens can also apply for unemployment 

benefits, passports, driverôs licenses, and other documents entirely online. Businesses also 

have a wealth of online services available to them, including various tax and employee 

contribution declarations, customs declarations, and procurement services. Many of these 

e-Services can be completed entirely online. Others provide forms and information on 

how to complete the process. 

4. National Portal/Homepage 

National Portal (one-stop service) is defined as a place where the government 

integrates all e-services and makes them accessible via one gateway. It is also a primary 

interface for stakeholders to access government electronically. Through the national 

portal, governments offer many benefits to users of public servicesðfrom citizens and 

businesses to the public administrators themselvesðincluding faster, cheaper and 

superior services. In the public sector, one-stop service is one of the most promising 

concepts of service delivery in public administration. National Portal implementation is 

included in the Digital Government strategies in most countries. 

www.usa.gov is the U.S. Governmentôs Web portal for citizens. It presents a wide 

range of information resources and online services from various government sources, 

accessible from a single point. It is also known as the National Portal of the USA and is 

a gateway to improve the communication experience between the government and the 

public. Furthermore, it provides information that helps the public to understand 

government structure better. The well-organized portal serves as a platform that assists 

the public to find desired information. The portal also allows users to create government 

accounts that allow each user to customize the portal as they desire. The website contains 

accessibility features, a live chat platform, and the chat hours operation services are 

conveniently available every weekday except holidays. The portal provides a one-stop-

shop for all government information and services. It comprehensively lists all public 

services, forms, tools and transactions that the government provides in a user-friendly 

manner. 

5. Government Chief Information Officer (GCIO) 

Since 2005 in the first Waseda Digital government ranking, the GCIO plays an 

essential role in Digital Government implementation. It is also one of the priority 

indicators for evaluating Digital Government. The CIO is expected to align management 

strategies with ICT investment in order to achieve a balance among business strategy, 

organizational reform, and management reform; hence, the Government CIO is 

considered by many governments to be one of the critical factors in the success of Digital 

Government implementation. CIOs are now expected to achieve quantum-leaps in 

efficiency, offer new capabilities, create actionable information out of disparate data sets, 
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provide citizen services that are fast, accurate, and user-friendly and that enhance publicôs 

trust in government. 

 In Japan, each central ministry has a CIO who is appointed among senior staff 

within the ministry (mainly Director General of administration) and an assistant CIO who 

is an expert recruited externally. The Federal CIO Council composed of Ministry CIOs 

has the authority to decide many rules on in-house ICT installation and online services. 

The percentage of CIO appointments at the prefecture level is 90%, and 85% was at the 

city level in 2017. The government established a Government CIO as a core of all 

Ministry CIOs in November 2012. 

The U.S. CIO position was established within the White Houseôs Office of 

Management and Budget (OMB) to provide leadership and oversight for IT spending 

throughout the Federal Government. In addition, each Federal agency has a CIO, as 

established by the Clinger-Cohen Act. The CIO in government is a significant indicator 

in the world e-Government ranking, not to mention its importance in improving American 

e-Government platforms. The Federal CIO position is currently held by Suzette Kent. 

6. Digital Government Promotion 

This indicator measures a governmentôs activities toward the promotion of Digital 

Government and distribution of e-Services to citizens, businesses, and other stakeholders. 

It includes activities involved in supporting the implementation of Digital Government 

such as legal frameworks and mechanisms (laws, legislation, plans, policies, and 

strategies). In other words, the government carries out these activities in order to support 

the development of e-Services as well as Digital Government as a whole. This indicator 

is one of the leading indicators in Waseda-IAC Digital Government Rankings because it 

shows the main legal framework in each country. 

The newest Taiwan Digital Government program published in 2017 focuses on the 

digital government establishment utilizing emerging technologies including IOT, Cloud 

Computing, and Big Data. The Digital Government program has proposed three main 

objectives as ñProvide convenient livingò ñDevelop digital economyò and ñFulfill 

governance transparencyò. The core concept of the new program is ñData-drivenò 

ñpublic-private collaborationò and ñcivilian-centricò. There are also many promotions 

covering issues such as government open data and infrastructure at the national level. In 

addition, the public sector tries to develop public-private partnerships and work with the 

private sector to implement and govern the development of the smart city. For example, 

Taipei City government has established the ñTaipei Smart City Project Management 

Officeò to build an innovation matchmaking platform to combine industry and 

government resources to develop a smart solution that satisfies public demands. 

For municipalitiesô digitalization, the Swedish Association of Local Authorities and 

Regions (SKL), Swedish Association of Municipalities for Joint Development of Public 
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e-Services (SAMBRUK) was initiated in 2003, for joint development of e-Services. So 

far, this organizationôs members include approximately 80 member municipalities from 

all over Sweden. Regarding monitoring e-Government progress, the Digitalization 

Commission was established in 2012 by the Swedish Government to analyze and monitor 

progress towards the Swedish ICT-policy goal to become the best in the world at 

digitalization. Sweden also has research think-tanks on e-Government, such as eGovLab 

of Stockholm University. 

7. E-Participation/ Digital Inclusion 

E-participation refers to ICT-supported participation in government and governance 

processes. Processes may concern administration, service delivery, decision-making, and 

policy-making. 

Most of the government agencies in Taiwan have developed channels for citizens to 

interact with specific agencies via email, telephone, online message forum, and social 

media such as Facebook. A simple search engine on the one-stop service portal enables 

citizens to find the departments they want to reach directly and effectively with completed 

contact lists by names. In response to the rapid development of the Internet and the rise 

of citizen participation awareness, the government has established an E-participation 

Platform (http://join.gov.tw) to gather the public opinions. People can initiate proposals 

on this website. Once the proposal gets 5,000 signatures within 60 days, then the authority 

has to respond formally in 60 days after comprehensive research and analysis. The 

program typical enables the government to win peopleôs trust and make good use of social 

innovation power to improve the effectiveness of government governance. In addition, 

ñvTaiwan,ò an on-line to off-line PPP platform, facilitates stakeholders to come together 

on consensus issues and leads to original policy formulation. 

In UAE, one of the significant features of the enhanced portal is the inclusion of E-

Participation channels. The federal portal utilizes multiple platforms like forums, blogs, 

chats, surveys, polls and social media tools like Facebook, Twitter, Flickr, and YouTube 

to reach out to the general public and engage them in active communication with the 

government about their opinions and experiences on government services, and policies. 

8. Open Government Data 

Open Government/Data is one of the newest indicators in the Waseda-IAC Digital 

Government Rankings. This indicator evaluates the openness and transparency of 

governments. The top-ranking countries on this indicator have provided citizens with the 

application-programming interface (APIs) that help developers and researchers create 

innovative citizen-centric applications. There are some small-scale utilization cases and 

applications for smartphones and tablets. 
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In South Korea Government 3.0 pursues transparency of government. Open 

Government regarding data and information means the transition from supply-driven 

transparency (reactive, responsive disclosure of public information) to demand-driven 

transparency (proactive sharing). Government 3.0 places emphasis on ñmake information 

sharing more equitable and transparent between the central government, local 

governments, government agencies, and the public.ò Aligning with this vision, Korea has 

published the National Action Plan on Open Government Partnership 2014 - 2016. 

Currently, citizens can access public information and data at ñhttps://data.go.kr/ò. 

Taiwan received comparatively high scores on the indicator of Open Government 

Data. The Open Data initiative has remained one of the priorities in the Digital 

Government plans of Taiwan, within legal preparedness such as ñThe Freedom of 

Government Information Law (2005)ò ñCopyright Act (2014)ò and ñPersonal 

Information Promotion (2015)ò. The Open Data Portal (http://data.gov.tw/) not only 

provide datasets on every aspect of social life and government but also provides space for 

citizens to comment and discuss after checking the data. Whatôs more, the details on data 

standards and guidance for users to read and utilize information are presented on the 

website. Other international organizations have also recognized the accomplishment of 

Open Government Data of Taiwan. For example, Taiwan retains the top spot for the 

second year running among 94 surveyed countries in the latest Global Open Data Index 

published by U.K.-based Open Knowledge International. 

9. Cyber Security 

The emerging trends in ICT and security are reflected in the 2018 Rankings as the 

top 10 countries in cyber-security have an adequate legislation framework, effective 

cyber-crime countermeasure solutions, and robust security organizations. 

Singapore has released multiple acts and regulations on Cyber Security issues, such 

as Computer Misuse Bill, The Electronic Transactions Act and Personal Data Protection 

Act (PDPA), and the later Computer Misuse and Cybersecurity Act (CMCA). A 

government body called the Personal Data Protection Commission had been established 

to administer and enforce the PDPA. Recently, the Cyber Security Agency of Singapore 

(CSA) was established to oversee the national cybersecurity strategy and outreach. Also, 

the New Cyber Security Act will be published in the coming year. 

Estonia has strengthened its organizational capacity for cybercrime countermeasures 

by setting up CERT-Estonia and giving a mandate to Information System Authority (RIA) 

to supervise the continuous application of security measures in regards to the information 

systems used for the provision of vital services. Moreover, the Estonian government 

decided to change the encryption method for Digital Identity code from RSA 1024bit to 

Elliptic Curve Cryptography. 
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The United States government believes the security of computer systems is vital to 

the world for two reasons. The increased role of Information Technology (IT) and the 

growth of the e-Commerce sector, have made cybersecurity essential to the economy. 

Also, cybersecurity is vital to the operation of safety-critical systems, such as emergency 

response, and to the protection of infrastructure systems, such as the national power grid. 

Based on then-DHS Secretary Janet Napolitanoôs testimony to the Senate in 2012, in 2011 

alone, the DHS U.S. Computer Emergency Readiness Team (US-CERT) received more 

than 100,000 incident reports and released more than 5,000 actionable cybersecurity 

alerts and information products. Twitter, the Wall Street Journal, New York Times, and 

the Department of Energy and many other prominent companies have reported that their 

systems had been breached. Furthermore, classified government data has been leaked to 

the press and the public in several high-profile cases. Current efforts are being made to 

secure sensitive data to prevent future breaches. 

10. The use of Emerging ICT 

This indicator refers to the newest technology which governments want to apply for 

the Government activities such as using Cloud computing in delivering services, Big Data, 

and application of IoT. 

As a leading country in e-Government area, Singapore would not pass up the chance 

to introduce and apply emerging technologies in public sectors. Public projects within 

Cloud-computing, Big Data, and IOT utilization are ongoing or planned into sophisticated 

phases. Organizational preparedness such as National Cloud Computing ï Advisory 

Council (NCCAC) is paying attention to the adoption of technologies, standard industrial 

construction and fostering collaboration between different sectors. Great potential in the 

development of emerging technologies into e-Government area can be anticipated, and 

the governmentô guidance should play the crucial role in leading industry and society. 

Japan has moved fast at utilizing emerging ICT application into public sectors. There 

are already some national plans such as Smart Cloud Strategy, and Big Data in 

Government. Cloud computing in the national platform is at the ongoing phase. The 

Ministry of Economy, Trade, and Industry also has sponsored public projects which have 

been selected to facilitate the IOT utilization. The next stage should be the development 

draft of a legal framework on emerging technologies applications. 

In Thailand, the total of Internet users accounts for nearly 89.9% of the population in 

2015, according to the Measuring the Information Society Report 2016 from International 

Telecommunication Union (ITU). Among them, more than 109.7% people have a wireless 

broadband connection, while the figure for fixed-broadband subscriptions is only 40.2%. 

The https://www.egov.go.th/ is actively served as a national portal in for Information, 

Technical, and Functionality while www.damrongdhama.moi.go.th for filing citizen 

problems and grievances as the main channel of e-Participation to fight against un-

transparency and corruption. The use of Cloud Computing is projected to reach the total 
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number of 259 Cloud Computing-based system. Big Data has been implemented in some 

high demand for government units like Department of Highway and the Ministry of 

Digital Economy and Society (MDES) is encouraging private entities to explore 

government Big Data for sourcing out new business opportunities. 

Moreover, in October 2017 the Government published that the National Statistical 

Office, MDES will lead the development of the Big Data center as well as the IoT Institute 

will be a part of the Digital Park to be built in Chon Buri province, as a flagship project 

under the Eastern Economic Corridor. The Park aims to attract investors by offering 

numerous benefits and providing an environment for domestic and foreign digital 

professionals to collaborate. It will focus on the development of S-curve industries 

(Automation and Robotics, Aerospace, Bio-Energy and Biochemical, Digital and Medical 

and Healthcare), which can serve as growth engines to accelerate Thailandôs future 

growth. The MDES is planning to spend Bt100 million to draw up the Digital Park master 

plan and Bt1 billion (USD 30 million) to build the Digital Park building in 2018 on a site 

of around 280 Acres. 
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III.  Digital Government Ranking by Organizations 

1. Ranking of APEC Economies 

APEC Economies  APEC Economies  APEC Economies 

No Economies Score  No Economies Score  No Economies Score 

1 Singapore 93.843  8 Canada 72.459  15 Philippines 61.281 

2 USA 90.340  9 HK SAR 70.236  16 Mexico 57.768 

3 South Korea 85.500  10 Thailand 68.131  17 Vietnam 56.029 

4 Japan 84.493  11 Malaysia 63.965  18 Brunei 55.334 

5 Taiwan 80.383  12 Russia 62.580  19 Chile 53.054 

6 Australia 80.248  13 China 62.079  20 Peru 47.488 

7 New Zealand 74.694  14 Indonesia 61.486     

Table III-1: Digital Government Ranking in APEC Economies 

Singapore, USA, and South Korea are the leading countries in this group. They are 

ranked in the 1st, 2nd, and 3rd position respectively. Compared to last year Japan is not in 

the top three. In the overall Ranking, Japan slipped down and ranked in 7th. Chinese Taipei 

and Australia followed Japan are ranked for 5th and 6th place respectively. In the middle 

of the group New Zealand, Canada, and Hong Kong ranked at 7th, 8th, and 9th place 

respectively. Following are four countries from Southeast Asian and Russia. In the bottom 

of the group are Vietnam, Brunei, Chile, and Peru. 

As a leading nation of digital government in Asia, Singapore continues to maintain 

the momentum. The performance on indicators of Management Optimization, Digital 

government promotion, and cybersecurity are showing its strong points and advancement 

this year. Especially on the effort for cybersecurity, Singapore has developed the law and 

regulatory framework to assure every safety measure and security upgrade can be 

enforced on a legal basis. In respect to policy, National Cyber Security Masterplan 2018, 

as the latest strategy, guides the government to enhance the nationôs security environment 

and create a robust and trusted society for public, private and individuals. Continuous 

master plans in each critical segment are one of the keys to keep Singapore proactive and 

possessing execution capacity on digital government development. 

 To future direction, Singapore still has potential on the growth of the usage of 

emerging technologies. This new indicator has been introduced to Waseda Digital 

Government Ranking this year. Because many countries are still at the start-up phase, 

direction for expanding the new technologies into the public service sector needs more 

endeavor to be clarified. Singapore could seize the opportunity to formulate policies and 

standards, guide not only domestic innovation but also foster international co-

development.  
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2. Ranking of OECD Countries 

OECD Countries   OECD Countries   OECD Countries  

No  Country  Score  No Country  Score  No  Country  Score 

1 Denmark 94.816  11 Finland 78.982  21 Portugal 63.567 

2 UK 91.921  12 New 

Zealand 

74.694  22 Italy 63.490 

3 Estonia 91.125  13 Iceland  73.942  23 Spain 63.341 

4 USA 90.340  14 Canada 72.459  24 Poland 60.846 

5 South Korea 85.500  15 Netherlands 70.259  25 Czech 60.169 

6 Japan 84.493  16 France 69.761  26 Turkey 59.481 

7 Sweden 81.700  17 Germany 68.176  27 Israel 59.111 

8 Australia 80.248  18 Austria 65.412  28 Mexico 57.768 

9 Norway 79.760  19 Belgium 64.776  29 Chile 53.054 

10 Switzerland 79.030  20 Ireland 64.528     

Table III-2: Digital Government Ranking in OECD Countries 

In the top 3 of this group are three European countries, Denmark still keeps their first 

position compared to 2017 rankings, followed by the UK and Estonia, they ranked in 2nd 

and 3rd place respectively. The USA dropped out from the second place in 2017 ranking 

to the 4th place in 2018. In the 5th and 6th place are two East Asia countries ï South Korea 

and Japan. 

Denmark has shown marked development in Digital Government projects, but there 

are few available resources on e-Government related promotions particularly at the local 

level. The government released its e-Government strategy 2016 - 2020 on in May, and it 

outlines 33 projects for the government to accomplish in the coming years. The 

government is always trying to establish online services that are simpler and more 

effective. In order to do this, the government will establish horizontal cooperation 

throughout local, regional and central governments. Institutions for education, knowledge 

or culture can still apply for funds to provide their users with free Internet access. 

In 2018, despite the already high 2017 ranking of Digital Government, the UK 

government made some improvement and scored higher in some indicators. The UK 

government scored well in most indicators, and the number of Internet users increased. 

There is some improvement of the National Portal, but the sitemap is still missing. There 

is the presence of GCIO, but the GCIO Mandate is missing from the GCIO category. The 

score on Digital Government promotion scores is low, but it is not because of the lack of 

promotion but because most people have already been using the e-Government services 

as indicated in the high rate of participation.  

Citizens can access government information without having to pay the cost, and there 

is the legal framework for the cybersecurity in case of emergencies. Moreover, the UK 
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digital government development has been in a high rank, with some functions missing 

but not resulting in a significant problem. 

In this group, Switzerland has a big jump compared to 2017 ranking. Swiss strategy 

on E-Government provides distinct and feasible objectives for each aspect of E-

Government on both national and regional levels that have been developed as a result of 

collaboration between the central and local governments. The strongest points of Swiss 

E-Government are Open Data and cybersecurity that indicate the importance of 

transparency and safety as of core priorities for a neutral country. Importance of 

transparency highlights the tradition of direct democracy in which the voice of every 

citizen matters and is taken into account while discussing the most important legislation 

and policy issues. In order for the direct democracy to succeed, the constituent is obliged 

to be well informed of the current state of affairs of the country, and thus a portal for 

official governmental data is needed. Another strong aspect of Swiss Digital Government 

is active cooperation between the private and public sector, allowing diversification of 

labor and high quality of end product. 

  



 

19 

 

IV.  Digital Government Ranking by the Size of Population 

and GDP 

1. Ranking in Big Population Countries (bigger than 100 million) 

Big Population Countries   Big Population Countries   Big Population Countries  

No  Country  Score  No  Country  Score  No  Country  Score 

1 USA 90.340  5 Indonesia 61.486  9 Brazil 48.467 

2 Japan 84.493  6 Philippines 61.281  10 Pakistan 42.299 

3 Russia 62.580  7 India 61.009  11 Nigeria 41.774 

4 China 62.079  8 Mexico 57.768     

Table IV-1: Digital Government Ranking in Big Population Countries 

In the Waseda Digital Government Ranking, eleven countries have a population over 

than 100 million. In the top four of the ranking group, there are still four countries of 

USA, Japan, Russia, and Indonesia. In the top five, Philippines has an impressive score 

on Management Optimization, Open Government Data, and Online Service based on the 

foundation of the comprehensive Digital Government Master Plan. 

The Philippines is attempting the pursue the connected yet integrated government 

under the theme ñiGovPhilò Initiative. The iGovPhil started in June 2012 as a flagship 

project of the Department of Science and Technology (DOST) and administered through 

its attached agencies, namely the Advanced Science and Technology Institute (ASTI) and 

the Information and Communications Technology Office (ICTO). This is constituted by 

various components across several offices and will interconnect the current online 

services of the 98 national government agencies (NGAs) utilizing a network of fiber optic 

cables that traverse from Metro Manila to Cebu. 

Under the new policy architecture, the Philippines can now transition from the non-

integrated and agency-specific applications toward an E-Government model where there 

is sharing of data and interoperability of government offices to provide public services 

with better value for citizens. The membership of the country in the Open Government 

Partnership has led to the design of online services that leverage technology to promote 

participation, transparency, and accountability. There is a need to develop the demand 

side of Open Data and policies. Citizen oversight and monitoring of public services can 

be strengthened with information intermediaries who can analyze the information made 

available in online transparency portals. The government can engage universities as 

knowledge partners in capacity building for CIOs and research programs for tracking 

digital government progress. 

The bottom of this group is Brazil, Pakistan, and Nigeria. The most difficult issues 

for Brazil in developing Digital Government are how to provide better and efficient 

service to the public. It is hard to give the opportunity to citizens to access government 

information and to participate in some political, administrative decisions. 
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2. Ranking in Small Population Countries (Less than 10 million) 

Small Population Countries   Small Population Countries   Small Population 

Countries  

No  Country  Score  No  Country  Score  No  Country  Score 

1 Denmark 94.816  9 Iceland 73.942  17 Brunei 55.334 

2 Singapore 93.843  10 HK SAR 70.236  18 Bahrain 55.149 

3 Estonia 91.125  11 Austria 65.412  19 Lithuania 52.385 

4 Sweden 81.700  12 Ireland 64.528  20 Uruguay 50.369 

5 Norway 79.760  13 Macau 63.092  21 Costa Rica 42.757 

6 Switzerland 79.030  14 UAE 62.564  22 Fiji 41.355 

7 Finland 78.982  15 Israel 59.111     

8 New Zealand 74.694  16 Oman 58.071     

Table IV-2: Digital Government Ranking in Small Population Countries 

The Waseda ranking covers 22 countries that have populations of less than 10 million. 

In the top three are Denmark, Singapore, and Estonia. In the Rankings this year Sweden, 

Norway, and Switzerland have increased their position compared to 2017 Ranking. 

Finland ranked in 7th place having an advanced digital government development level. 

The digital government promotion activities of the Finnish Government are no longer 

focused on the developing citizensô awareness and are now focusing on how to improve 

usersô experience with government digital services due to the increase in citizensô 

expectations. More attention needs to be paid to utilizing of emerging technology such as 

the Internet of things or Big Data within government agencies. 

In the middle of group Hong Kong, Macau, UAE, and Israel are in similar place 

compared to the 2017 Ranking, while Austria did not keep their 5th position in 2017 

ranking and slipped six steps to the 11th place. Among the ten indicators in the current 

Ranking, the Open Government is the top indicator in Austria. Management Optimization, 

Cyber Security, Online Service, and National Portal are also at high levels. This result 

shows that the Platform Digital Austria, which was created in 2005, has become the center 

point for coordination and strategy of e-Government in Austria by the Federal 

Government. All e-Government projects in Austria now run under the Platform Digital 

Austria designation. The weak point in Austria is about the use of emerging ICT. Austria 

is commencing the use of Big Data as vital lever to increase efficiency within public 

administration. 

The bottom of this group still are Brunei, Lithuania, Uruguay, Costa Rica, and Fiji; 

they ranked 18th, 19th, 20th, 21st, and 22nd place respectively. The 2018 Rankings show 

that there is not much change in administration activities of these countries. 
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3. Ranking in Top 10 Countries with the Highest GDP. 

Highest GDP Group   Highest GDP Group  

No Country  Score  No  Country  Score 

1 USA 90.440  6 Germany 68.475 

2 UK 91.921  7 Italy 63.490 

3 Japan 84.897  8 Russia 62.579 

4 Canada 72.459  9 China 62.079 

5 France 69.760  10 Brazil 48.467 

Table IV-3: Digital Government Ranking with Highest GDP Group 

In the group, USA, UK, Japan, Canada, and France are ranked at the 1st - 5th place 

respectively. In the top 5, France is a new country compared with the 2017 Ranking. In 

the bottom of the ranking group, there are still Russia, China, and Brazil. They ranked in 

8th, 9th, and 10th place respectively. Brazil is now still struggling to improve the efficiency 

of the public policy and service for societies via Digital Government and tries to improve 

efficiency and transparency of the management process through giving an opportunity for 

its citizens to access government information and to participate in some political, 

administrative decisions. 

In the USA, ICT continues to provide new and innovative ways for U.S. citizens to 

interact, get involved and become empowered. Public participation enhances the 

governmentôs effectiveness by improving the quality of its decisions through 

collaboration. Innovative tools can be used to create unprecedented openness in the 

Federal Government through increased citizen participation to make this type of 

collaboration a reality. On the U.S. National Portal, citizens can use many online services 

including e-tax, applying for a driving license, filing a complaint, finding a local doctor, 

applying for a passport or getting travel advice. The portalôs design makes it easy for 

citizens to find both broad, characteristic information, as well as specific, personalized 

services. The government has also developed forward-looking Enterprise Roadmaps and 

modernization profiles to offer a path forward into the next phase of government 

modernization. 

As one of the advanced Digital Government nations, Japan keeps its leading impetus 

at the top 10 of Ranking. As the situation above, the Japan government has built a 

sophisticated promotion system for digital government initiatives and precise GCIO 

regimes into every rank of government (Central and local government; different 

government agencies) to assure the implementation and evaluation process of digital 

government initiatives. It can be reported on high scores on ñGovernment CIOò and 

ñDigital Government Promotionò. Japan also continues to update its online service system 

as the objective of initiatives to simplify administrative procedures and working systems. 

However, the National Portal seems to be the only weak point for digital government in 

Japan. Some necessary information including demographic data and introduction to Japan 



 

22 

 

political situation has been provided at the site, but it still needs much more necessary 

functions to serve visitorôs needs rather than providing information only. In consideration 

of the coming Tokyo Olympic Games, a large number of visitors will choose the National 

Portal as a reference and it is a chance and challenge at the same time for the Japan 

government to reconsider that what is the appropriate way to provide information and 

deliver e-service to Japanese and non-Japanese through the Internet. 
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V. Digital Government Ranking by Regions 

1. Ranking in Asia-Pacific Countries 

Asia-Pacific Countries   Asia-Pacific Countries   Asia-Pacific Countries  

No  Country  Score  No  Country  Score  No  Country  Score 

1 Singapore 93.843  7 HK SAR 70.236  13 Philippines 61.281 

2 South Korea 85.500  8 Thailand 68.131  14 India 61.009 

3 Japan 84.493  9 Malaysia 63.965  15 Vietnam 56.029 

4 Taiwan 80.383  10 Macau 63.092  16 Brunei 55.334 

5 Australia 80.248  11 China 62.079  17 Pakistan 42.299 

6 New Zealand 74.694  12 Indonesia 61.486  18 Fiji 41.355 

Table V-1: Digital Government Ranking in Asia-Pacific Countries 

Singapore, South Korea, and Japan are three leaders of countries in this group. They 

also are in the top 10 countries in the overall Ranking. South Korea ranked in the 6th in 

total ranking and also has a good position in Asia-Pacific countries. Followed the top 

three countries are Taiwan, Australia, and New Zealand. They ranked 4th, 5th, and 6th 

respectively.  

In 2016, Taiwan launched the Digital Nation and Innovative Economic Development 

Plan (2017-2025) (DIGI+ program). The planôs main goals for 2025 are to grow Taiwanôs 

digital economy to US$205.9 billion, increase the digital lifestyle services penetration 

rate to 80 percent, speed up broadband connections to 2 Gbps, ensure citizensô 

fundamental rights to have 25 Mbps broadband access, and put Taiwan among the top 10 

information technology nations worldwide. Accordingly, the National Development 

Council (NDC) of Taiwan promoted the national Digital Government program of Taiwan 

(2017-2020) in 2017. The newly launched program aimed to adopt emerging technologies 

such as Big Data, cloud computing, artificial intelligence in order to build a 

comprehensive global leading e-government of which citizens can take full advantage 

instead of receiving standard public services. Data-driven policy-making, citizen-centric 

service, and public-private participation are the three main core concepts of the program. 

Various promotion plans have been implemented, and the results are significant. For 

example, Government cloud service and structure reached 60% in 2017, and are expected 

to achieve the goal of 90% by 2020. As of March 2018, Taiwan government has opened 

more than 35,672 datasets and 172 Application Public Interfaces (APIs). Open 

Knowledge International has published the Global Open Data Index 2016, showing that 

Taiwan topped the Index for two consecutive years. 

Following New Zealand are Hong Kong and Macau and four Southeast Asian 

countries, Thailand, Malaysia, Indonesia, and the Philippines in the middle of the group. 

In Thailand, Digital Government Development Plan is now in its 2nd edition (2017-2021). 

The Electronic Government Agency (Public Organization) (EGA) has a broadened 
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mandate as the Digital Government Agency or DGA. The government aims to develop 

digital capabilities within all key sectors, including agriculture, tourism, education, the 

medical profession, investment, disaster prevention, and public administration, in order 

to drive economic and social progress. To achieve the objective, digital technologies need 

to be incorporated into public services. An integrated information network will be 

developed cooperatively by government agencies, with a focus on four key development 

models, namely Government Integration, Smart Operations, Citizen-Centric Services, 

and Driven Transformation. 

At the bottom of this group are China, Vietnam, Brunei, Pakistan, and Fiji. They are 

in the same places compared with the Ranking last year. Compared with other economics, 

China had a comparatively slow progress on e-Government development. Except for the 

indicator of ñManagement Optimizationò, performance on all the segments of ranking are 

lower than advanced nations. The absence of GCIO not only pares down the scores for 

evaluation but more importantly, has influenced the execution of ICT plans in each 

government level. According to Chinaôs strategy, e-Government has been regarded as a 

tool for administrative reform and government process re-engineering rather than 

developing e-Government itself. More and more online service has reached the phase of 

the transaction, although not e-decision making. However, some megacities in China have 

promoted advanced e-Services and data sharing to citizens (for example Beijing, 

Shanghai, Guangzhou), and continue to pull ahead of underdeveloped areas. The gap of 

wealth has affected every aspect of the societies in China, and the implementation of 

better e-Government is no exception. China's Internet users reached 688 million; Internet 

penetration rate reached 50.3%, and the number of Internet users and broadband access 

users ranked first in the world. 

2. Ranking in Americas Countries 

Americas Countries   Americas Countries   Americas Countries  

No  Country  Score  No  Country  Score  No  Country  Score 

1 USA 90.340  5 Chile 53.054  9 Argentina 45.442 

2 Canada 72.459  6 Uruguay 50.369  10 Costa Rica 42.757 

3 Mexico 57.768  7 Brazil 48.468  11 Venezuela 41.300 

4 Colombia 53.984  8 Peru 47.488     

Table V-2: Digital Government Ranking in Americas Countries 

In this group, the USA and Canada ranked at the 1st and 2nd place. The table V-2 

shows that the difference in score between the USA and Canada is quite high. Canada has 

kept its pioneer position among other countries in providing advanced e-services to 

citizens, which has a splendid one-stop service system endeavoring to embrace all the 

information and services that citizens or enterprises need at one centralized place. 

Massive contents have been divided into very understandable and concise catalogs, and 

users can always go to the destination directly. Also, citizens easily to interact with 
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government agencies through straightforward communication channels. That is why 

Canada has outstanding performance on the indicators of both ñOnline Serviceò and ñE-

participationò. As one of the leading nations in Digital Government area, Canada is still 

expected to increase more scores on the latest indicator for the usage of new technologies, 

which is to have an efficient model of adopting emerging technologies such as Cloud 

Computing or IoT. 

Compared to 2017, Colombia has a big step in Digital Government development, 

from the 9th place in 2017, they moved to the 4th place in 2018. Peru, Argentina, Costa 

Rica, and Venezuela are placed at the bottom of this group. Compared to 2017 Ranking, 

Argentina slipped three steps and tied at 9th place in 2018 Ranking. Argentina has many 

of the necessary elements for innovative and dynamic e-Development. Argentina has the 

highest per capita GDP and second-highest life expectancy in Latin America, with well-

trained quality labor force who have high literacy rates. The Argentine government is 

gradually opening its ICT market for competition. 

Compared to 2017 Rankings, Costa Rica has risen overall, but in this group, Costa 

Rica is still in the bottom. The use of emerging technology and Government CIO are the 

weak points of Costa Rica. The Director of Digital Government is the closest analog to a 

CIO position in Costa Rica. The Director has administration over the three Digital 

Government divisions, Projects, Technology, and Digital Inclusion. Moreover, Costa Rica 

also has a low score on Cybersecurity. 

3. Ranking in European Countries 

EU Countries  EU Countries  EU Countries 

No  Country  Score  No  Country  Score  No  Country  Score 

1 Denmark 94.816  8 Iceland 73.942  15 Portugal 63.567 

2 UK 91.921  9 Netherlands 70.259  16 Italy 63.490 

3 Estonia 91.125  10 France 69.761  17 Spain 63.341 

4 Sweden 81.700  11 Germany 68.176  18 Poland 60.846 

5 Norway 79.760  12 Austria 65.412  19 Romania 60.757 

6 Switzerland 79.030  13 Belgium 64.776  20 Czech 60.169 

7 Finland 78.982  14 Ireland 64.528  21 Lithuania 52.385 

Table V-3: Digital Government Ranking in European Countries 

Denmark, the UK, and Estonia are leading countries in this group. They keep their 

position compared to 2017 Ranking. They are followed by Sweden tied at 4th place, 

Norway in the 5th place, Switzerland in the 6th place, and Finland in the 7th place. 

The Digital Government in Estonia has reached the connected stage. E-Tax system 

in Estonia is one of the online services utilize the presence of X-Road. Estonians enjoy 

the simple procedure for filing a tax report in which they merely click four to six buttons 

for completing the procedure. It is not necessary to input the similar data time after time 
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because the data is already there. Hence, everything is prefilled. Estonia joined with the 

United Kingdom, South Korea, Israel, and New Zealand to establish a Digital 5 (D5) 

Cooperation. Strong commitment to ICT is inherent on the part of the prime minister and 

senior government officers. The prime minister chairs the E-Estonia Council, which leads 

the making and execution of national digital agenda in the country. 

The middle of this group has some change and Norway and Switzerland have 

increased their position to the 5th and 6th place, while Iceland, Germany, Austria, and 

Ireland did not keep their position compared to 2017 Ranking. 

Ireland has a strong motivation to well develop its e-government due to the 

government type and prosperous business in Information Communication Technology. In 

2015, the Ireland government paused the cloud computing strategy and decided to 

combine it with ñbuild to shareò ICT strategy. In 2017, the Ireland government released 

new regulation in data protection and cybersecurity. In addition, furthering its outstanding 

one-stop-service, Ireland has launched MyGovID, an online identity for online services 

in 2017, which built on the Public Services card, linking citizensô identity to online 

identity. 

The bottom of this group is the Czech Republic, together with Lithuania in the same 

place compared to 2017 Ranking. In 2015, the Czech government introduced a strategy 

for ICT Service development in public administration. The strategy focuses on national 

cybersecurity until 2020 and also introduces the idea to legislatively delegate to the 

Department of Chief Architect of the e-Government at the Ministry of the Interior the role 

of ñwatchdogò to oversee the efficiency of public spending in public administration ICT 

area. The strategy includes a list of improvement opportunities that should lead to the 

better nation-wide governance of ICT services in public administrations. 

Czech National Security Authority Cybersecurity was established according to the 

Decision n. 781 / 2011 of the Government of the Czech Republic. The name is National 

Cyber Security Centre (NCSC), and it is headquartered is in Brno. The main task of the 

NCSC is the coordination of cooperation on both national and international level to 

prevent cyber-attacks, to propose and adopt measures for incident solving and respond to 

ongoing attacks. 

4. Ranking in Africa, the Middle East, and CIS Countries 

Africa, Middle East & CIS   Africa, Middle East & CIS   Africa, Middle East & CIS  

No Country  Score  No  Country  Score  No  Country  Score 

1 Russia 62.580  6 Israel  59.111  11 Saudi Arabia 51.718 

2 UAE 62.564  7 Oman 58.071  12 South Africa 50.823 

3 Kazakhstan 61.285  8 Bahrain 55.149  13 Tunisia 44.858 

4 Georgia 59.840  9 Morocco 51.951  14 Egypt 41.984 

5 Turkey 59.481  10 Kenya 51.721  15 Nigeria 41.774 
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Table V-4: Digital Government Ranking in Africa, the Middle East, and CIS 

Countries 
The 2018 Waseda Digital Government Rankings cover six countries from Africa, five 

countries from the Middle East, and four countries from CIS. The leading countries in 

this group are Russia, UAE, and Kazakhstan followed by Georgia and Turkey in the 4th 

and 5th place respectively. 

There has been little progress in Georgia regarding the provision of Digital 

Government services. Most of the Digital Government services such as E-tender, Social 

Security Services, Civil Registration Services, Consular Services, and Labor-Related 

Services are provided at static websites. E-payment and e-voting services are not available 

yet. Georgia was among the first group of countries to join the Open Government 

Partnership (OGP). In April 2012, the countryôs government presented a relevant Action 

Plan which focused on improving public services, increasing public integrity, managing 

public resources effectively, and creating safer communities. 

Georgia has adopted a New Cybersecurity Strategy that will be the primary document 

defining state policy and establishing basic guiding principles in the cybersecurity field. 

It should be mentioned that strategy considers cyberspace protection equally crucial as 

the inviolability of land, air, and maritime boundaries. 

In the middle of the group, there is no significant change in positions. In the bottom 

of the group are still Egypt and Nigeria. They are ranked in 14th and 15th place respectively. 

In this group, Kenya has progressed and received a significant place in the 2018 

overall Digital Government Rankings. Kenya is developing rapidly in digital government; 

the ICT helps grow of economic and technologies in Kenya. The implementation of e-

government is associated with infrastructure, policy, and information security, human 

capital, and social factors. The National ICT Master Plan (2013/14-2017/18) has three 

foundations and three pillars. The first foundation of this Masterplan is ICT human capital 

and workforce development, the second is integrated ICT infrastructure, and the third is 

integrated information infrastructure. The first pillar of this Master Plan is E-Government 

services, the second pillar is ICT as a driver of industry, and the third is developing ICT 

businesses. 
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VI.  New Trends of Digital Government in 2018 

Highlights of the remarkable trends of Digital Government in 2018 are (1) re-

definition of e-government, (2) Usage of AI and IoT for Digital Government, (3) 

Expanding the Scale of Smart City and e-local government, (4) Blockchain Technology 

for Digital Government, and (5) Digital Government for Anti-Corruption.  

These are well connected to each other to support the great Digital Government 

activities and interrelated as a part of the Digital Government Ranking survey. Five 

highlights mentioned will be the most important for understanding the 2018 trends of the 

digital economy and innovation. 

1. Re-definition of e-Government  

(Dr. Yang Yao, Researcher, Institute of e-Government, Waseda University) 

E-government implementation has been cultivated over the last 20 years. In the 

decades of its development, e-government has been defined and discussed by a great deal 

of public international organizations and scholars. In general, this phenomenon is not 

about putting in a few computers or building a website for information access, but about 

transforming the fundamental relationship between the government and the public. 

However, e-government initially began with technical changes in the government. It is 

indeed a dynamic mixture of goals, structures, and functions, whose scale has been 

extended by new concepts such as transparency, accountability, citizen participation in 

the evaluation of government performance, and changes in political practices, such as e-

democracy and e-governance. 

As the most famous international agency that conducts the broadest range of surveys 

on e-government every two years, in 2001 the United Nations (UN) defined e-government 

as óutilizing the internet and the world-wide-web for delivering government information 

and services to citizensô. Two years later, the Economic Co-operation and Development 

(OECD) e-government task force of the public governance and territorial development 

directorate defined e-government as óthe use of information and communication 

technologies, and particularly the Internet, as a tool to achieve better governmentô. In 

2014, the OECD updated the term e-government to ódigital governmentô, indicating that 

it órefers to the use of digital technologies, as an integrated part of governmentsô 

modernization strategies, to create public valueô. 

Other organizations have their definitions of e-government as well, which differ in 

their emphasis on different points. The World Bank defines e-government as óthe use by 

government agencies of information technologies (such as Wide Area Networks, the 

internet, and mobile computing) that can transform relations with citizens, businesses, 

and other arms of government. In a like manner, different ends can be met through ICT, 

including óbetter delivery of government services to citizens, improved interactions with 

business and industry, citizen empowerment and more efficient government managementô. 
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Furthermore, the European Commission defines e-government as óthe use of 

information and communication technologies, combined with organizational change and 

new skills, to improve public services, increase democratic participation and enhance 

public policy-makingô. According to the European Union (EU), the essence of e-

government is about óusing technology to make public service better, cheaper and faster; 

for society and the good of public administrations.ô 

Despite international organizationsô various definitions of e-government, to which 

scholars have contributed as well, there is still no universal definition. Nonetheless, 

consensus may be reached regarding some interactive features of e-government, such as 

the use of ICT in the political section to improve public services delivery; the revolution 

of the interaction process between government and society; and facilitated public values 

such as transparency, democracy, and innovation. 

There are different kinds of interactions in the implementation process of e-

government, depending on the objects at both ends of the communicative channel. The 

convergence of e-government stages and categories of relationships between the 

government and its constituents in their electronic government framework. 

In 2002, the Office of Management and Budget (OMB) in the US published an óe-

government strategyô, which proposed four groups that provide opportunities to transform 

the delivery of services: 

- Individuals/citizens ï government-to-citizens (G2C): Build easy-to-find, easy-to-

use, one-stop points-of-service that make it easy for citizens to access high-

quality government services. 

- Businesses ï government-to-business (G2B): Reduce the governmentôs burden 

on businesses by eliminating the redundant collection of data and better 

leveraging e-business technologies for communication. 

- Intergovernmental ï government-to-government (G2G): Make it easier for states 

and localities to meet reporting requirements and participate as full partners with 

the federal government in citizen services while enabling better performance 

measurement, especially for grants. Other levels of government will see 

significant administrative savings and will be able to improve program delivery 

because more accurate data will be available in a timely fashion. 

- Intra-governmental ï internal efficiency and effectiveness (IEE): Make better use 

of modern technology to reduce costs and improve quality of federal government 

agency administration, by using industry best practices in areas such as supply-

chain management, financial management, and knowledge management1. 

                                                 
1 Documents.mx 
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The structure of the e-government categorization into an illustrated four-quadrant 

diagram. Simplifying the portfolios into four objects: government to customers (G2C), 

government to business (G2B), government to the employee (G2E), and government to 

government (G2G). 

1.1 Government to Government 

The US e-government initiatives broadly define G2G as ónew partnerships among 

levels of government. These partnerships facilitate collaboration between levels of 

government and empower state and local governments to deliver citizen services more 

effectivelyô. G2G systems are the types of e-government operations that support 

relationships between different structures of government. Government departments must 

ensure that internal processes are developed to manage the flow of paper-based 

correspondence, contracts, or application submissions. G2G integration requires 

cooperation between different public departments and various degrees of ICT 

interoperability, and it will deliver technologies for distributed and remote data for 

internal use in analysis and planning as well as for external communications. 

1.2 Government to Business 

G2B denotes the exchange between governments and commercial or non-profit 

enterprises. The transactions of G2B are often multi-level processes that involve 

multidisciplinary functions and multiple transactions that are often contingent upon one 

another. The operations of G2B contain various services exchanged between the 

government and the business sectors, including the distribution of policies, memos, rules, 

and regulations. The opportunity that G2B brings to conduct online transactions with the 

government reduces red tape and simplifies regulatory processes, thus helping businesses 

to become more competitive. The G2B process is beneficial to both government 

departments and business sectors. For the public authority, the traditional government 

procurement process has been radically re-engineered and replaced by network-enabled 

facilities or counterparts of e-procurement systems. On the other hand, the business sector 

perceives the emerging opportunities of using G2B electronic services not as an 

alternative way of doing procurement with public agencies, but as a way of securing more 

government business opportunities. Hence, the G2B process could enable businesses to 

have new and direct relationships not only with government organizations but also with 

other market participants to be more competitive. 

1.3 Government to Employees 

In contrast to internal interaction between organizations, G2E concerns the online 

relationship between government bodies and their employees which is sometimes called 

óintra-governmentô (IEE) Many specialized services in terms of internal staff issues are 

covered under the umbrella of G2E, such as the online services of payroll, tax information, 

the provision of human resource training and development that improve the bureaucracyôs 

day-to-day functions; calculation of retirement benefits, access to applications, content 
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and collaboration with other government employees anytime, anywhere; budget and 

finance, administration, procurement and store management, e-learning, messaging, and 

workflow and project management. In short, according to the above classification of e-

government categories, G2E comprises the internally focused utilization of ICT to 

manage organizational resourcesðcapital, human, material, and machinesðand to 

administer policies and procedures in the connection between government organizations 

and individuals in the back office. 

1.4 Government to Citizens 

G2C is considered to be the primary sector of service delivery in e-government and 

deals with the relationship between government and citizens. The majority of government 

services are found in this category. This design to facilitate citizen interaction with the 

government online is what some industry observers perceive to be the primary goal of e-

government. If e-government initiatives serve different layers of processes, then the G2C 

component forms the óbottom of the pyramidô to achieve social inclusion in the country. 

It offers online non-commercial interaction involving different levels of administration 

(central and local government) and private individuals outside of government. Many 

federal governments around the world have established national G2C services, such as 

USAgov (FirstGov), GovUK (DirectGov), and CanadaGov, among others. At the regional 

level, G2C applications with more local features are provided to satisfy the specific needs 

of residents. Though nowadays national portals are empowered to create access for 

citizens, G2C practice is more often examined and discussed at the local e-government 

level. The primary focus of G2C applications is to facilitate instant and convenient access 

to government information and services for citizens anywhere and at any time online 

2. Usage of AI and Blockchain for Digital Government  

(Prof. Dr. Toshio Obi and Prof. Dr. Naoko Iwasaki, Waseda University) 

2.1 Introduction 

The purpose of this highlight is to find out that Smart Cities can be digitally 

transformed into Smart silver cities which the authors are proposing. Digital applications 

are applied in most areas of our life, and the world economy is shifting to a new form - 

the digital economy. The services should be provided faster, more efficient with high 

security and might be considered as developing in all countries. Digital government is 

one of those services. Digital Government encompasses the usage of all information and 

communications technologies (ICT) to deliver governmental services to citizens/business 

and improves the quality of governmental activities. The governments have been 

primarily focused on the Internet as a mean of public service provisioning. 

2.2 Strengthening Digital government and economy 

Digital Government is applied for most countries around the world with different 

level, method, and application in each country, from developing countries to developed 
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countries. In the developing countries, they mainly focus on the implementation plans 

and D-government roadmap for each year or for a certain period, or on upgrading the 

infrastructure network system by raising the proportion of Internet users and broadband 

connections. While in the developed countries tend to focus on promoting new online 

services, they are introducing smart online services at the higher level to customers. 

Smart city is sometimes referred to as D-municipality, which is a part of the extension 

of D-government to Digital platform, where the strategic use of government services and 

applications are only possible by using cellular/mobile telephones, laptop computers, 

personal digital assistants (PDAs) and wireless internet infrastructure. The following 

Figure 1 indicates the outline of the issues on Japanese super ageing society. 

 

Figure VI-1: Japan Super Ageing Society 

In recent years, the number of smartphones sold in the market is increased. They have 

gradually replaced the 2nd mobile generation, along with the rapid development of 

technology for improving connectivity and quality (4G, LTE, and 5G) on a smartphone. 

There will be some possibility that the smartphones replace the PC in the future. With the 

gradual shift from e-Government to Digital Government it will bring higher efficiency 

for both suppliers and users. These services can have a significant impact include e-

education, e-health, e-mobility, and mobile payment services, as well as location based 

services. 

It is noted that, with the application of new digital technologies, Digital Government 

services will be raised at a higher level of public development. The largest utility in the 

application of Digital Government is the citizens/business sectors, and the governments 

are connected continuously by online. It makes the deployment of new services by the 

government which is faster and more efficient. The application of m-government also 

creates many advantages for the universal service, especially to the remote areas, Digital 

Government scheme also reduces the digital divide in many countries, increases 
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transparency in government operations, reduces corruption and always creates a 

connected government with grassroots. This also increases people's trust in government. 

2.3 IoT for Smart Silver City 

The concept of ñInternet of Things - IoTò appears recently and will become a hot 

topic in the next ICT development. As everyday objects, the society is inspiring the term 

ñInternet of Things.ò where any device can be internet-enabled, linking it to additional 

computing power and analytic capabilities that make it ñsmart.ò  

Typically, IoT is expected to offer advanced connectivity of devices, systems, and 

services that goes beyond machine-to-machine (M2M) communications and covers a 

variety of protocols, domains, and applications. The interconnection of these embedded 

devices (including smart objects), is expected to usher in automation in nearly all fields, 

while also enabling advanced applications like a smart grid, and expanding to the areas 

such as smart cities. 

In term of delivering services, Digital Government has many practical contributions 

to citizens; however in many countries, especially for least developed countries and 

developing countries, the governments are difficult to spread services to all citizens due 

to lack of communications, connections, and end-users. With an application of IoT into 

D-Government services, the government can solve this issue. With the ability to connect 

multiple devices, through different approaches, the government can expand services in 

order to be connected to make services better and more efficient government requirements. 

By applying IoT in the government operations, it enables the government can respond 

better and faster in the case of emergency (ex: early warning of natural disasters system, 

climate changes), deliver value to citizens and making security a priority. 

The Internet of Things offers new ways to make citizens smarter, more efficient and 

more informed ï while, at the same time, delivering cost savings to the government. 

Connected infrastructure ï from toll roads to parking places to utility meters ï delivers 

real-time ñactionableò information around costs, condition, usage, and utilization to 

citizens and government alike. Citizens can instantaneously find parking or cut back on 

electricity usage, while the government can allocate the right resources at the right time 

to charge fees, deliver services, and manage public infrastructure. 

Furthermore, the IoT applications in the public sector also reduce the operating costs, 

to help the government sharing data and reuse data among government agencies. Based 

on these activities, the governments build effortlessly smart solutions to develop ICT as 

well as to create new services for citizens. 

Based on available data, there were 22 mobile-cellular subscriptions for each 

machine-to-machine (M2M) subscription worldwide at the beginning of 2015. The 

countries with the highest M2M penetration rates are highly industrialized, advanced 
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economies, including the Northern European countries of Sweden, Norway, Finland, and 

Denmark 

2.4 IoT for Ageing Society 

IoT applications have been referred to as a trend, where all devices can be connected 

together and connected to the Internet to share information, increase the transmission of 

information. It is particularly useful for delivering public services. According to IDCôs 

research, IoT industry is forecast to generate around $ 6 trillion in 2025. In the public 

administration, IoT is remarkably effective if applied thoroughly. These include IoT 

applications in public management. 

The application of IoT in Disaster Management and emergency management for 

older adults: In the Disaster management, sharing and transmission of information are 

crucial. In this issue, the government can fully control and prevent damage caused by 

implementing early warning systems, such as tsunami warning, earthquake, or forest fire 

warning by setting up a sensors network for the seniors. IoT connects them to the Internet 

to control simultaneously synchronized data sharing among government agencies. 

One of the applications of IoT is to build smart cities friendly for all. It can be seen 

as the most effective in implementing smart city. IoT applications that leverage ubiquitous 

connectivity, big data and analytics are enabling Smart City initiatives all over the world. 

These new applications introduce tremendous new capabilities such as the ability to 

remotely monitor, manage and control devices, and to create new insights and actionable 

information from massive streams of real-time data. IoT offerings are transforming cities 

by improving infrastructure, creating more efficient and cost-effective municipal services, 

enhancing public transportation, reducing traffic congestion, and keeping citizens safe 

and more engaged in the community. 

In the application of Digital Government for all, e-Health is one of the services to be 

deployed, and most have many applications in most countries. The IoT application in 

healthcare, is also known as the Internet of Medical Things IoMT). These are the 

collection of medical devices and applications that connect to healthcare IT systems 

through online computer networks. Medical devices equipped with Wi-Fi allow the 

machine-to-machine communication that is the basis of IoMT. IoMT devices link to cloud 

platforms on which captured data can be stored and analyzed. As is the case with the 

broader Internet of Things (IoT), there is now a possible application than before because 

many consumer mobile devices are built with Near Field Communication (NFC) radio 

frequency identification (RFID) tags that allow the devices to share information with IT 

systems. The practice of using devices to monitor patients in their homes, known as 

telemedicine remotely. Figure 4 indicates [Big Data, AI and Creation of Life Support 

Businesses for Smart Silver City as a matrix. 
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Figure VI-2: Big Data, AI and Creation of Life 

By improving IoT in e-mobility for old persons, it helps many cities have begun smart 

transportation initiatives to optimize their public transportation routes, create safer roads, 

reduce infrastructure costs, and alleviate traffic congestion as more people move into 

cities. For developing countries, IoT helps to solve congestion of the heavy traffic, 

through IoT everyone could know and grasp the situation of the road that he or she will 

crossroad (Figure VI-2) 

 

Figure VI-3: Revenue Forecast of Insights-Drive Businesses 
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The figure VI-3 above shows AI will drive the insights revolution. All other data 

points shown are estimates and prediction for 2020 (Source: Economic Intelligence Unit, 

Morningstar, and PitchBook Data). The democratization of insights is driven by the 

desire of businesses to be more informed in their decision-making and the response by 

insights technology vendors in making their solutions more business-friendly. Half (51%) 

of data and analytics decision-makers in 2015 had unencumbered access to insights. This 

increased to 56% in 2016. Forrester expects this trend to accelerate in 2017 to around 

two-thirds. The stimulus for this accelerated democratization will be embedding AI, big 

data, and IoT into their analytics processes. In 2017, these technologies increased 

businessesô access to data, broaden the types of data that can be analyzed, and raise the 

level of sophistication of the resulting insight. 

Nowadays, the application of ICT increasingly has been applied in many fields of 

state activities including ageing society. It requires every organization, an individual must 

understand and has perfect skill in using ICT application. Therefore, everyone has to 

strive to change and to improve skills to meet the need of the requirement. With the IoT 

applications deeper in the ageing field, IoT has created a new environment to promote 

and enhance the development of human resources. 

One of the most popular applications of IoT is Web of Things for an ageing society. 

It is a new paradigm for ageing society to promote active sharing of information and 

removal of barriers existing among communities for better collaboration. The ultimate 

goal is to secure the driving force for national administration and to provide personalized 

services to individual citizens, and at the same time, generating more jobs and supporting 

the creative economy. 

2.5 Evaluating AI driven Smart Silver City 

AI with big data analysis is becoming popular in research and ICT application, not 

only for businesses but also for public sectors. AI helps organizations build smarter 

infrastructures by reducing investment costs, using analysis tools to optimize input, create 

stream information and sharing output data in order to use shared database inside 

organizations. It will provide a basic platform for decision-making processes, prediction 

business results. To build flexibility system reduces the input load, and revolutionize the 

way we work with smart devices based on cloud computing. Therefore, it is indeed a 

useful and indispensable tool for every organization. 

E-Mobility is no longer a technological revolution. It is more about how both 

businesses and governments can provide better social infrastructure through mobile 

applications and services. Adoption of mobility, therefore, is an indispensable asset for 

the public sector in meeting the demands of citizens as well as businesses. Open 

innovation regarding data and information means the transition from supply-driven 

transparency (reactive, responsive disclosure of public information) to demand-driven 

transparency (proactive sharing). For the smart silver city activities, AI application to 
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improve the efficiency of online services, which can help developing and least developed 

countries to catch up with developed countries, minimize digital divide, and facilitate 

connectivity. The use of AI in the public administration helps the state agencies to 

minimize the investment process through the use of a common database, increasing the 

efficiency of state management in the smart city as well as the transmission of services. 

To deliver services for senior people faster and more effective, we need more monitoring 

the demand and supply activities between users and suppliers. For example, Japan, the 

country as the world No.1 super-ageing nation is the best test bed in this field; AI is not 

to make delivering services to citizens easier and faster, but also to help older adults for 

controlling the technology and easy to access new services. In addition, AI is genuinely 

useful in managing natural disaster and directing people to a safe life. 

Regarding the economic impact of AI, AI has the potential to double annual economic 

growth rates in the countries which AI is well introduced. It is analyzed regarding gross 

value added (a close approximation of GDP).  

Japan has moved fast at the emerging ICT application into many sectors. There are 

already some national plans such as Smart Cloud Strategy, Big Data in Government, AI 

Promotion, etc. Cloud computing in the national platform is at the ongoing phase. The 

Ministry of Economy, Trade, and Industry (METI) also has sponsored the public projects 

which have been selected to facilitate the IoT utilization.  

For the IoT applications, Japan is one of the developed countries which have 

thoroughly applied the benefits of ICT in the administration and management in smart 

silver city. Especially, the IoT projects include the application of IoT in Disaster 

Management which to minimize risks and remedial most quickly. Some most popular IoT 

applications for older people in Japan involve transportation management, surveillance, 

and e-health services. The following Figure 5 is typical convergence of ageing and digital 

societies. 
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Figure VI-4: Transformation of Digital Economy 

To build a smart silver city and associate it to the smart silver city services, the 

policymakers should consider the characteristics and features of the new smart silver city 

such as building healthcare community by promoting e-health services, implementing e-

education, to develop mobile services for connectivity and services to accelerate and 

improve the efficiency in the use of energy, with particular emphasis on green and clean 

energy sources. Furthermore, building digital communication and giving a solution for 

ICT innovation is incredibly significant in society. 

Smart cities revolve around the IoT use of technology to deliver goods, reduce costs 

for service providers, and allow cities to be better managed. With smart silver cities, e-

governance offers the opportunity for governments to make their management of cities 

more timely and beneficial to senior citizens mainly through the diversified supports. 

2.6 Conclusion 

In this article, we have characterized the new trends in ageing society in Japan. The 

lessons from our best-engaged practices in the case studies of smart silver cities such as 

Otsuki, Shinjuku and Yokohama cities hinted significant trends. These trends include (1) 

Rapid increase of ageing population, (2) The increase of living alone people, (3) 

Decreasing digital divide, (4) Accepting nursing at home. 

Other significant trends of usage for silver innovation are described as follows: 

Popular applications for silver Innovation in Japan can be divided into two parts: 

Firstly, Macro and social infrastructures will be (1) BCP for disaster, (2) 

Cybersecurity, (3) Smart mobility and (5) barrier free buildings. 
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As for more individual usages, the following 6 items are quite popular among senior 

people when we made the questionnaires for them 

- Assistive Robots 

- Smart home 

- Online shopping 

- Auto driving 

- Home monitoring 

- Mobile 5G and TV 8K 

Therefore, it will be imperative for the smart silver city to consider the above macro 

and micro aspects of quality of life to live there and innovatively institutionalize the 

system and infrastructures. The most significant trends on smart silver city might be how 

we can make the global standard on the comprehensive sectors of new city concept as a 

part of the digital transformation to accommodate overall innovation to match the new 

demand of the ageing society. Especially, usage of emerging technologies such as AI, Big 

data and IOT as well as cybersecurity and cloud computing will be the critical engines 

for promoting the smart silver city which will grow so fast. 

3. Expanding the Scale of Smart City and e-Local Government 

3.1 Overview 

The purpose of the Smart Cities is to drive economic growth and improve the quality 

of life of people by enabling local area development and harnessing technology, 

especially technology that leads to Smart outcomes. Area-based development will 

transform existing areas (retrofit and redevelop), including slums, into better-planned 

ones, thereby improving the livability of the whole City. New areas (green field) will be 

developed around cities in order to accommodate the expanding population in urban areas. 

Application of Smart Solutions will enable cities to use technology, information, and data 

to improve infrastructure and services. Comprehensive development in this way will 

improve the quality of life, create employment and enhance incomes for all, especially 

the poor and the disadvantaged, leading to whole cities2. 

As there are different levels of administrations exist in a country, e-government can 

also be classified into layers. Heeks (2006)ôs category explains e-governmentôs five levels 

as international, national, regional, state/provincial and local. Although the interactions 

between government and other sectors (business, citizen) lie in almost all the layers of e-

government, the G2C service-delivery is usually placed at the local level. This can be 

tracked from the definitions, as local e-government is considered to be ñinformation, 

services, or transactions that local governments provide online to citizens using the 

                                                 
2 https://finaacle.com/ 
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Internet and Web sites. Rahman (2009) advocates the implementation of local e-

government can enhance citizen engagement and participation for better service delivery. 

In local e-government, the citizen becomes the most important ñcustomerò as G2C 

usually refers to the e-procedure of an individualôs daily life, which often locates at the 

grassroots instead of higher administration. The local government is closest to and 

delivering the highest number of service directly to citizens. National government as the 

primary director for the welfare of the whole country is unlikely to understand the needs 

of communities in the same way as local government. Local officials are also close to a 

more narrowed audience to understand their needs, which is a vital factor for designing 

satisfied e-service to citizens. Global statistics have confirmed this fact; it was reported 

in 2002 than 80% of the government transactions with individuals are dealt with at the 

local level. In 2005, a report stated that between one-half and fourth-fifths of government 

contracts are at a subnational level in industrialized countries. 

Another reason about why G2C e-service delivery at the local level may be 

considered as that local government would be more innovative in reforming e-

government than higher administration owing to lower barriers to its change. Local 

government is more flexible to adopt new technology and application for the local-based 

e-service, and citizensô feedback can be reflected in the changing process promptly. For 

instance, the utilization of social media is reported to be more active at the local e-

government section, while the SNS tools have helped to provide a more innovative 

mechanism for service delivery. Therefore, local e-government becomes a suitable place 

for testing G2C innovation, whether in technological or managerial aspect. Having more 

opportunities to access to citizens also enables local e-government to encourage citizens 

to participate in the public matters easier, as it is reported that local e-government in the 

United States officially aimed citizen participation or e-democracy 

Based on the discussion above, the fact that G2C e-service delivery is mainly 

implemented and innovated in local e-government reconfirms local e-government to be 

the target of this research. As a promotion for G2C, by its very nature, is a communication 

process between government and citizen, a study of local e-government provides the 

closest observation of e-government promotion. 

3.2 E-Local Government Case Studies  

(Dr. Nguyen Ngoc Anh, Deputy Director, Software Center, Haiphong Department of 

Information and Communication) 

3.2.1 South Korea 

The local government in South Korea consists of 248 separate units. The local 

political system of Korea is broadly distributed into two categories: the general and the 

special. According to the countryôs constitution, it is acknowledged that the general local 

governments in South Korea are comprised of two tiers: the upper-level local (i.e., 

metropolitan cities and provinces) and the lower-level (i.e., cities, counties, and districts).  
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South Korea has actively pursued e-government as a critical means to make the 

government more competitive, by leveraging the worldôs best IT infrastructure, including 

broadband Internet. It has laid the foundation for e-government since the 1980s, starting 

with the establishment of the National Basic Information System computer, followed by 

the restructuring of applicable laws and institutions in the 1990s. In the 2000s, the South 

Korean government has considered e-government as one of the primary targets on the 

national agenda for the new century. In the late 2000s, the government started to link and 

integrate each respective e-government system for broader applicability, so e-government 

has been successfully integrated into all public sectors.  

The latest strategy on e-government, Government 3.0, was drawn out by President 

Park with the intention to ñmake information sharing more equitable and transparent 

between the central government, local governments, government agencies, and the 

public.ò10 By pursuing Government 3.0, President Park shows her ambition and interests 

the use of ICT to transform government. 

The South Korean government believes that cooperation among the different levels 

of administrative units and between the central government and various agencies and 

organizations will significantly enhance the efficiency of the government, as well as 

facilitate paperless services. Following the strategies set for decentralization, the Korean 

government undertook the local e-government project in order to establish information 

management systems at the local and regional levels and to fully integrate the regional 

networks with central agencies. The local e-government project, with the total funding of 

nearly KRW 72,000 million, can be divided into the cities-counties -districts (CCD) 

administrative information development project and the cities-provinces (CP) 

development project. This far-reaching project is one of the South Korean governmentôs 

most ambitious IT projects, connecting the central government with regional and local 

governments to shape the foundation of the nationôs e-government system. 

The CCD administrative information system (IS) development project was launched 

in1998, targeting 21 government functions at the city, county and district level, with the 

targets of promoting the sharing information resources among departments and related 

agencies. Reducing the amount of time and documents required for citizens, and 

promoting information transparency. By late 2008, there were in total 507 tasks in 22 

areas being transformed from manual processing or physical registries and documentation 

to fully electronic and computerized tasks. This process of transformation increased the 

overall rate of the computerization of CCD administrative processes from 47.6% to 74%.  

Along with the CCD information project, the CP administrative IS development 

project forms the core of the local e-government projects targeted at enhancing 

administrative services at the CP level, which had formerly relied on manual processes; 

the projects also focus on establishing an information-sharing architecture and a 

standardized process system that enables seamless administration between the central 
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government and metropolitan centers and provinces around the country. As the results, 

the CP administrative information project computerized a total of 904-unit work 

processes by March 2007, creating links with 751 civil petitions and other government 

services and 48 Internet services (G4C). In addition, 819 report and statistics management 

tasks between the central, CCD and CP governments have been established. Over 3,500 

permits, licenses, and other official document-reissue services are offered through the 

system, with 192 linked services between CCD and CP administrative units. 

The outcomes of the South Korean governmentôs efforts to promote local e-

government are notable. The local one-stop service portal, Miwon24, connects the civil 

services of each governmental institution, including the resident registration management 

system and local government administration system, allowing all of the procedures of 

civil services to be done in a one-stop process. The On-nara BPS provides a common 

platform to record and manage government administrative businesses online, as well as 

to facilitate collaboration among government entities. To date, approximately 850,000 

government officers from 179 administrative institutions of both the central and local 

governments use the system (MOI Korea, n.d.).  

With the deployment of the intelligent transport system nationwide, the South Korean 

government aims to facilitate optimized and automated traffic operation and provide 

traffic information to travelers. To date, 50 local governments in South Korea have 

adopted the bus information system (BIS), which provides information about bus routes 

and arrival times. As a result, the number of a bus passenger in Seoul, a large metropolitan 

city, has increased by 40 more than 20% over the past ten years, from 3,827,000 in 2004 

to 4,647,000 in 2011, since Seoul introduced BIS and the electronic transport card (MOI, 

Korea n.d.).  

The vision and strategy of local e-government projects have received broad approval 

from government officers at all government levels. The strong willingness and 

commitment from the excellent leadership are one of the success factors in the 

development of e-government in all administration level in South Korea. 

3.2.2 Japan 

Japan has a two-tier local government system: prefectures and the municipalities. 

Japan is made up of 47 prefectures, and Tokyo is one of these regional authorities. 

Prefectures are regional authorities consisting of municipalities, which are responsible for 

regional administration. Municipalities are local public entities that have a strong and 

direct relationship with local citizens and are responsible for handling affairs directly 

related to the residents.  

The central government ministry with the responsibility to promote local e-

government is the Ministry of Internal Affairs and Communications. Within this ministry, 

the promotion of local e-government is carried on by the Local Administration Bureau, 

which is in charge of the computerization of administration, and by the Information and 
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Communication Policy Bureau. In order to strengthen coordination in the development 

of local e-government, the Japanese government has established a GCIO system at each 

level of government to ensure the implementation of ICT strategies in organizations and 

societies.  

The ñi-Japan 2015ò strategy focuses on three major priorities, 11 the first among them 

concerns ñelectronic government and electronic local government fieldsò and emphasizes 

government administration reform and business process re-engineering at all levels. In 

March 2014, the Ministry of Information and Communications (MIC) announced the ten 

guidelines to accelerate e-local government initiatives. The guidelines call for 

establishing systems to promote local e-government, starting with deploying cloud-based 

local government services. The local government cloud is an initiative that enables local 

governments in rural areas remotely to make use of system hardware, software, and data 

that are managed and operated at an external data center. This initiative saves local 

governments in rural areas from purchasing their own IT equipment and operating 

systems. 

The MIC is also running preliminary projects under the ICT town development 

promotion project to pursue ICT-smart towns. In 2012, five cities were selected for 

implementing pilot projects: Mitaka in Tokyo, Kashiwa in Chiba Prefecture, Shiojiri in 

Nakano Prefecture, Toyota in Aichi Prefecture, and Fukuroi in Shizuoka Prefecture. In 

total, 28 local projects, including these five, were carried out in 2012 and 2013 (MIC 

Japan, 2014). Another initiative is the primary resident registration network system, 

which was implemented as a local government system for essential resident registries. 

The system enables the provision of personal identification records (name, address, date 

of birth, gender, resident registration code, and update information) to government 

institutions, along with the administrative processing of primary resident registers 

between municipal boundaries. The number of personal identification records provided 

from the resident registration network system to government institutions has been 

increasing year by year, reaching approximately 559 million items in FY 2013. This 

growth is due to the start in 2011 of the provision of personal identification records to 

allow the elimination of change-of-address and other notifications by pensioners.  

In partnership with the Association for Promotion of Public Local Information and 

Communication (APPLIC), the MIC is taking the opportunity, afforded by the 

introduction of the ñmy numberò system and the migration to cloud-based local 

government services, to assist the provision of information and other tools so as to 

advance regional information platformsˈinfrastructure that connects and coordinates 

various information from different sourcesˈby local governments across the country. As 

of January 2014, approximately 1,600 local governments were working on deploying 

systems that make use of regional information platforms. APPLIC is currently drawing 

up a standard specification for local information platforms targeting 26 internal 

operational systems used by local governments. APPLIC plans to add rules needed for 
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standards between the systems of multiple local governments in order to support my-

number system3.  

However, there are several issues with local e-government in Japan. The awareness 

of local government officers with the directives and policies from central government is 

still limited. According to a survey given to local governments concerning the awareness 

of local public officers on the my number initiative, 53.5% of local governments have 

experienced confusion about the future expansion of my-number applications, as 

suggested by this percentage selecting ñno clear images of specific uses or applicationsò 

as their first answer in the survey (MIC Japan 2014). The second choice, ñdonôt know 

how to move forward with applications (systems),ò was chosen by 44.6% of surveyed 

local government workers, followed by ñdifficult to construct systems that can be used 

by all departments or throughout the regionò and ñtough staffing conditions,ò which both 

made up 35.9% of local authorities. This response suggests that many local governments 

are interested in applying my-number system but still have confusion about its actual 

adoption. Another issue with Japanese local governments lies within the social culture, 

where paper documentation with ñhankoò or ñinkanò (personal seal) are still preferable. 

There is a limited number of procedures being digitalized, resulting in the online-use rate 

for local government administrative procedures being only 42.6% in 2012.  

Although known as one of the leading countries in technologies, the development of 

local e-government in Japan has been encountered with many issues. The most serious 

one is the awareness of local government officers with the general vision and strategy 

formulated by the central government. 

3.2.3 The UK 

Local government in the United Kingdom is structured in two ways. In Scotland, 

Wales, Northern Ireland and parts of England, a single-tier, ñall-purposeò council is 

responsible for all local authority functions. The remainder of England, mostly rural areas, 

is governed locally through a two-tier system comprising district and county councils. In 

total, there are 464 councils in England and Wales. Under these authorities are around 

10,000 parish and town councils across the United Kingdom, with some limited service 

delivery responsibilities.  

Under the United Kingdomôs two-tiered, unitary system of government, central 

government documentation such as the National Strategy for Local E-Government offers 

a common framework with broad contexts and requirements for development. In their 

evaluation of e-government policy approaches in the United Kingdom and the 

Netherlands, Flowers et al. (2005) found that the United Kingdomôs top-down model 

offers a framework for development, with ñgeneral points of reference to frame and 

support specific initiatives developed closer to the context of the application. In the 

                                                 
3 http://www.soumu.go.jp 
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absence of such generic guidelines, local initiatives may lack the necessary political and 

financial support to achieve their objectivesò (Flowers et al., 2005). This approach 

privileges local authorities creating their online initiatives to suit local priorities and the 

specific needs of their citizens, while backed by national resources. The central 

government provides support to local authorities through, for example, supplying 

technical and legal standards, coordinating work between central and local governments, 

identifying and addressing barriers to development (such as skills gaps and training 

programs), and developing products to reduce costs for local governments (Office of the 

Deputy Prime Minister, 2002).  

By 2015, central government funding for councils was cut by 40% throughout this 

parliament. The Institute for Fiscal Studies anticipates that the spending cuts will continue 

until 2020, and these cuts come at a time when the impact of the economic downturn, 

demographic change, and significant government initiatives, including Universal Credit 

and Troubled Families, new public health responsibilities, and fundamental changes to 

the local government finance system, are compounding the pressures on councils. 

Councils deliver an estimated 80% of local public services, and are located in and form 

part of the communities they serve (Local Government Association, 2014).  

 ñFuture city / Glasgowô108ò is a program with Ã24 million funding which was 

designed to demonstrate the implications of technology to build a life in the city smarter, 

safer and more sustainable. Glasgow city has won 29 other cities to be awarded the 

funding for the program in a contest run by the Technology Strategy Boardïthe United 

Kingdomôs innovation agency. This project seeks to bring together a new city technology 

platform and operations center to help make services including travel, energy efficiency 

and social transport smarter and more efficient. Progress has also been seeming in 

Manchester where technology and information are utilized to improve and modernize 

transport in the city.  

In sum, the most significant advantage in the UK is the local government plans 

aligned well with the central government strategy. Eighty-three percent of United 

Kingdom local authorities indicated that the national strategy directly impacted 

improvements to service delivery, and 64% highlighted that the policy influenced public 

engagement in local decisions. 

3.2.4 Australia 

Australia has a three-tiered structure of representative government that works within 

a parliamentary system of democracy. There are 562 local governments, with a broad 

diversity in the sizes of their respective populations and geographies. Australian local 

governments have limited authority, with their responsibilities primarily restricted to day-

to-day services, including household waste collection; the provision and maintenance of 

parkland, play equipment, local libraries, and community centers; local road 
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development; and town planning. State governments are responsible for education and 

policing, which often fall under the responsibility of local governments in other countries.  

Australian e-government adoption efforts have been clarified under the 2012ï2015 

e-government strategy, which shows that Australians continue to embrace the Internet as 

a way of interacting with government. The National Digital Economy Strategy, published 

on 31 May 2011, emphasized the mission to position Australia as a leading digital 

economy by 2020. Drawing upon this vision, a collection of policies, strategies, and 

guidelines were published by Ministry of Finance and Deregulation and the Australian 

Government Information Management Office (AGIMO), in the pursuit of making the 

Australian government an effective one, seeking to reduce costs, increase customer 

satisfaction and promote innovation.  

With the replacement of australia.gov.au accounts by MyGov, the Australian 

government aims to link all government services to only one single username and 

password. By creating a MyGov account, customers can access various utilities like 

MyGov Inbox, MyGov Profile and a growing range of services including Medicare, 

Australia Taxation Office, Personal Controlled eHealth Record, Child Support, and so on. 

In addition, a myGov shopfront, defined as ñyour first stop to access more government 

services in one place,ò is undergoing a trial process. The first shopfront has been 

implemented in Brisbane, allowing the customer to access a wide range of government 

services and to connect with other MyGov members. Regarding the online tax-filing 

service, the OECD (2013) reported that ñfor the majority of countries, the electronic filing 

did not significantly lower processing time standards, except Australia, Canada, and 

Irelandò. In those countries, the processing time for tax returns by electronic filing is three 

to four times faster than by paper form. In Australia, this is the result of the provision of 

two free, convenient and secure tools for online tax filing: myTax and e-Tax, which are 

said to be able to process requests within 12 days.  

However, the government websites at the local level are typically not as well 

developed as those at the federal level, even though Australian e-government initiatives 

have received longstanding international recognition (United Nations, 2008). The local 

e-government in Australia is currently advancing autonomously from federal guidance, 

frequently implementing ad hoc ICT applications without guiding policy documentation.  

The broad geographic, demographic, and population diversity of Australian local 

governments make it difficult for many authorities to implement online participatory 

practices, and for citizens to use e-government mechanisms. Many local authorities 

struggle to develop and implement e-government practices due to, for example, 

insufficiently skilled staff or lack of funding. Australia has the largest local government 

area in the world, the Shire of East Pilbara (also in Western Australia), which spans more 

than 370,000 square kilometers and is home to just over 8,000 people. In this instance, 

citizens sparsely populating the remote desert regions of the municipality experience 
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limited Internet service availability and a lack of affordable access. In cases like these, 

local governments are unlikely to possess sufficient resources to ensure civic access to 

the Internet and to develop participatory e-government practices. Improvements to 

infrastructure availability often depend on national coordination in order to ensure equity 

of access for citizens. 

3.3 The Quality of e-Government Services  

(Dr. Nguyen Manh Hien, Researcher, APEC e-Government Research Center) 

Public service and the Internet: the Internet has had a significant effect on 

government agencies. The Internet has created a favorable environment for government 

departments to improve their internal promotion in order to improve their provision of 

services and make them more effective. Due to widespread Internet accessibility, 

governments around the world can minimize negative issues by increasing transparency, 

reducing costs, and creating the truth environment for citizens. The Internet allows the 

government to provide useful information and services to citizens, businesses, and reduce 

the gap of the digital divide between rural areas and cities. The Internet also helps to 

extend services by quickly adopting new technologies, such as promoting smart cities and 

a smart nation. 

The application of e-Government in administration and management is one step of 

service quality improvement. E-Government can be considered the second revolution of 

public administration and management after new public management (NPM). According 

to ñThe Economistò, e-Government will transform not only the way in which most 

services are delivered, but also the fundamental relationship between governments and 

their citizens. Broadly speaking, e-Government involves the use of Internet-based 

technologies to transact the business of government.  

Compared to governmentôs traditional service approach, applying e-Government can 

help to reduce the time and allow everyone to access required services at any time; e-

Government promises full 24/7 services, without ever having to visit a government office.   

The development of computer technologies has caused a major change in information 

management in various fields. There is no denying that the Internet has changed and 

influenced both service providers and customers. The application of the Internet in 

government administration and management has created an ideal premise to bring 

enormous efficiency to both the government and its citizens. 

The concept of e-Government and related issues have been referenced many times in 

the past two decades. E-Government appeared with the Internet boom and has become a 

prime topic of many conferences, forums, research studies, and academic papers. 

However, the understanding and evaluation of government service quality, especially e-

Government service, is still limited and less commonly studied.  
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To understand and evaluate the quality of e-Government service, this research will 

explore the concept of e-Service, e-Service in the public sector, e-Service quality, 

measurement of e-Service quality and e-Government service quality. 

E-Services: 

Online service or e-Service is a broad concept that includes services provided by 

organizations, companies, or an individual via an Internet connection. If the government 

provides the services, then it is called e-Government. If companies provide the services, 

then the services are referred to as e-business or e-commerce. 

Electronic service or e-Service appeared and is closely associated with the 

development of the Internet and e-commerce. From the perspective of online providers, 

it has created a new method of service delivery between sellers (providers) and buyers 

(service users). The most common and accessible way to deliver e-Service to users is 

through a web service. Therefore, the processes of e-Services involve various types of 

delivery systems. Service quality in the public sector is also related to information 

technologies, methodologies, and applications that are provided by the government. 

E-Service is the integration of business processes, policies, procedures, tools, 

technologies, and human efforts to facilitate both assisted and unassisted customer 

services in using the Internet and other networks. The government provides services at 

different levels: for other governments and agencies (G2G), for private enterprise 

initiators (G2B), and for citizen access (G2C). Government-to-citizen services involve all 

the communications or transactions between government, at various levels, and citizens. 

Now, governments are developing the next stage of e-Government by establishing the e-

Service infrastructure and organizational capacity for constituents to transact official 

business online. 

In summary, based on the above analysis of e-Government maturity models, some 

basic features of e-Service and the intimate relationship between e-Service and e-

Government have been revealed. Each stage shows a step of processing in e-Service 

development, and while each model may have different stages, they do have standard 

features, such as: 

- One-stop service: E-Service involves a concept that the Deloitte maturity model 

referred to as a one-stop service. One-stop service is a service aggregator in which 

citizens visit only one place to obtain any government service. The one-stop 

service concept is essential for the development of e-Service and has become a 

new trend for all nations who want to integrate their range of services into one 

access point. 

- Customer centricity: governments around the world recognize that e-Government 

is essential to support and enhance public sector functions and processes (OECD, 
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2009). A customer-centric approach focuses on being transformational or 

process-oriented, considering service development and delivery. 

- Interoperability: in the development of e-Government, interoperability is shown 

in various aspects: the first is providing better service for end users, the second is 

sharing data for more efficient services within agencies, and the third is building 

cross-agency value-added services for citizens, businesses, and public agencies. 

Improving interoperability between public organizations is of critical importance 

to make e-Government more successful. 

- Personalization: for the development of web technologies (web 2.0), 

personalization allows users to use various tools, including social media, user-

generated content, or web applications to customize their web interface, optimize 

work processes, and share information and data, so it is suitable for the usersô 

requirements. 

- Payment: this is a complicated process when implementing e-Government. It 

allows users to transact and use the services, while also allowing them to pay all 

fees during the transaction. Typically, the payment stage is located in the highest 

stage of the maturity e-Government models. Through this process, it helps both 

the government and its citizen to reduce costs while improving productivity and 

processing efficiency. 

- E-participation: the role of e-participation is crucial in the implementation of e-

Government. It requires participation from both sides, the government, and 

citizens, in order to improve the sharing of information online, electronic 

consultation, and e-decision-making. In the Waseda-IAC e-Government Ranking, 

e-participation was named as one of nine main indicators for the evaluation of e-

Government development. 

In the public sector, this means that the government makes all services accessible to 

all citizens and businesses via one portal. This is often called one-stop government service, 

or simply one-stop service. One-stop service is one of the most promising concepts of 

service delivery in public administration. Its implementation is included in the e-

Government strategies of most countries. Originally, one-stop service denoted a physical 

location where users (i.e., citizens or organizations) could settle all of their public 

administration matters in one place and, preferably, with a single point of contact. 

Whether physical or virtual, one-stop government consists of the full integration of public 

services from a userôs perspective. Virtually, this integration occurs mostly in the front-

end interface, where public services are provided according to usersô needs and 

preferences, while back-end processes are primarily left unchanged. 
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The Quality of e-Services: 

Service quality is defined under many different perspectives, derived from the 

customer perspective, service performance, customer expectations and perceptions of 

service. According to Gronroos, service quality is the difference between expected service 

and perceived service. Many earlier studies also defined service quality as the extent to 

which a service meets customersô needs or expectations. 

As with service quality, e-Service quality can be defined as the customerôs overall 

evaluations and judgments of the excellence and quality of e-Service delivery in the 

virtual marketplace. Unlike traditional service, customers are less likely to evaluate sub-

processes in detail during a single visit to a webpage; instead, they are likely to perceive 

the service as an overall process and outcome. 

Recently, research on service quality has increased in popularity, especially since the 

Internet boom and the expansion of e-commerce applications in daily life. E-commerce 

became popular thanks to the rise of smart devices (tablets, smartphone). With the rapid 

changes to technology and ICT trends, customer behavior when shopping online and 

accessing information or services that the government provides will also change. 

Therefore, the roles of e-Service and its perception have been improved and strengthened. 

E-Service is primarily defined as the transmission of information and services via the 

Internet. Providers communicate with customers through the online interface. Hence, the 

quality of service relates to various factors (dimensions). When evaluating the quality of 

service, we cannot ignore these factors. This research tries to describe and assess the 

quality of service as accurately as possible, through evaluating and assessing it from 

different angles and perspectives, in order to fully understand the nature of service quality. 

E-Services Quality Approaches: 

As with traditional service quality, the evaluation of e-Service quality is based on an 

original model ï SERQUAL. Many researchers have applied the results of the SERQUAL 

model to develop their work and present their models. Aside from the SERQUAL 

approach, many studies have selected other ways to evaluate the quality of e-Service. 

These approaches include technical approaches that evaluate the quality of the website, 

customer satisfaction, or the quality of web service. Some highlights of these approaches 

are listed below. 

WebQualTM: This approach is based on a website quality measurement with twelve 

dimensions. Researchers developed this model by interviewing web designers and web 

visitors. The WebQualTM approach used the outcomes from the general theoretical 

frames of the Theory of Reasoned Action and Technology Acceptance Model to develop 

a measure of website quality. This model provides researchers with a validated and 

reliable measure of website quality and provides a clear understanding of TAM, even 

refining TAM to increase its diagnostic power. 
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Quality of Service for Web Services (QS-WS): The Web Services QoS requirement 

mainly refers to the quality of both functional and non-functional aspects of a Web Service. 

This model includes seven dimensions: performance, reliability, integrity, accessibility, 

availability, interoperability, and security. Applying this model can help determine the 

quality of websites and improve the quality of service that the website offers.  

Online Service Quality: Can and Jun proposed this model in 2003 as a way to attract 

and retain customers; they suggested that online providers should have a clear knowledge 

of what online customers expect for e-Service quality and pay more attention to separating 

online users into two types: online buyers and information seekers. They also suggested 

that the difference between online buyers and information searchers is their behavior. For 

online buyers, four dimensions significantly influence online buyersô evaluations of the 

overall quality of service, while only three dimensions (website design, communication, 

and trustworthiness) are influential for information searchers regarding overall service 

quality. 

SiteQUAL: Based on analyzing previous research in information quality and service 

quality, they provided a new way to measure the quality of websites and also presented a 

focus for future research on extending the knowledge of quality dimensions affecting B2C 

websites in order to more fully develop guidelines for B2C website development for both 

researchers and practitioners. They called this model SiteQUAL. 

Customer Perspective of E-Service Quality: A model called the e-Service quality 

model to deal with the relationship between these factors and the consumersô attitude 

toward e-Service and examine the factors that contribute to e-Service. Their proposed 

model consists of such constructs as individual differences, e-Service convenience, 

website service quality, risk, e-satisfaction, and intention.  

E-QUAL: The E-QUAL has proposed the approach after testing it in many domains, 

including online bookstores, auction sites, knowledge sharing platforms and e-

Government. This approach is based on a 23-item survey to capture the subjective 

perceptions of users. E-QUAL suggested three principal components: usability, 

information quality, and service interaction quality. Through this approach, Barnes and 

Vidgen proposed a quality framework that comprises user perceptions of website quality 

that they called E-QUAL. The main contribution of this approach is the recognition of a 

need to combine user and supplier views of quality and the quality assurance framework 

into a coherent, lightweight, end-to-end framework for website quality.  

E-Service Quality: this approach by modifying the SERQUAL model. They 

developed the model to examine how e-Service quality dimensions affect overall service 

quality, customer satisfaction, and purchase intentions in the context of online shopping. 

The dimensions of e-Service quality included website design, reliability, responsiveness, 

trust and personalization. After collecting data from 297 online customers, they found that 

the ñtrustò dimension most strongly affected overall service quality and customer 
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satisfaction, the ñreliabilityò dimension is significant for all dimensions, and the 

ñresponsivenessò dimension is significant, but only mildly affects overall service quality 

and customer satisfaction. The ñwebsite designò dimension had only a minor effect on 

overall service quality, while ñpersonalizationò was not significant in their approach.  

E-S-QUAL: this approach was proposed by Parasuraman, Zeithaml, and Malhotra in 

2005 with the purpose of identifying dimensions for assessing e-Service quality. They 

called this approach E-S-QUAL. When developing this approach, they divided the 

process into two stages. The basic E-S-QUAL is based on twenty-two items in four 

broader dimensions: efficiency, fulfillment, system availability, and privacy. The second 

scale they called E-RecS-QUAL which contained eleven items in three broader 

dimensions: responsiveness, compensation, and contact. By applying this approach, 

Parasuraman et al. sought to introduce a method to improve e-Service quality (website 

service quality). They indicated that the E-S-QUAL dimensions had the most substantial 

influence over quality perceptions, perceived value, and loyalty intentions. Based on the 

results of this approach, system availability, privacy and recovery services (backup) also 

influence e-Service quality. E-S-QUAL and E-RecS-QUAL are generic and parsimonious 

scales, intended for obtaining a global assessment of e-Service quality in the context of a 

websiteôs service quality. 

3.4 Smart City, Indonesia Case Studies  

(Prof. Dr. Suhono Harso Supangkat, Institute Bandung Technology, Indonesia) 

In 2008, the global urban population exceeded the rural population for the first time. 

The same trend occurred in Indonesia where the urban population increased from 49.8% 

in 2010 to 53.3% in 2015. This urbanizationôs trend leads to the increase in energy 

demands, waste and water services in and around the cities, which calls for environmental 

care. In Indonesia, urbanization causes a massive land conversion from agricultural areas 

into industrial estates or from water conservation areas to roads, creating an 

environmental problem. These problems emerge due to the limitation of physical 

structure that is no longer able to support the growth of the urban population. As the 

number of people growing, city problems become more complex and finally, it is causing 

conventional solutions no longer able to solve the problems. The city needs an innovative, 

effective, and integrated solution as a smart solution. 

Since the late 1990sᾷ, the term Smart City has been used by urban planners and 

development scholars as part of the Smart Growth Movement, which focused on a new 

paradigm of intelligent urban development. Smart city initiatives also came from IBM, 

Information, and Communication Technology (ICT) companies, which introduced that 

concept as smarter cities for a prosperous and sustainable future. The IBMᾷs concept 

defines cities as built on six core systems: people, business, transport, communication, 

water, and energy. These core systems are interconnected and interdependent with one 

another. In understanding how these systems work, ICT becomes one of the critical 
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element in understanding and controlling city operation and development. It is also 

highlighted that ICT is one of the main characteristic of the smart city since it helps city 

stakeholders to use their resources better. 

The smart city literature shows that there is still no standard about the definition of a 

smart city. Therefore, for Indonesia, we define a working definition on the smart city, 

which is adjusted according to Indonesian context. We define the smart city as a city that 

has excellent capability to manage all resources effectively and efficiently to solve all city 

problem using innovative, integrated, and sustainable solution by delivering good city 

services to improve quality of life. Each municipal government has their characteristic 

that is unique and special, as well as the potential of its resources to make its position to 

be famous and unique as well. The municipal government responsible for managing, 

developing and serving the community has established a strategic plan for city 

government development. Many cities in Indonesia have smart city-related initiatives, but 

currently, in Indonesia, no reference can be used together to evaluate the cityôs 

achievements in implementing the smart city initiatives. 

Measurement of the city is critical for the city to know the state of a city. The Waseda-

IAC for instance, developed e-government ranking to assess e-government among 

countries. This 2015 e-government ranking is arranged by including nine main indicators 

and 32 sub-indicators and took one year of survey. 

In carrying out this measurement, we used the Garuda Smart City Framework 2 

(GSCFF2) which includeΓdigital governmentò as one of many indicators that cover 

sustainable indicators such as the economy, social and environment and enabler indicators 

such as technology/infrastructure, people and governance. Through this measurement, it 

was expected that the cities know their position and hopefully they can identify their 

weakness and finally can improve their city into a smarter city. 

Garuda Smart City Framework (GSCF) is developed by Smart City and Community 

Innovation Center (SCCIC), Institute of Technology Bandung, Indonesia. GSCF adopted 

by the Association of Indonesian Smart Initiative (APIC) as a model for Indonesia Smart 

City. GSCF is a comprehensive framework that consists of Smart City Model, 

Measurement Model, Development Cycle, Collaboration Model, and other components. 

Garuda Smart City Framework model, Smart City, represented as three layers: (1) 

resources, (2) enablers, and (3) services. Services grouped into three layers: (1) Service 

Domain, (2) Service Cluster, and (3) Service Items. Smart City Service (Service Item) is 

a real service delivery to the citizen. The government can deliver this service, non-

government, or collaboration among them. Resources are something available in the city 

as sources, for example, people, environment, natural resources. Resources can be 

enhanced become enablers. Enablers are enhanced resources or something that created to 

be an enabler for the upper layer (service layer). There are three enablers: (1) people, (2) 

governance, (3) infrastructure, technology, and environment. People as resources are 
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differing with people as enablers. People as resources are people as is, without 

enhancement. People as an enabler is people with strong and dedicated competencies and 

ready to become an enabler for the upper layer. 

GSCF have Smart City Measurement Model. This model combines two views or 

dimension of a city or smart city as seen in Fig. 3. The first dimension is the status or 

achievement of the city. This view represents the achievement of ñQuality of Lifeò. The 

second dimension represents the way that conducted by the city to move to the better 

condition. This view represents the smartness dimension. This second dimension consists 

of 5 (five) levels such as (1) ad hoc, (2) initiative, (3) scattered, (4) integrative and (5) 

smart. 

Measurement process: This research is done through several stages as follows: 

- The Self Evaluation Survey was conducted to all cities in Indonesia excluding 

the central city of DKI Jakarta Province (total of 93 from 98 cities). The self-

evaluation survey technique is conducted where each city fills the city 

questionnaire sheets independently and online through the web. 

- Evaluation of self-evaluation results from cities based on the GSCF method, the 

result of this stage is the determination of 31 cities of finalists by division of city 

classification: Large Cities (population > million people); Medium Cities 

(population between 200 thousand - 1 million people); Small Cities (population 

< 200 thousand inhabitants) 

- Surveyor verification for the data received based on the city self-evaluation to 31 

selected cities was done by going to those cities. The in-depth assessment was 

conducted by conducting interviews and surveys to the municipal authorities as 

well as to the community (sampling) 

- Mapping is done by evaluating the results of verification and In-depth assessment 

of the finalist city. Based on the assessment result we will get the city position in 

its readiness to apply smart city. 

The critical success of moving towards Smart City is the implementation of all 

components of the model in a holistic manner. If the city cannot meet its need based on 

its available resources, then the city should focus consequently on: (1) enabler and (2) 

processor initiative. Enabler is a crucial component to ensure the achievement of the 

various processes of Smart City (Smart-Health, Smart-Education, and so on). Today many 

cities are focusing only on processes or initiatives but ignoring its enabler. As a result, the 

goal of the process is not effectively achieved. For example, a city that has an MRT fails 

to solve the congestion issue due to no attempt to improve human behavior for other 

modes of transport. The evaluation and mapping process of GSCF 2 is done by assessing 

two categories: 
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- Current situation by assessing each dimension/subfield has a list of indicators 

with assessment metrics and evaluation values. 

- The process, which is assessed through questionnaire data to know the process / 

smart way of the city in overcoming the problems of the city and innovate and 

the city management in the framework of a smart city. 

The measurement of smart cities in this study uses GSCF 2 that was adapted to fit on 

Indonesian condition. Based on a case study, our measurement results had shown that the 

maturity level of some selected cities in Indonesia had reached the integrated level (level 

4 out of 5) but the others still in scattered level or even in initial level. Management & 

development process and also integration readiness are the aspect that needs more 

attention to cities in their efforts to be a smarter city. From the results of these 

measurements, for further research, we can develop some recommendations and roadmap 

details to support the cities toward smart cities. 

3.5 Singapore - The Heartware of a Smart Nation  

(Prof. Lim Swee Cheang, School of Continuing and Lifelong Education, National 

University of Singapore ) 

The Government Heartware - Strategic Shifts 

Politicians often advocate leaving no one behind in the transition to a digital economy. 

Efforts are underway to provide access to and adoption of digital technologies and at the 

same time ensuring that everyone is included, especially those who are economically or 

socially disadvantaged. Nevertheless, not everyone benefits from a digital society in the 

same way. 

Recent research shows that ñusability divideò and ñempowerment divideò typically 

exist. While usability divide refers to inequality caused by the disparity in skills to utilize 

digital technologies, empowerment divide refers to the gap that results from different 

propensities to harness digital opportunities. These divides contribute to inequality in 

participation, despite technological advancements that make digital devices and services 

more comfortable to use. This phenomenon has persisted where the majority of users do 

not contribute to online networks and communities, and a tiny minority of users makes 

most contributions. 

Noticeably, building a Smart Nation is more than the provision of hardware, software, 

and applications. According to a Singapore government website, Singapore strives to 

become a Smart Nation to support better living, stronger communities, and create more 

opportunities, for all. Moreover, ñsmartnessò is not a measure of how advanced or 

complex the technology being adopted is, but how well a society uses technology to solve 

its problems and address existential challenges. Citizens are ultimately at the heart of our 

Smart Nation vision, not technology! We call this the government`s ñheartwareò of a 

Smart Nation. 
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Singapore Ministry of Communications and Information and Ministry of Education 

named three strategic shifts to ensure that all Singaporeans can participate and benefit: 

- Design with the user in mind: It is a shift from merely providing services to 

designing with the user in mind. Whether designing government e-services or 

technologies used in the home, the user interface must be easy to use for everyone. 

- Redefine digital access to include equipping people with skills: There is a need 

to define digital readiness as being more than having access to technological 

devices but also having the skills to use digital technology safely and confidently. 

- Collaborate across organizational boundaries: The Ministry of Communications 

and Information has set up a Digital Readiness Workgroup to study the issues 

related to building digital readiness in Singaporeans. Workgroup members come 

from organizations across the public, private and people sectors. The Senior 

Ministerôs strategic shifts are wise directives in tackling the smart nation 

effectiveness to secure a successful outcome. However, we must bear in mind 

that the devil is in implementation. 

The Citizen Heartware - Technology Acceptance 

Besides providing access to a device and Internet connection, citizens must be 

equipped with knowledge and skills, accept and use digital technologies creatively to 

enhance their living in order to unlock the full benefits of a smart nation. Some factors 

influence their decision about accepting and using technology, notably, the perceived 

usefulness and ease of use. 

Back in 2009, LTA launched the Green Man Plus initiative at locations with nearby 

health facilities and transport nodes. It allows elderly and disabled pedestrians to have 

more time to cross the road when using signalized pedestrian crossings. They can activate 

the Green Man Plus function by tapping their smart travel cards on the card readers 

mounted above the push button on traffic light poles. The traffic light system will then 

recognize their cards and give longer ñgreen manò time for pedestrian crossings. For 

disabled pedestrians, there will also be a sound alert and two vibration alerts to let them 

know that the crossing time has been extended. With positive feedback and suggestions, 

the scheme has been expanded to more locations. To date, the Green Man Plus system 

was activated up to 50 times each day at high-usage crossings. 

Leveraging on Smart Card technology, the Green Man Plus scheme has been 

successful, providing apparent benefits for elderly and disabled pedestrians. At the same 

time, it is straightforward to use ñtap, wait and go.ò In order to create an inclusive, smart 

nation, which includes those who are less advantaged, besides providing access to digital 

devices and technologies, the target users must accept and use technology with delight. 

The smart nation project should gain the heartware of the citizens. 
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The Business Heartware - Building an Ecosystem 

The collaborative ecosystem fostered by the government and private sector supports 

Singapore`s transition into a Smart Nation. Government ministries are to provide 

adequate support for startups. The Singapore government has invested in setting up 

various startup accelerators to build a startup ecosystem which is actively supported by 

the business organizations. Lately, the Singapore government has set up SGInnovate to 

ñtackle hard problemsò that matter to smart nation development and people around the 

world. 

SGInnovate is established to help ambitious and capable people and startups to build 

ñtechnology-intensiveò products borne out of research. Its strategy is to establish a global 

startup hub with unique ties to ASEAN, Asia, North America, and Europe, creating a 

gateway for exciting new opportunities and resources. SGInnovate has planned to bring 

together over 7000 regional and global corporations that would provide go-to-market help, 

joint product development, investment funding, and possible exits. 

The Development Heartware - Managing Talents and Agility 

Organizations in Singapore hire foreign talents for IT, engineering, business, finance, 

and R&D work. Often they justify their action by citing the shortage of highly skilled 

local talent. Many corporate leaders have overlooked their responsibility to develop new 

capabilities of local employees and nurture the employees by assigning them to in-house 

projects. The risk-avoiding leaders compound such lack of development culture. We call 

this ñlack of staff development heartwareò and it has to be addressed urgently to ensure 

sustainability of a smart nation. 

The creation of a smart nation is a human endeavor with hardware and software as 

enablers. A Smart Nation is a vision set by the government, a rally to mobilize citizens in 

the country to share a dream, a design that should be co-created amongst government, 

citizens and business for a compelling outcome, a journey that has no end point as 

smartness is evolving over time with emerging new technologies, an exploration for new 

discovery and innovation, and an ambition to bring prosperity to business and quality life 

for citizens. A smart nation is, therefore, a complex undertaking which needs leadership, 

management, resources, innovation, technologies, operations, and partnerships. 

Underlining such complex ambition is the human ingenuity. Affected by an 

increasingly disruptive digital and globalized world, a smart nation development 

encompasses the development of human capital, strategies, policies, budgets, funding 

schemes, legislation, and regulations. While adaptability is the ability to cope with change, 

agility is another essential factor to manage disruptive change. Agility is the speed and 

ability to learn from experience and then apply that learning to perform successfully under 

new situations. Yet, most of the todayôs development for human capital, policies, budgets, 

and funding schemes are using traditional waterfall methodology which is suitable for 

traditional construction and manufacturing workflows that are in a sequential manner, 
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going through typical steps of requirements, seeking inputs from stakeholders, design, 

construction, testing, implementation and maintenance. Such an approach has been 

proven rigid and slow in coping with changes, often ineffective for high tech projects and 

inhibiting innovation. Owing to its top-down management structure and lack of timely 

regular reviews and testing with participation by stakeholders, the outcome is often not 

ideal and full of shortcomings. 

A new agile development approach is becoming more popular whereby it is not only 

suitable for high tech software development to facilitate innovation but also highly 

effective for non-software projects such as the development of products, services, human 

capital, policies, funding schemes, budgets and so forth. Agile development is prescribing 

close collaboration of users/citizens, product/service management team, developers and 

quality assurance team to bridge the gaps through rapid multiple iterations of design, 

development, testing, implementation, and reviews throughout the life cycle of 

development. As a result, agile methods are responding faster and effectively to an 

increased pace of changes. The stakeholders are walking the journey together during 

every iteration of the development lifecycle. It is, therefore, an ideal approach to deal with 

disruption as it is adjusting or correcting rapidly in responding to changes. The approach 

allows new ideas to be tested stepwise and introduced continuously to meet the needs of 

the citizens or users. Agile development approach inculcates paradigm shift. 

Closing Remarks 

In conclusion, a new heartware is needed for leaders and builders of the smart nation, 

who are developing policies, innovative products, and services for the future economy. 

An agile approach would help in coping uncertainty and disruption. Here is a list of 

characteristics describing people who are practicing agility: 

- Applying design thinking 

- Acting fast, nimble, and adaptively 

- Seeking feedback 

- Working effectively in a team 

- Practicing continuous improvement 

- Regularly reviewing with stakeholders 

- Practicing self-awareness 

- Being open to experiment 

- Highly motivated to learn and self-learning 

- Empowering teams and allowing failure 

- Learning from failure 

- Conducting reflection 



 

59 

 

Developing a smart nation is about creating a better life for citizens, a conducive 

environment for businesses, and responsive and effective government services. In this 

regard, instead of being on the receiving or giving the end of smart initiatives, citizens, 

business professionals, leaders, and government officials should be empowered to 

collaborate, contribute, innovate and co-create a digital society with an agility approach. 

4. Blockchain Technology for Digital Government  

(Dr. Jirapon Sunkpho and Mr. Jirapon Tubtimhin Thammasat University, Bangkok, 

Thailand) 

In transforming into the so-called ñDigital Governmentò, technology is one of the 

key drivers in transforming into the so-called ñDigital Governmentò. ñBlockchainò has 

been highlighted in every occasion when government officials gather. Blockchain as the 

technology underpinning Bitcoin, has gone from relative obscurity to mainstream topic 

in just a few years. This article aims to fill up the gaps of such remarkable notions and to 

reflect the power of ñBlockchainò in ñDigital Government Transformationò which is 

evolving globally by elaborating and synthesizing current writings and articles among 

organizations, leaders and experts in the field of blockchain at global scale, in 2 folds 

including firstly, overview of blockchain technology and how government can harness 

blockchain and benefits from this promising technology. 

4.1 Blockchain Technology Overview 

The blockchain is best known to associate with Bitcoin. It is, in fact, the technology 

behind the bitcoin and could potentially be more than just cryptocurrencies. Simply put, 

a blockchain is a type of distributed ledger, comprised of unchangeable, digitally recorded 

data in packages called blocks. Within a block, data can be recorded, time-stamped, and 

linked to another block thus forming a chain of unalterable truth controlled by an 

algorithm that has been designed to prevent changes made without the consensus of the 

participated parties. Recently NISTIR 8202 Blockchain Technology Overview has been 

released under National Institute of Standards and Technology (NIST), U.S. Department 

of Commerce with the intention to widely expose easy and better understanding about 

blockchain, thus to provide a high-level technical overview of blockchain technology4.  

As such, NIST simply mentioned that blockchains are tamper evident and tamper 

resistant digital ledgers implemented in a distributed fashion (i.e., without a central 

repository) and usually without a central authority (i.e., a bank, company, or government). 

At their basic level, they enable a community of users to record transactions in a shared 

ledger within that community, such that under normal operation of the blockchain 

network no transaction can be changed once published [1].  

 

                                                 
4 NIST (2018). Blockchain Technology Overview. Available from https://doi.org/10.6028/NIST.IR.8202 
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4.2 How Government can harness blockchain 

Government leaders are beginning to recognize blockchainôs potential to address the 

challenges of government. Pilot government projects involving the use of blockchain 

technology has been introduced all around the world from US, UK, Estonia, and 

Switzerland5. Three potential uses of Blockchain technology including enhancing trust 

for citizens, managing identity, and improving efficiency.  

4.2.1 Enhancing Trust for Citizens 

According to the Pew Research Center, American trust in government is near an all-time 

low with the outcome of only 18 %. Blockchain can enhance trust for the government by 

making it decentralized in which no single entity that controls it. The governments of 

Sweden, Estonia, and Georgia are experimenting with blockchain-based land registries, 

enabling multiple parties to hold copies of the registry securely6 . Tamper-proof 

blockchain-based voting systems are being tested in various contexts in eight countries7.  

4.2.2 Managing Identity 

Identity has received a great deal of attention from governments globally as an 

application of blockchain. As identity management is a prerequisite for any other 

blockchain-based implementation. Without it, other meaningful implementation of 

blockchain technology will be limited, especially for the government solution. However, 

the only developed government use of blockchain identity services is in Estonia deployed 

on the Keyless Signature Infrastructure (KSI) Blockchain8. One main reason is probably 

the lack of standard tested solutions in the area of identity management may be slow down 

further development of government blockchain in general. The private sector is also 

starting offering digital identity management solution on Blockchain9.  

4.2.3 Improving Efficiency 

One of the biggest complaints about government today is about inefficiency. 

Blockchain cuts out inefficiencies and waste from systems. For interfacing with citizens 

such as paying taxes, renewing a driver license, and receiving social benefits, blockchain 

can be used to automate and streamline the processes that make most citizen transactions 

with the help of smart contract. The smart contract is a computerized contract s that can 

execute automatically based on a set of rules and triggers. One can think about buying a 

                                                 
5  Tom Macaulay (2018). How governments around the world are using blockchain. From 

https://www.computerworlduk.com/galleries/applications/how-governments-are-using-blockchain-

3680393/ 
6  Kate Boeding, Jonah Czerwinski, and Richard McConkie (2018). 3 POTENTIAL BENEFITS OF 
BLOCKCHAIN FOR GOVERNMENT from https://www.boozallen.com/s/insight/blog/3-potential-

benefits-of-government-blockchain.html 
7  Third A., Quick K., Bachler M., Domingue M. (2018) Governemtn Services and digital identity.  
Knowledge Media Institute of Open Technology. 
8 Guardtime (2018). KSI Technology. https://guardtime.com 
9 Shocard (2018). Secure Enterprise Identity Authentication from https://shocard.com 
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car from someone. With the help of a smartphone app based on smart contract, each party 

will receive proof of ownership and all the related document recorded right away without 

the need of government to validate the transaction. 

4.3 Summary 

Blockchain technology shows tremendous potential for governments to enhance trust, 

managing identity, and deliver citizen services more effectively. To reach full potential, 

blockchain technology shall be supported by collaboration between the public and private 

sector in developing welcoming environments for blockchain start-ups through incentives, 

funds, and other mechanisms. Intelligent blockchain strategies at the national and local 

level will become a competitive advantage for countries that embrace it. 

 

Figure VI-5: Sharing Economy 

 

 

Figure VI-6: Use Case, Birth Registration 
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Figure VI-7: Use Case, Healthcare Service 

 

 

Figure VI-8: Use Case, Digital Identity 

5. Digital Government for Anti-Corruption  

(Dr. Pingky Dezar Zulkarnain, Researcher, Institute of e-Government, Waseda 

University) 

5.1 Overview 

Information Technology (IT) with its rapid growth is increasingly influential in the 

daily activities of individuals, business, and government. Particularly in the government 

sectors, as well as in the business sectors, the importance of IT requires organizations to 

integrate IT within their business process at all organizational levels. As for governments, 

IT has been seen as the crucial, indispensable component in the changes that affect the 

working practice, structure, and performance in order to provide the stakeholders with a 

better service. These transformations can be achieved through e-government. 

E-Government refers to any use of information technologies by government 

institutions that enable them to transform their way to communicate and interact with 

citizens, businesses, and other government institutions (World Bank, 2011. E-
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Government enables government institution to serve a variety of different outcomes; 

better delivery of government services to citizens, improved interactions with business 

and industry, citizen empowerment through access to information, or more efficient 

government management (World Bank, 2011). IT enables government institution to be 

more collaborative with stakeholders and with other government institutions (Zussman, 

2002. In addition, the resulting benefits of e-government can be less corruption, increased 

transparency and accountability, and cost reductions. The importance of e-government 

further escalates with the recognition that e-government can be used to help gain 

competitive advantage (Obi, 2007). Andersen (2009) argues that e-government can be 

considered a solution to the corruption faced by developing countries (Andersen, 2009). 

However, according to ACFE on its Report-to-the-Nation (RTTN) 2014, IT only 

contributed 1.1% in detecting fraud, including corruption. 

Recent issues related to corruptions, frauds, and demands on government to work 

more transparent and accountable have increased the imperative of e-government 

(Ionescu, 2013). Like other IT, however, effective use of e-government depends on 

several factors such as technology, stakeholders, environment, and organizational culture 

(Luna-Reyes, Gil-Garcia, Romero, & Felipe, 2012). Governments can take the benefits 

of e-government to strengthen democracy and to promote efficiency and effectiveness by 

establishing a system of transparency, public participation, and collaboration (Obama, 

2009). Collaboration among government agencies is one of the common issues faced by 

governments in developing countries (Waseda Institute of e-Government, 2014).  

Supreme Audit Institution (SAI) refers to a government organization in each country 

that has the mandate to conduct an audit on government institutions and thereby, sets 

standards for government audit works (OECD, 2013). In order to accomplish their tasks 

objectively and effectively, SAI is required to be independent of the audited entity and 

are protected against outside influence. However, since SAI is part of the state as a whole, 

SAI cannot be fully independent. Therefore, SAI is requested to have the functional and 

organizational independence to fulfill the mandate (INTOSAI, 1998). Audit Board of the 

Republic of Indonesia (BPK) is the name of SAI in Indonesia. 

Lima Declaration was founded on top of the rule of law and democracy which are 

essential foundations for independent and accountable government auditing. 

Independence, accountability, and transparency of SAI are essential prerequisites in a 

democracy and enable SAIs to lead by example and enhance their credibility. These 

elements can improve governance, promote accountability, and therefore can help SAIs 

to fight corruption (INTOSAI, 2010). SAIs has responsibility for combating corruption 

and actively involved in eradicating corruption activities. ISSAI 20 Principle No.4 states 

that SAIs prevent internal conflicts of interest and corruption and ensure transparency and 

legality of their operations. 



 

64 

 

While connecting the government information system are commonplace permitting 

real-time data communication among governments and the current state of e-government 

application enables one government to receive some information online from other 

governments, the utilization of such capability is still immature among developing 

countries (Waseda Institute of e-Government, 2014). The more common practice is for 

one government to receive the information from others, generally by request, by using 

email or secondary storage devices such as a compact disc or flash disk. These practices, 

based on the authorôs experience when conducting an audit, create an unnecessary delay 

for concerning agency to process further. The delayed data may also create the possibility 

that it was manipulated or fraudulent data (Lanza, 1998). 

Using the case of BPK in synergizing all of its auditees, this study is aimed to 

investigate how to create such collaboration through institutional strength and e-

government. In addition, this study looks for the opportunity to propose e-Audit as a 

platform for connecting all government information system. 

5.2 Literature Review 

Open government is considered as a prerequisite for democracy society by promoting 

government transparency and accountability (Bertot, Jaeger, Munson, & Glaisyer, 2010). 

On January 21, 2009, President Barrack Obama endorsed a memorandum about 

transparency and open government to the head of executive departments and agencies. 

He gave directions for strengthening democracy and promote efficiency and effectiveness 

in government by establishing a system of transparency, public participation, and 

collaboration (Obama, 2009). The following list explained these three principles of open 

government briefly. 

- Transparency: Government should provide the citizen with information about 

what the government is doing, thus promoting government accountability. 

- Public Participation: Government should engage citizens for participating in the 

policymaking process and to provide the government with the collective expertise 

and information, hence improving the quality of the governmentôs decisions. 

- Collaboration: Government should cooperate among themselves and with 

stakeholders such as non-profit organization, business, and individual, thus 

creating opportunities for innovation while improving the level of collaboration. 

Transparency can be regarded as the availability of information concerning 

government activities to the public timely, relevant, and reliable (Ferranti, 2009). The 

ultimate goal of transparency is to provide the public with governmentôs data and 

information so that the public will have the opportunity to assess government action and 

exercise voice in the decision-making process (Florini, 2007). Through transparency, the 

government enables individuals to become more knowledgeable. They may consider their 

public participation more effectively (Rucinsky, 1991). Transparency and public 
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participation are the essential elements for helping the government to solve the problem 

of legitimacy (Fung, 2006). 

Collaboration is slightly different from transparency and participation which are 

frequently associated with the democratic political action. It is an arrangement of 

democratic participation (Noveck, 2009) so that the decision is deliberated in connected 

circumstances. These circumstances require continuous interaction among governments 

for integrating their functions into the governance process (Peters, 2011) thus constructing 

trans-governmental networks. Works of trans-governmental networks are appropriate in 

the domain of commerce, financial regulation, environmental protection, and in 

legislative areas of government (Slaughter & Hale, 2011). Such an inter-government 

network established a cybernetic government in which one government may effectively 

deliver the task with the help of other governments (Wiener, 1948; Ashby, 1956) 

Open government data is the indicator which represents the spirit of freedom of 

information in many countries (Yu & Robinson, 2012). The availability of the Freedom 

of Information Act (FoIA) and open data portal in a country are the significant sub-

indicator for measuring the level of open government in the countryôs e-government score. 

FoIA is considered as the basic requirement that must exist before further implementation 

of open government data while open data portal is considered as a media that can be 

accessed by a citizen to obtain government data without restrictions. 

On the press release report of the ranking, there is an exciting finding that some 

countries like United States, Singapore, and Estonia have created a specific mechanism 

to connect government information system for improving the public service delivery 

(Waseda Institute of e-Government, 2014). 

5.3 Context Case 

As an institution of 5621 audit professionals with statewide coverage including 33 

regional offices and tight audit schedules, the SAI Indonesia (BPK) needs an IT Solution 

that is expected to improve audit efficiency, to promote audit consistency, to provide a 

centralized repository for audit program and result, and to automate testing and analytical 

procedure.  

In 2010, BPK had announced a national project named a National Strategy of 

Information System (SNSI) for collecting electronic data from all BPKôs auditees and 

matching the data across auditees. The purposes of this project are to improve the whole 

audit process and to equip the BPK for accessing information on auditees with the 

advanced utilization of Information and Communication Technology (ICT). According to 

Article 10 of the Audit on State Finance Management and Accountability Act 2004 (No. 

15/2004), in performing the audit, BPK has the authority to: 

- Request any mandatory documents to the respective officers regarding the audit 

on state finances 
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- Access all data stored in any media, assets, location, and all types of assets or 

document managed and controlled by auditee or other parties as needed for the 

audit purposes 

- Put sealing to any custody of money, goods or documents related to the state 

finance management 

- Request information to relevant people or parties 

- Take pictures, record, and sample for the audit evidence purposes. 

Under this project, BPK has built a national database which is an extensive database 

of national financial data. The database will consist of the financial-related electronic data 

from 2000+ auditees which are scattered all over 33 provinces in Indonesia. IT Bureau, 

as an organizational unit in BPK that is responsible for providing BPK with IT solution 

to support core activities of BPK, is assigned to define and to deploy the appropriate 

platform and technology for BPK concerning the SNSI Project. 

In addition, through the SNSI project, BPK build an automated analysis and 

measurement so that BPKôs auditors could validate every batch of data thus providing 

BPK with Early Warning System (EWS) on the system. Due to the existence of this EWS, 

BPK will be able to notify the auditee when, in some circumstances, the anomaly occurred.  

Using SNSI, BPKôs auditors could have valid preliminary data for preparing their 

audit assignment. As a result, when in the field audit, the auditor will have adequate time 

to complete their audit cycles including preparing audit working paper and audit reporting. 

On this cycle, SNSI is expected to improve some audit processes such as confirmation 

technique, audit correspondence, and follow-up the audit recommendation. 

SNSI is supported by a primary component called e-Audit. E-Audit is a combination 

of three components; Consolidator Application, Data Model, and Portal. Each component 

has its function. Consolidation Application is a pair of two applications; Consolidation 

Agent (AK) and Master Consolidation Agent (MAK). AK is the application services that 

are installed on auditeeôs premise. Its job is to extract, compress, encrypt, and send the 

data from auditeeôs database to the MAK. MAK is deployed on BPKôs premise. Its job is 

to receive the packet from AK, decrypt it, decompress it, and load to the operational 

database.  

Once the data resides in the operational database, the system will transform and load 

the data into a data warehouse schema which is available for auditors. The data warehouse 

schema is formulated using auditorôs analytical procedure as a reference. Auditors access 

the information through the portal. The Portal provides the auditor with a list of functions 

that represented the audit program which is commonly used by auditors. Using the portal, 

the auditor will get an instant result of a particular audit program. All auditors can execute 

the analysis that was previously conducted by auditor using several steps with only one 

click on the portal. 
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5.4 Findings 

As of June 2014, BPK has connected 593 out of 756 targeted auditees including local 

government, central government, and state-owned enterprises with BPKôs data center. 

Periodically, these auditees submit the financial data automatically using ICT. E-Audit 

system process the incoming electronic data and release the data to the on-duty auditor. 

The rest 197 auditees are mainly located in the rural area which has a handicap on 

telecommunication and electricity infrastructure. 

In order to speed up the development process of e-Audit, BPK uses its institutional 

strength to influence the auditee for participating in the e-Audit project. According to the 

Audit on State Finance Management and Accountability Act 2004 No. 15, BPK has the 

right to access all data and information related to government auditing process. The 

refusal of BPKôs right will be considered as a criminal act and subject to criminal law. In 

addition, BPK is considered as the supreme state institution in the term for government 

auditing function. 

BPK has a higher level of both enforcement and stability than its auditees have. As a 

result, BPK has successfully ratified 756 Memorandum of Understanding (MoU) with its 

auditees within three years. For comparison, Ministry of Information and Communication 

Technology (MICT) launched a policy program called IGASIS (Inter Government Access 

Sharing Information System), a similar initiative with e-Audit, in 2004. Conversely, this 

program is discontinued because the Institutional Strength of MICT is not stronger than 

that of other ministries. 

Waseda Institute of e-Government stated that the connected government would be 

the next wave of e-government development. BPK is the example of government 

institution achieving such connected government through e-audit. Besides the BPK, 

Ministry of Finance has launched the similar program namely Indonesian National Single 

Window (INSW) managed by Directorate of Customs and Excise. INSW has connected 

Ministry of Finance with Ministry of Industry, Ministry of Trade Affairs, Ministry of 

Forestry, Ministry of Agriculture, Ministry of Marine Affairs and Fisheries, Ministry of 

Defence, and the National Agency of Drug and Food Control. However, the technology 

used for INSW is different from e-audit in term of autonomy level. Moreover, in the 

similar initiatives, DKI Jakarta Province has implemented a similar technology for 

connecting Provincial Revenue Office with Bank DKI, a local government-owned 

banking, and the hotels to automatically calculate local government tax. Despite that, 

further research is needed to understand its effectiveness and implementation. 

E-Audit is a method for not only receiving electronic data from a government 

information system but also providing the government institution with specific 

information as part of an audit correspondence such as anomaly of the financial report, 

an indication of misconduct, and progress of recommendation completeness (BPK RI, 

2010). The new method has successfully connected most of its auditees for creating the 
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synergy on the government information system by utilizing the ICT. It is recognized as 

the strategic use of e-government by BPK in the area of collaboration and integration. 

Strategic means that the initiative is considerably large and long-range planning and 

development yet secure and offer the value-added (Mintzberg, 1978). E-Audit is strategic 

because it has a high-level coverage which includes not the only central government but 

also local government and government-owned enterprises. It has strengthened BPKôs 

authority by transforming the procedure of collecting data from a manual and an on-

demand to an automatic and a scheduled data collection. E-Audit requires significant 

resources and some full attention from all BPKôs elements (BPK RI, 2010) (BPK RI, 

2011). 

Referring to user's activity log of the e-audit portal, there are 4000+ auditors have 

accessed the e-audit portal during the audit assignments including the audit planning and 

executing phase. In the planning phase, auditors use e-audit to conduct an analytical 

procedure on financial transactions for validating the cohesiveness of these transactions 

and detecting the potential occupational fraud such as asset misappropriation and an 

over/understatement of asset and revenue. During the execution phase, auditors use e-

audit mainly to execute confirmation procedures. A feature of online confirmation on air 

ticket holds 75% of the e-audit usage, followed by online confirmation on tax transaction 

note (NTPN). 

Before the implementation of e-audit, only certain audit teams can execute 

confirmation procedure entirely. Complete execution means that the audit teams received 

the response from the third party. In many cases, audit teams are unable to get the answer. 

The time limitation, audit team's capacity, and responsiveness of the third party's 

counterpart are the cause of incompleteness of confirmation procedure. These conditions 

create a capability gap among audit team in which some audit team can conduct 

confirmation procedure entirely while the other teams are unable to do so. 

Using the e-audit system, the related third parties periodically submit the data to BPK. 

As a result, in the execution phase for executing the confirmation procedure, it is not 

necessary for auditors to contact them directly. Instead, they use e-audit to conduct 

confirmation process and get the result straight away. This is an innovative use of ICT by 

BPK to cut the formal bureaucratic procedure thus reducing the time needed for 

completing the confirmation process. 

5.5 Conclusions 

This study has found that BPK has successfully utilized its institutional strength for 

implementing e-audit. BPK has introduced e-audit as its e-government flagship that 

highlights inter-government collaboration for improving its audit authority, efficiency, 

and effectiveness thus strengthening its role in monitoring government financial 

transaction. As a result, BPK has established a collaboration system that addressed to 

wipe out fraud in a government institution. 



 

69 

 

E-Audit can be viewed as a model of context-based governmental collaboration. The 

collaboration model, considering its simplicity and scalability, is feasible to be 

implemented by other government institutions based on their specific institution strength. 

It offers a quasi-real-time process for data confirmation across participating institutions. 

Therefore, not only does the model improve the public service delivery, but it also 

minimizes the government officerôs opportunity for committing fraud. 

Finally, the BPKôs experience in the development of e-audit as its e-government 

platform shows that government collaboration can be achieved using institutional strength 

and ICT by reducing technical complexities which are commonly found in any 

government collaboration initiatives. 

VII.  Comparison 

1. Historical Trends of the Ranking 

Throughout the fourteen years of the Ranking, USA and Singapore are always in the 

first place. The USA stood at the first place from 2005 to 2008, and then Singapore 

replaced and took the top spot from 2009 to 2013, for the five consecutive years, USA 

and Singapore have been alternately ranked at first place. In 2014 the USA and Singapore 

swapped the positions, but from 2015 to 2017 Singapore was on top of the Digital 

Government Rankings. In 2015 and 2016, the USA followed by Singapore in ranked at 

2nd place, but in 2017 it replaced by Denmark while Singapore is still on the top. In 2018 

Denmark replaces Singapore and becomes the first country (not Singapore and the USA) 

in the first position in Waseda ï IAC Digital Government Rankings. The table below 

shows the historical trends of the rankings from 2005 to 2018. 

No 2005 2006 2007 2008 2009 2010 2011 

1 USA USA USA USA Singapore Singapore Singapore 

2 Canada Canada Singapore Singapore USA UK USA 

3 Singapore Singapore Canada Canada Sweden USA Sweden 

4 Finland Japan Japan Korea UK Canada Korea 

5 Sweden Korea Korea Japan Japan Australia Finland 

6 Australia Germany Australia HK SAR Korea Japan Japan 

7 Japan Taiwan Finland Australia Canada Korea Canada 

8 HK SAR Australia Taiwan Finland Taiwan Germany Estonia 
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9 Malaysia UK UK Sweden Finland Sweden Belgium 

10 UK Finland Sweden Taiwan Germany 

Italy 

Taiwan 

Italy 

UK 

Denmark 

 

No 2012 2013 2014 2015 2016 2017 2018 

1 Singapore Singapore USA Singapore Singapore Singapore Denmark 

2 USA Finland Singapore USA USA Denmark Singapore 

3 Korea USA Korea Denmark Denmark USA UK 

4 Finland Korea UK UK Korea Japan Estonia 

5 Denmark UK Japan Korea Japan Estonia USA 

6 Sweden Japan Canada Japan Estonia Canada Korea 

7 Australia Sweden Estonia Australia Canada New 

Zealand 

Japan 

8 Japan Denmark Finland Estonia Australia Korea Sweden 

9 UK Taiwan Australia Canada New 

Zealand 

UK Taiwan 

10 Taiwan 

Canada 

Netherlands Sweden Norway UK 

Taiwan 

Taiwan Australia 

Table VII-1: Historical Trends of the Rankings 

2. Comparison of Rankings by International Organizations 

Countries name  IMD 

(2018) 

WEF 

(2016) 

Waseda 

(2018) 

UN 

(2018) 

ITU 

(2017) 

EIU 

(2018) 

Accenture  

(2014)  

Argentina  55 89 58 43 51 32  

Australia  13 18 10 2 14 1  

Austria  15 20 22 20 21 10  

Bahrain  n/a  28 47 26 31 61  
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Belgium  23 23 23 27 25 10  

Brazil  57 72 56 44 66 47 10 

Brunei  n/a  n/a  46 59 53   

Canada 8 14 16 23 29 15  

Chile 37 38 49 42 56 36  

China 30 59 32 65 80 32  

Chinese Taipei  16 29 9 n/a n/a 10  

Colombia  59 68 48 61 84 55  

Costa Rica n/a  44 60 56 60 42  

Czech Republic  33 36 39 54 43 27  

Denmark  4 11 1 1 4 15  

Egypt  n/a  96 62 114 103 71  

Estonia 25 22 4 16 17 15  

Fiji  n/a  n/a  64 102 107 n/a  

Finland  7 2 13 6 22 4  

France 26 24 19 9 15 4  

Georgia  n/a  58 40 60 74 n/a  

Germany  18 15 20 12 12 4 9 

HK SAR 11 12 18 n/a 6 10  

Iceland  21 16 15 19 1 n/a  

India  48 91 36 96 134 42 8 

Indonesia  62 73 33 107 111 67  

Ireland  20 25 24 22 20 23  

Israel 12 21 42 31 23 20  
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Italy  41 45 27 24 47 27  

Japan 22 10 7 10 10 4  

Kazakhstan  38 39 34 39 52 55  

Kenya n/a  86 52 122 138 71  

Korea 14 13 6 3 2 10 4 

Lithuania  29 29 50 40 41 26  

Macau SAR n/a  n/a  29 n/a 26 n/a  

Malaysia  27 31 25 48 63 27  

Mexico  51 76 44 64 87 49  

Morocco  n/a  78 51 110 100 63  

Netherlands  9 6 17 13 7 4  

New Zealand  19 17 14 8 13 15  

Nigeria  n/a  119 63 143 143 n/a  

Norway  6 4 11 14 8 22 2 

Oman n/a  52 43 63 62 n/a  

Pakistan  n/a  110 61 148 148 77  

Peru 60 90 57 77 96 69  

Philippines  56 77 35 75 101 55  

Poland  36 42 37 33 49 27  

Portugal  32 30 26 29 44 36  

Romania  47 66 38 67 58 49  

Russia 40 41 30 32 45 32  

Saudi Arabia  n/a  33 53 52 54 47 5 

Singapore  2 1 2 7 18 1 1 
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South Africa  49 65 54 68 92 42  

Spain 31 35 28 17 27 23  

Sweden 3 3 8 5 11 1  

Switzerland  5 7 12 15 3 15  

Thailand  39 62 21 73 78 49  

Tunisia  n/a  81 59 80 99 63  

Turkey  52 48 41 53 67 49  

UAE 17 26 31 21 40 n/a 3 

UK 10 8 3 4 5 20 7 

Uruguay  n/a  43 55 34 42 n/a  

USA 1 5 5 11 16 4 6 

Venezuela 63 108 65 106 86 77  

Vietnam  n/a  79 45 88 108 65  

Table VII-2: Comparison of Rankings by International Organizations 

3. Indicators of International Organizations 
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VIII.  Methodology 

For evaluating digital government development, this ranking survey is based on a 

group of indicators to evaluate the overall digital government development in a country, 

ranging from policy development and e-Services implementation to management 

optimization and digital government promotion. To improve the evaluation of digital 

government development in a country, from 2010, the ranking added an e-participation 

indicator. In 2014, Open Government Data and Cybersecurity were also added to the 

ranking. In the 2017 Ranking, the research team added ñthe usage of emerging ICT 

technologiesò. It makes the total ten main indicators for evaluation. 

Increasing the quality, the assessment used a questionnaire as a tool to obtain some 

information from respondents who reside in the countries. The respondents are 

government officers who work for a ministry that concerns digital government and, to 

some extent, respondents from academia who are knowledgeable in digital government. 

The questionnaire in the upcoming ranking is mandatory. The score will use the feedback 

as additional information to mitigate the sample risk, thus, reducing bias during scoring. 

The following diagram shows the due process of creating the ranking.  

Waseda-IAC International Digital Government Ranking is also based on clustering 

methods by classifying countries according to the group, which has been demonstrated 

by organizations (APEC, OECD), by the size of population and GDP, by regions (Asia-

Pacific, Americas, European, Africa, Middle East, and CIS countries). 

1. Formulation 

The Raw score is normalized to the 0-100 scale score using the following formula. 

ὔέὶάὛὧέὶὩ 
ὙὥύὛὧέὶὩ

ὓὥὼὛὧέὶὩ
 ρππ 

Raw score is the Score generated by averaging the Score 0 and Score 1; MaxScore is 

the maximum score of the sub-indicators. 

This will generate the Normalized Score which ranges 0 ï 100. Furthermore, the 

Normalized Score is recalculated by weighted rate. The result is the released score that 

will be used as the source for arranging the rank. 

No Indicators 2018 

1 Network Infrastructure Preparedness (NIP) NormScore x 10% 

2 Management Optimization (MO) NormScore x 12% 

3 Online Services (OS) NormScore x 12% 

4 National Portal (NPR) NormScore x 8% 

5 Government Chief Information Officer (GCIO) NormScore x 10% 

6 Digital government Promotion (EPRO) NormScore x 10% 
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7 E-Participation (EPAR) NormScore x 10% 

8 Open Government Data (OGD) NormScore x 10% 

9 Cybersecurity (CYB) NormScore x 10% 

10 
The emerging technology in Digital government 

(EMG) 
normcore x 8% 

Table VIII-1: List of Main Indicators 

2. Processes of Evaluation 

The following process prepares the rankings 
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Figure VIII-1: Processes Diagram 
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IX.  Contributors List (ǒ indicate group leader) 

1. List of Global Experts Group 

 ̧ Prof. Dr. Toshio Obi, Chairman, Institute of Digital government, Waseda University, 

Japan, Honor President, International Academy of CIO, Director of APEC Digital 

Government Research Center. 

- Prof. Dr. J.P Auffret, Chair, MOT/CIO Program of George Mason University, 

USA. 

- Prof. Dr. Lim Swee Cheang, Director, Institute of Systems Science, National 

University of Singapore. 

- Prof. Dr. Luca Buccoliero, Marketing Department Bocconi University, Italy. 

- Prof. Dr. Suhono Harso Supangkat, Bandung Institute of Technology, Indonesia. 

- Prof. Dr. Francisco Magno, Director, Institute of Governance De La Salle 

University, Philippines. 

- Prof. Fang Chun Yang, Dean, Academy of Digital government, Peking 

University, China. 

- Associate Prof. Dr. Jirapon Sunkpho, Thammasat University, Thailand. 

- Prof. Dr. Alexander Ryzhov, Presidential Academy of National Economy and 

Public Administration (RANEPA), Russia. 

- Prof. Dr. Tomi Dahlberg, Information System, University of Turku, Finland. 

- Prof. Pin-yu-Chu, Taiwan e-Government Research Center, Taiwan 

2. List of Professors and Experts at Institute of Digital Government, Waseda 

University 

 ̧ Prof. Dr. Naoko Iwasaki, Waseda 

University 
- Prof. Dr. Takashi Kobayashi, 

Tokai University 

- Prof. Dr. Tatsuyuki Negoro, 

Waseda University 

- Prof. Dr. Yoshio Tozawa, 

University of Industrial and 

Science 
- Prof. Dr. Atsushi Kato, Waseda 

University 

- Prof. Dr. Shujiro Urata, Waseda 

University 

- Prof. Kiyohide Higuchi, Waseda 

University 

- Prof. Yukio Kawamura, Waseda 

University 

- Prof. Dr. Hiroko Kudo, Chuo 

University 

 

3. List of Researchers at Institute of Digital Government, Waseda University 

 ̧ Dr. Nguyen Manh Hien - Dr. Yao Yang 

- Dr. Pingky Dezar Zulkarnain 

-  

-  

- Mr. Bandaxay Lovanxay 

- Dr. Nguyen Ngoc Anh - Mr. Eiji Yamada, NTT Data 

- LLC Naoko Mizukoshi, Lawyer  
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X. Professor Obi as one of the Worldôs 100 Most Influential 

People in Digital Government 

Dr. Toshio Obi, Director of APEC e-Government Research center, Professor 

Emeritus and chairman of the Institute of e-Government at Waseda University has been 

named by Apolitical as one of the worldôs 100 Most Influential People in Digital 

Government for 2018. 

Many congratulations to Professor Obi on being recognized as one of the worldôs 

100 most influential people in digital government ï wonderful honor and recognition of 

Professor Obiôs many contributions and ability to build bridges between academia, 

government, and the private sector. 

The list is the first of its kind to show the full international spread of innovative work 

in the field, celebrating world-beating individuals from every continent. Public leaders 

from all levels of government appear alongside representatives of the private and third 

sectors and academia. Everyone included has exerted outsize influence on the transition 

to digital governments, whether through policymaking, research, advocacy or other 

means. 

Dr. Obi is a founding Director of APEC e-Government Research Center since 2007. 

He has published over 200 books, articles and policy reports on digital government 

including the book [A decade of world e-government rankings] (IOS Press, 2015).He sits 

on the government (MIC)ôs e-Government promotion Council as chairperson and is a 

founding editor of the Waseda World e-Government ranking survey with international 

experts, which has monitored and evaluated 65 countries (economies) annually since 

2005.he is also a founder and honorary president of International Academy of CIO. The 

fields of his research now cover ñAI and Blockchain for digital governmentò ñCapacity 

building of CIOò òInnovation on Smart Silver City".  

The Worldΐs 100 Most Influential People in Digital Government were curated from 

nominations from hundreds of digital government experts from leading organizations, 

including OECD, the UN, and etc. Apolitical expects the annual list of the 100 Most 

Influential People in Digital Government to highlight whatôs working in digital 

government, and through the work of those named to provide a road map for the future 

of digital policy. 

Apolitical is a global platform for governments that puts the best solutions on topics 

such as digital government and government innovation https://apolitical.co/lists/digital-

government-world100/ 
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XI.  The International Academy of CIO and Capacity 

Building for ICT Leaders (2004 2017) 

Introduction 

Honoring Professor Toshio Obiôs Waseda University retirement and appointment as 

professor emeritus and his stepping down as president of the International Academy of 

CIO (IAC) after serving nine years (2008 2017), this article chronicles the development 

of the International Academy of CIO from its beginnings in 2004 and 2005, founding in 

2006 and then to 2017 and its worldwide role and impact. The article reviews the IACôs 

role in developing and strengthening CIO and ICT Leadership curriculums and programs; 

providing ICT leadership training to government leaders; highlighting and promoting best 

practices in Digital Government; and furthering government ICT policies and 

strengthening government ICT institutions. In addition, the article discusses how the IAC 

has furthered awareness of the potential for ICT to contribute to addressing major world 

challenges and three IAC focus areas of ageing society, natural disasters and Smart Cities. 

The article also discusses IACôs contributions to furthering insight of the potential of ICT 

for international development as well as risks such as the digital divide and to privacy and 

security. Lastly, the article discusses recent IAC efforts to pro-mote and increase women 

in ICT leadership and the new challenges of cybersecurity. 

The IAC itself is comprised of people and partnerships and I would like to recognize 

the contributions and friendships of many thousands from around the world and 

partnerships with governments and organizations including APEC TEL, U.N., ITU, 

OECD and World Bank. 

While not able to acknowledge everyone, I would like to highlight the following for 

their special contributions in IAC leadership and initiatives including: 

Elena Bellio, Italy; Maksim Belousov, Russia; Zdenek Brabec, Czech Republic; Luca 

Buccoliero, Italy; Lim Swee Chiang, Singapore; Yang Fengchun, China; Tomi 

Dahlberg, Finland; Elsa Estevez, Argentina; Mattias Finger, Switzerland; Chan 

Cheow Hoe, Singapore; Tong-yi Huang, Taiwan; Yuki Imamura, USA; Naoko 

Iwasaki, Japan; Tomasz Janowski, Poland; Hong-Wei Jyan, Taiwan; Taro Kamioka, 

Japan; James Kang, Singapore; Pravit Khaemasunan, Thailand; Hiroko Kudo, Japan; 

Calvin Leong, Macao; Francisco Magno, Philippines; Naoko Mizukoshi, Japan; 

Ashish Mukherjee, India; Russell Pipe, USA; Alexander Ryzhov, Russia; Sak 

Segkhoonthod, Thailand; Andrey Semenov, Russia; Alexander Sokolov, Russia; 

Tatiana Sokolova, Russa; Frank Yu-Hsieh Sung, Taiwan; Jirapon Sunkpho, Thailand; 

Suhono Supangkat, Indonesia; Amos Tan, Singapore, Pairash Thajchayapong, 

Thailand; Tran Minh Tien, Vietnam; Jirapon Tubtimhin, Thailand; Kim Willems, 

Netherlands. 
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And honor the leadership of one of the IAC founders, Jantima Sirisaengtaksin, who 

very sadly passed away last year. Ms. Sirisaengtaksin who was always very kind and 

tremendously welcoming to visitors to Thailand as a host for IAC meetings was a IAC 

vice president for ten years and was renowned for her leadership in ICT and innovation 

in the Thailand government. 

About the IAC 

Before discussing and reviewing IAC history and role and impact some background 

on the IAC today. 

Founded in 2006, the IAC is a global academic and professional society established 

as an NPO in Tokyo, Japan, with a Secretariat in Bangkok, Thailand and country chapters. 

From initial co-founders of Japan, USA, Indonesia, Philippines, Switzerland, and 

Thailand, the IAC currently has active participation from about 50 countries. The IAC 

engages with governments, private sector, academia and NGOs to further ICT leadership 

and governance and associated national ICT policies and institutions. 

IACôs initiatives include developing and publishing the annual Waseda IAC Digital 

Government Rankings (https://www.waseda.jp/top/en-news/53182) now in their 

thirteenth year; and a Global E-Governance book series with IOS Press in Amsterdam 

and volumes including ñICT and Aging Society,ò and ñA Decade of e-Government 

Rankingsò (https://www.iospress.nl/bookserie/global-e-governance-series/); providing 

IAC Accreditation for mastersô degree CIO and IT executive leadership programs; 

publishing the Journal of CIO and Digital Innovation; hosting the IAC Annual 

conference; undertaking research projects including with APEC on ICT Governance and 

ICT and Aging Society and initiatives including on ICT and natural disasters, women in 

ICT and Smart Cities. In addition, the IAC works with governments in developing ICT 

leadership and governance policies and legislation. 

Setting the Stage for the IACICT Innovation and ICT Leadership in 2004 

With advances in computers and communications from the 1970ôs to the early 2000ôs 

and the development and adoption of corresponding new services, society and 

governments were becoming in creasingly reliant on ICT. Not only had ICT technical 

capabilities increased rapidly but unit costs in processing speed, communications speed 

and computer storage decreased exponentially. 

The 3G mobile Internet iMode service launched by NTT DoCoMo in Japan in 1999 

was a harbinger of how technology was evolving from large mainframe computers to 

smaller devices and from enterprise systems to mobile applications. Subsequently, the 

iPhone launch in 2007 and adoption accelerated these shifts globally. 

The ITU World Summit on Information Society (WSIS) held in in Geneva in 2003 

and Tunis in 2005 highlighted the potential of ICT for society and governments: ñThe 

Tunis Summit represents a unique opportunity to raise awareness of the benefits that 

https://www.iospress.nl/bookserie/global-e-governance-series/
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Information and Communication Technologies (ICTs) can bring to humanity and the 

manner in which they can transform peopleôs activities, interaction and lives, and thus 

increase confidence in the futureò. (ITU 2005) 

Not only did ICTôs have a role though, they had a strategic role: ñAfter many years 

of rapid growth and demonstration of its tangible benefits, ICT is now accorded a 

ñstrategicò role in most economies. This prominence is bringing a greater level of scrutiny 

of technology infrastructure from various sections of society, as well as international 

organizations. Ereadiness will advance, but governments should take care to ensure that 

their countriesô digital development proceeds in harmony with their social, economic and 

political objectives.ò (Economist Intelligence Unit, 2009). 

To further ICTs strategic role, Asia Pacific Economic Cooperation (APEC) 

economies agreed the Brunei Darussalam goal in 2000 having as an objective effective 

Internet access for all communities in all APEC economies by the year 2010. 

In practice though many ICT projects were not delivering on their potential. While 

governments were spending many billions of dollars on ICT investment, projects were 

completed over schedule and over budget and in fact many projects were not utilized as 

envisioned or completed at all. There were also risks ranging from digital divide within 

countries or regions to economic, development and competitive risks for countries not 

adapting and utilizing technology effectively. 

Given the potential of ICT and challenges in practice, ICT leadership was not keeping 

pace with the need. There was an óICT leadership gap.ò In addition, ICT institutions, 

governance and policy were not keeping pace with the new central role of ICT. 

Leading to the IAC Waseda 2004 CIO and e-Government Workshop 

With this global ICT and ICT leadership context, Professor Obi organized a CIO and 

e-Government workshop at Waseda University in Tokyo in November 2004. Attendees 

and participants were from government, academia and private sector; and from across 

Asia Pacific and also Europe and the Americas. Discussions focused on country strategies 

for ICT and ICT in government and associated challenges of leadership and governance. 

In addition, the conference explored the potential of ICT for contributing to addressing 

major world challenges such as preparation and recovery from natural disasters, and rapid 

urbanization. 

The Tokyo workshop led to initial partnering amongst the attendees and laid the 

groundwork for the development and founding of the IAC in 2005 and 2006. 

APEC TEL CIO and CIO Institutions Projects 

Following on to the Waseda 2004 workshop, participants from the Asia Pacific 

Economic Cooperation (APEC) economies of Japan, Indonesia, Thailand, U.S., Malaysia, 

Philippines and Vietnam led by Professor Obi partnered on two CIO related (Asia Pacific 
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Economic Cooperation Telecommunications Working Group (APEC TEL) projects. The 

projects ñDevelopment and Deployment of APECTEL GCIO Training Modelò and 

ñDeveloping Model GCIO Councilsò had the objectives to develop curricula for CIOs 

and ICT executive leaders and provide training and develop best practices for establishing 

and governing CIO Councils. 

The first project resulted in CIO training materials utilized in Asia Pacific universities 

and executive education training. The second project resulted in strategies for developing 

and operating CIO Councils to coordinate ICT policy across ministries within a 

government including on topics such as enterprise architecture and human capacity 

building. 

 

Photo 1. Participants at Waseda 2004 CIO and eGovernment Workshop 

The Founding of the IAC 

With the initial success and interest in academic, government, private sector 

partnering on CIO, Professor Obi, Jantima Sirisaengtaksin, Thai Ministry of Finance, 

Jirapon Tubtimhin, NECTEC J.P. Auffret, George Mason and Pairash Thajchayapong, 

Permanent Secretary, Ministry of Science and Technology, Thailand met in Bangkok in 

April 2005 with the objectives for planning for the IAC. 

Follow on meetings including related to the APEC projects in September 2005 in 

Tokyo and May 

2006 in Fairfax and with Francisco Magno, De Las Salle University, Manila, Suhono 

Supangkat, Bandung Institute of Technology, Bandung; and Mattias Finger, Ecole 

Polytechnique F®d®rale de Lausanne (EPFL) led to the first IAC Annual Conference and 

Meeting held in Tokyo in June 2006 and adoption of the IAC charter. Pairash 

Thajchayapong, Permanent Secretary, Ministry of Science and Technology, Thailand, was 

elected as IACôs first president (serving 2006 2008). Professor Obi succeeded Dr. 

Pairasch and was elected president and served from 2008 to 2017 with Dr. Pairash 

becoming the IACs first Honorary President. 
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The IAC Charter addresses organization and governance and also outlines the IACs 

three major mission objectives of: research and partnering on ICT and its impact, role and 

potential in society; facilitating the exchange of knowledge and experiences on CIO, and 

developing global standards for CIO and CIO curricula. 

Strong academic and research institutions with expertise in CIO education were 

integral to the IAC since its start with initial institutions comprised of Waseda University, 

Tokyo; George Mason University (a founding partner of the U.S. Federal Governmentôs 

CIO University), Fairfax; National Electronics and Computer Technology Center 

(NECTEC), Bangkok; Ecole Polytechnique F®d®rale de Lausanne (EPFL); De La Salle 

University, Manila and Bandung Institute of Technology, Bandung. 

IAC Thematic Areas 

The IAC has focused on the following key thematic areas related to CIOs and CIO 

institutions: CIO and ICT Executive Leadership; ICT Institutions and Policy; ICT and 

Addressing Major World Challenges; Technology Innovation; and ICT Leadership 

Partnering and Promotion. 

CIO and ICT Executive Leadership 

At the center of the IACs mission are initiatives and partnerships to further CIO and 

IT executive leadership through education and research. With the increasing role of ICT 

in society and industry, CIO and ICT executive leadership are integral to successful ICT 

adoption and application. As noted in earlier, there is an ICT leadership gap between the 

ICT leadership needed for todayôs ICT role and the number and capability of CIOs. This 

gap is especially prevalent in developing economies. 

The IAC has two broad initiatives on CIO and ICT executive leadership the annual 

Waseda ï IAC Digital Government Rankings and Accreditation for Advanced Education 

in CIO and ICT Leadership. In addition, the IAC has more focused CIO education 

initiatives including partnering on the development of New CIO mastersô degree 

programs, in person and distance training, and coordinating week long CIO and ICT study 

tours including in Japan, Thailand and the U.S. 

Waseda - IAC Digital Government Rankings 

Since 2014, the IAC has partnered with Waseda University on the annual Waseda╖IAC 

International Digital Government Rankings Report (started by Professor Obi in 2005) 

which evaluates and pro- vides comparisons of national digital government readiness and 

development. 

The report is developed through surveys of government officials as well as 

independent research. The methodology is the result of discussions with international and 

national organizations including OECD, APEC, ITU, World Bank, United Nations DESA 

and national government ministries and agencies. 
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The 2017 International Digital Government Rankings Report reviewed 65 counties 

with ten indicators (and 35 sub-indicators) of: 

- Network preparedness / infrastructure, 

- Management Optimization / Efficiency 

- Online Services / Functioning Applications 

- National Portal / Homepage 

- Government CIO 

- Digital Government Promotion 

- E-Participation / Digital Inclusion 

- Open Government 

- Cybersecurity 

- Use of Emerging ICT. 

Countries use the Reports to benchmark themselves against peers as well as to 

identify possible future plans and initiatives to strengthen their digital government 

readiness and development. 

The Waseda - IAC International Digital Government Rankings Survey is overseen 

by an experts team comprised of a network of professors and institutions including: Japan: 

Toshio Obi, Naoko Iwasaki and Nguyen Manh Hien, Waseda University, USA: J.P. 

Auffret, George Mason University, China: Yang Fengchun, Peking University, Finland: 

Tomi Dahlberg, Turku University, Russia: Alexander Ryzhov, RANEPA School of IT 

Management, Thailand: Jirapon Sunkpho, Thammasat University, Taiwan: Taiwan E-

Governance Research Center, Singapore: Lim Swee Chiang, National University of 

Singapore, Phil- ippines: Francisco Magno, De LaSalle, Indonesia: Suhono Supangkat, 

Bandung Institute of Technology, Italy: Luca Buccoliero, Bocconi University, Elsa 

Estevez, UN University and National University of the South, Argentina and Czech 

Republic: Zdenek Brabec, Czech Technical University. 

Accreditation for Advanced Education in CIO and ICT Leadership 

To further the development and quality of CIO and ICT leadership masterôs degree 

programs, the 

IAC started the Accreditation Program for Advanced Education in CIO and ICT 

Leadership in 2015. The IAC accredits the masterôs degree program and accredited 

masterôs degree program students receive an IAC CIO program certificate upon 

graduation. 

An IAC review team assesses curriculum; learning outcomes; faculty and staff; 

student professional experience and academic background; and program financial 

resources, facilities and equipment for applying masterôs degree programs. After 

evaluation, the IAC recommends to accredit, defer or not accredit the program. 
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The IAC has adopted a set of CIO core competencies and learning objectives to be 

addressed by the curriculum based on IAC research, IAC member consultation, the two 

APEC TEL CIO projects and national CIO core competencies and learning objectives. 

The core competencies and curriculum guidelines highlight the national and local context 

of IT executive leadership and promote relevant curriculum tailoring. 

IAC core competencies are organized by individual, IT organization and business 

organization perspectives and serve as the foundation for IT course and curriculum 

development. The motivation is to reflect the multiple perspectives of the role of the CIO 

in the competency structure and to provide flexibility to incorporate regional, cultural and 

organizational considerations in tailoring learning objectives to the local context. 

Specific competencies within these perspectives include: 

Individual / Personal 

- Communications 

- Systems and Design Thinking 

- Service Mindset and Marketing 

- Human Relationship Management 

IT Departmental 

- Project and Program Management 

- Cybersecurity 

- IT Policy and Organization 

- IT Performance Assessment 

- Acquisition 

Business Organizational 

- Strategic Aspects of Information Technology and Digital Business 

Transformation 

- Innovation 

- Technology Management and Assessment and Emerging Technologies 

- Capital Planning and Investment 

- E-Government 

- Enterprise Architecture. 

In reviewing a curriculum, the IAC considers: 

- Curriculum and learning objectives address the generally accepted competencies 

for CIOs. 

- Curriculum design incorporates regional, cultural, political and organizational 

backgrounds, with learning objectives tailored to local needs. 

- Curriculum includes components considering the differences in policies, 

guidelines and strategies, between government and private sectors. 
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- Curriculum strives to stay current with the changes in CIO or IT executive 

competencies. 

- Curriculum includes real world case studies and experiences. 

As noted above, the IAC also undertakes more focused CIO education initiatives 

which include consulting and working with universities developing CIO masterôs degree 

programs and providing guidance on strengthening related masterôs degree curricula (for 

example MBA and Information Systems) to more fully integrate consideration of ICT 

leadership. The IAC was appreciative of the opportunity to consult and contribute to the 

development Thammasat Universityôs College of Innovation CIO masterôs degree 

program. 

In addition to these initiatives and to the IAC university partner CIO masterôs degree 

programs, the IAC provides CIO training both in person and by video to partnering 

countries executive classes as well as organizes CIO delegation country visits including 

to Japan, Thailand and U.S. 

ICT Institutions and Policy 

The APEC CIO ñDeveloping Model GCIO Councilsò project was a first IAC 

initiative to contribute to strengthening the capability of CIO institutions and further 

associated policy and legislation. 

The IAC has continued to focus on institutional capacity, policy and legislation in 

addition to CIO and ICT leadership on a country and regional basis including contributing 

to: 

- Policy and legislation to establish and define the role of the CIO 

- Strategies and policies on the development and administration of CIO Councils 

and government cross ministry ICT coordination 

- Policies related to new technology and adoption of technology including on 

cloud, Big Data, cybersecurity, artificial intelligence and IOT; and ageing society, 

Smart Cities, eParticipation, environment and healthcare. 

ICT and Addressing Major World Challenges 

One of the motivations in establishing the IAC was to foster and further ICT 

leadership education and capability to help bridge the ICT leadership gap and contribute 

to furthering ICTôs benefits. 

The IAC has contributed to discussions, policies and initiatives of broad global 

initiatives such as the Millennium Development Goals (MDGs) and subsequently the 

Sustainable Development Goals (SDGs) where ICT plays a major role. 

In addition, the IAC has focused on major issues of great interest to IAC country 

members such as ageing society, natural disaster preparedness and recovery, Smart Cities 

and urbanization, environment and healthcare. 
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On each of these, the IAC and its members have contributed research, education and 

training, and policy and legislative recommendations, as well as hosting forums bringing 

together academia, government and private sector to exchange strategies, approaches and 

best practices and build awareness. 

In a related ICT issue, the IAC has highlighted through research and awareness the 

need to promote and further the role of women in the ICT leadership. Jantima 

Sirisaengtaksin led the ICT for Thailandôs innovative tax payment and refund system and 

was instrumental in the IACôs efforts in the women in ICT leadership area. Naoko Iwasaki 

has combined her CIO and ICT and ageing society re- search with research on women 

and ICT leadership. Professor Iwasaki is the recipient of the first Jantima award 

recognizing research and initiatives to further women in ICT leadership. 

Technology Innovation 

ICTs have progressed rapidly since the initial Waseda 2004 workshop and the IAC 

has stayed abreast of technology innovations - both potential benefits and challenges for 

CIOs, CIO institutions, governments, private sector and society. IAC technology related 

initiatives have ranged from research to practice based projects with APEC and private 

sector companies to highlighting innovations through conference tracks and sessions at 

the IAC Annual Conferences. In addition, the IAC has scheduled the IAC Annual 

Conference back to back with major technology innovation conferences in Tokyo, 

Bangkok, Singapore and Moscow. 

The first two IAC Annual Conferences reflect several of these approaches. The 2006 

IAC Annual Conference held in Tokyo had a theme of e-Governance and included 

technology related sessions such as the development of ubiquitous society in Japan and 

Korea anytime, anywhere communications and next generation networks. 

The 2007 IAC Annual Conference also held in Tokyo was scheduled in conjunction 

with the 40th Tokyo Motor Show held in Makuhari Messe in Chiba City, Japan. The IAC 

conference connected to and mirrored several of themes of the Motor Show including 

innovations in environmental and safety technologies. 

As part of contributing to addressing major world challenges and also in regard to 

the potential and challenges of technology innovations, IAC initiatives and workshops 

have also focused on robotics, cloud, 4G and now 5G, IoT, and more recently also AI, 

Big Data and cybersecurity. 

ICT Leadership Partnering and Promotion 

To extend reach and broaden perspectives, the IAC partners with multilateral 

organizations, private sector and governments in addition to universities. Multilateral 

partners include APEC, U.N., ITU, OECD and the World Bank and initiatives have 

included joint efforts on topics such as CIO (including the two APEC CIO projects), 
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Digital Government and Ageing Society and joint conferences and workshops. Several 

examples illustrating the breadth of the partnerships are: 

- 2007 World Bank IAC Global CIO Dialog in Washington, D.C. with ICT leaders 

from Russia, Ukraine, Georgia, Armenia, Ghana, Pakistan and Tanzania joining 

IAC and World Bank participants by video conference. 

- 2013 ITU and IAC e-Government/CIO Forum held in Bangkok in conjunction 

with ITU Telecom World 2013. 

- 2014 IAC workshop on ICT and Ageing Society at the United Nations University 

International Conference on Theory and Practice of eGovernance (ICEGOV) 

held in Guimar«es, Portugal 

- 2015 APEC IAC eGovernment Forum and back to back OECD eLeaders 

Meeting. 

- 2016 U.N. Department of Economic and Social Affairs (U.N. DESA) IAC 

workshop on ICT and Ageing Society held in New York. 

The IAC also engages with and benefits from the insights and contributions of high 

level government officials including the first IAC president, Pairash Thajchayapong, 

Permanent Secretary, Ministry of Science and Technology, Thailand. IAC conferences 

and workshops have been venues for ICT policy makers since the first annual IAC 

conference held in Tokyo in 2006 which included a session of ICT Policy and CIO 

Cooperation in Asia with Iwao Matsuda, Minister of ICT, Japan, Timoteo Diaz de Rivera, 

Commissioner of ICT, Philippines, Rattanapian Pravich, Minister of Science and 

Technology, Thailand and Djalil Sofyan, Minister of Information and Communications, 

Indonesia. 

Related Initiatives 

The IAC has three related initiatives that support the mission themes discussed 

above: Global E-Governance Book Series with IOS Press, Journal of CIO and Digital 

Innovation and the IAC Annual Conference and Meeting. 

Global E-Governance Book Series with IOS Press 

The IAC partners with IOS Press, Amsterdam, Netherlands on a Global E-

Governance Book series as a way to disseminate research on ICT leadership and 

governance and related E-Governance subjects. Kim Willems, Associate Publisher, IOS 

Press has coordinated the series which now has seven titles: 

- E-Governance: A Global Perspective on a New Paradigm, Editor Toshio Obi 

(2007) 

- Global E-Governance, Editors Jirapon Tubtimhin and Russell Pipe (2009) 

- The Innovative CIO, Editor Toshio Obi (2010) 

- E-Governance: A Global Journey, Editors Mattias Finger and Fouzia Nasreen 

Sultana (2012) 
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- Ageing Society and ICT, Editors Toshio Obi, J.P. Auffret and Naoko Iwasaki 

(2013) 

- Postal Services in the Digital Age, Editors Mattias Finger, Bernhard Bukovic and 

Muqbil Burhan 

- A Decade of World eGovernment Rankings, Editors Toshio Obi, Naoko Iwasaki 

(2015). 

Journal of CIO and Digital Innovation 

In 2017, the IAC launched and published the first edition of its Journal of CIO and 

Digital Innovation. 

The Journal provides insights to CIOs and ICT practitioners on the potential of 

emerging technology trends and innovations. Within the mission, the journal covers the 

application of ICT to major societal issues such as aging society, Smart Cities, readiness 

and emergency response for natural disasters; opportunities, challenges and ramifications 

of rapidly developing technologies such as robotics, autonomous vehicles and artificial 

intelligence; and major leadership and eGovernance challenges such as capacity building 

and cybersecurity. The Journal includes Editorsô perspectives, research academic papers, 

academic research in progress and case studies 

The IAC also contributed to the Journal of E-Goverance published by IOS Press and 

with editor Russell Pipe (who was also an IAC Advisor). The Journal of E-Governance 

started as I-Ways: Journal of Electronic Policy, Commerce and Regulation in 2005, was 

rebranded to Journal of E-Governance in 2009 and continued publishing through 2013. 

The IAC Annual Conference and Meeting 

The IAC holds an Annual Conference and Meeting partnering with a national host 

and with academia, private sector, government and NGOs. The IAC Annual Conferences 

focus on CIO and ICT leadership in general and also on current major world challenges 

and technology themes such as ageing society, natural disaster preparedness and recovery, 

healthcare, robotics and cybersecurity. The IAC Annual Conferences have been held with 

the following partners in: 

2006 Tokyo Waseda University 

2007 Tokyo Waseda University 

2008 Tokyo Waseda University 

2009 Bangkok NECTEC 

2010 Indonesia Bandung Institute of Technology 

2011 Philippines De La Salle University 

2012 Moscow Russia CIO Union 

2013 Beijing Peking University 

2014 Singapore National University of Singapore 
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2015 Tokyo Waseda University 

2016 Milan Bocconi University 

2017 Moscow Russia Presidential Academy of National Economy 

and Public Administration (RANEPA). 

2018 Kazakhstan Kazakhstan 

In Summary and Looking Ahead 

With Toshio Obiôs leadership as president from 2008 2017 following Dr. Pairasch, 

the IAC has contributed greatly to CIO and ICT executive leadership education and 

institution capacity building and the application of ICT to major world challenges. In 

addition, Professor Obiôs leadership has positioned the IAC well to continue to contribute 

as ICT innovation and adoption continues and even accelerates. 

With academic, government, private sector partners and education and research 

initiatives on a range of current ICT topics from ageing society to Smart Cities, and 

current technology issues of AI, robotics and cybersecurity, the IAC continues to engage 

in current and new issues in CIO and ICT Executive Leadership. And with platforms 

including the WasedaIAC Digital Government Rankings, Journal of CIO and Digital 

Innovation, IOS E-Governance Book Series, Accreditation for Advanced Education in 

CIO and ICT Leadership, and IAC Annual Conference and Meeting, the IAC is well 

placed to continue to have an impact as Professor Obi becomes the IACs second Honorary 

President. 
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XII.  Country Reports 

Argentina 

1 General Information 

Area: 2,780,400 km2  

Population: 43,847,430  

Government Type: Presidential 

Republic  

GDP: $22,400  

Internet User: 70.2 

Wired (Fixed Broadband User): 16.9 

Wireless Broadband User: 80.5 

 

2 Positioning in a Global Organization and a Region 

Among American countries, Argentine is superior in the National Portal indicator. Its 

score is slightly lower than the US. However, other indicators are lower than the average 

of American countries. This may indicate that in National Portal, some developing 

countries are more advanced than in developed countries. National Portal could be the 

indicator in which the performance of developing countries can exceed that of developed 

countries.  

  
 

3 Digital Government Development  

The G20 Summit will be held in Buenos Aires in November 2018 where heads of 

state meet for the global partnership in the digital economy and focus on technological 

change and opportunities for sustainable development. Priorities are on infrastructure 

development and anti-corruption, in which the former looks at mobilized resources to 
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reduce the infrastructure deficit and tries to close the gap by motivating private sector 

involvement, and the latter one focuses on implementing the cooperation with the 

business community (B20) and civil society (C20) to promote transparency and integrity, 

enhancing the cooperation among governments at the same time managing conflict of 

interests and also injects vitality in state-owned enterprises. (2018, Argentina G20 

Summit Calendar and Agenda) Another important conference held in Buenos Aires, from 

9 to 20 October 2017 was the World Telecommunication Development Conference 

(WTDC-17) to seek for a unique opportunity for the international community to gather 

together and discuss the future of the telecommunication and information and 

communication technologies sector and its contribution to many aspects, including 

government building. (2017, ITUWTDC, Buenos Aires) 

In a word, Argentina is working on providing a platform for sharing the new fruits of 

Digital Government development and making the Internet a channel for the global 

governments to corporate. 

4 By Indicators 

4.1 Network Infrastructure Preparedness [NIP] 

In Argentina, over half the population that is 70.2%, have access to the Internet and 

the increase can be seen apparently from the previous year. The number of fixed-

broadband subscriptions is 16.9 per 100 inhabitants. The number of active mobile 

broadband subscriptions is 67.3 per 100 inhabitants. Fixed users and mobile users show 

a clear difference, which implies the trend of peopleôs habits of life have been transformed 

from relying on locations to flexible mobilization. 

4.2 Management Optimization [MO] 

As part of government business processes, it focuses on the awareness of 

optimization, government management architecture, and system. A national Digital 

Government strategy called ñComprehensive Growth Strategyò in order to achieve robust, 

sustainable and balanced growth started from 2013. Government improves the allocation 

of public spending together with the Central Bank in productive and social investment. 

The expected results are measured by possible quantitative data including employment 

creation, wage, trade as well as financial statistics. Several first initiatives, containing 

GSTP ( Global System of Trade Preference Among Developing Countries), which is 

asking for a series of free trade agreements and constructing the dialogue mechanisms, 

and INDIRA (Customers Records Information Exchange), SAOC (Customers System of 

Reliable Operators). The periodic evaluation of possible trade revenue growth is up to 

date, and each participating agency is professionally diving the work.  

4.3 Online Service [OS] 

Argentina is establishing a B2B e-procurement connection with IBM and can make 

it easier for government agencies to do business with IBM. Then Argentina CCG5 covers 

trade regulations, customs, and standards, which can be implemented when certain 

products categories are imported. Also, the nation-level General Customs Bureau is 

working on applications, collections and controlling taxes under the Argentine Customs 

Code. Additionally, it also regulates other taxes on import and export transactions on 

behalf of other entities. Besides, Argentine one-stop service platform can offer the highest 

level of services to be user-friendly. Moreover E-health development in Argentina can be 

called relatively mature because it is not only focused on the regional level, for example, 

the Regional Strategy and Action Plan from PAHO/WHO represents a significant 

opportunity, but also at the national level and the initiatives such as Argentina Connected, 
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the SISA, Plan Nacer, and Remedial + Redes Program is providing the infrastructure and 

the information base that are essential for the development of relational policies. 

4.4 National Portal [NPR] 

Argentinaôs national portal (http://www.argentina.gob.ar) works as a one-stop service 

website and offers some e-Services to citizens, companies, and foreigners. Aside from 

two undated PDF documents that provide information in English, the portal site is entirely 

in Spanish. It does offer a translation widget powered by Google whichðwhile 

imperfectðmakes it easier for non-speakers to navigate the site. 

The well-organized portal serves as a platform to help citizens find their desired 

information through a search option. Moreover, it is simple in design and easy to use. The 

portal structure is clear, with the most common online services prominently featured.  

The portal provides information related to the country and the government, as well 

as links to other government websites. Furthermore, it offers users the possibility to create 

an account for managing personal procedures. It is also possible to share information on 

the website directly on social networks. It is indicated in the top of the portal that it is 

currently in development, and allows users to send feedback. 

In the Open Government National Strategy, 22 Open Data plans for institutions of 

the National Public Administration were prepared, and the publication of the critical 

datasets was shown on the National Public Data Portal, datos.gob.ar. From this Portals 

citizens can have access to public data and in return, analytical services such as maps, 

apps, and views can be made accordingly. 

4.5 Government CIO [GCIO] 

Argentina is recovering, and the country has good potential for growth. Under this 

broad background, the plan of Oficina Nacional deTecnolog²as de Informaci·n (ONTI) 

cover many characteristics of CIO. Corporate innovation and online innovation 

management can be done best through Argentine CIO practices. However, degree 

programs related to CIO of Argentina government are not clear to find, neither the regular 

course nor training. 

4.6 Digital Government Promotion [EPRO] 

Argentina has many advertising agencies, and management consultants and the 

leading agencies are members of the Argentine Association of Advertising Agencies. 

Argentinaôs Cristal Government Initiative is working on disseminating online and direct 

the content of the national portal to all citizens so that Digital Government Promotion can 

be conducted through the journalists, who are a particularly important audience of the site, 

as newspapers and televisions enable much wider dissemination and promotion of its 

contents.  

4.7 E-Participation [EPAR] 

The Secretariat for Political and Institutional Affairs, Ministry of Interior. Public 

Works and Housing is mainly in charge of E-participation aimed at enabling a space so 

that a higher number of citizens can use an active and straightforward tool to participate 

in the lawmaking process. Technology and innovation are used to promote the favor of 

the presentation of Popular Initiative proposals and monitor the bills put before the 

Congress. 

 

http://www.argentina.gob.ar/
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4.8 Open Government Data [OGD] 

Public participation is one of the thematic focuses of Argentina government, and the 

Independent Reporting Mechanism (IRM) has evaluated commitment completion overall. 

In the Open Government National Plan of the Argentine Republic 2017-2019, Open 

Government is regarded as a national agenda priority, working on transparency, 

accountability, citizen participation, technology, and innovation as well as other 

subnational factors.  

Transforming the traditional modes of public management and the relationship 

between the citizens and the Government, more interactional opportunities can be made 

to articulate collaboration with civil society. In addition to the Open Government National 

Action Plan other initiatives include Argentina Abirta Forum, the Public Consultation 

Platform and the Open Government National Round Table. 

4.9 Cyber Security [CYB] 

As the trend of increasing cyber-attacks in Latin America, the 2013 report of 

Cybersecurity Trends and Government Responses in the region was documented, and the 

Trend Labs 2014 Annual Security Reports that numerous organizations worldwide lost 

customer records and credentials to attackers in the same year. Trend Micro, has observed 

the trends over last few years and noted malware disguised as valid SCADA applications 

and malware used to scan and identify specific SCADA protocols. 

4.10 The use of Emerging ICT [EMG] 

Argentina Big Data Meetup group has been created as a shared initiative of 

Sociometrist with a single and clear objective ñShare your success cases with a well-

engaged community of data geeksò. The group members contain data scientists and Big 

Data developers. However, little information concerning the concept of applying Cloud 

is considered about in Argentine government. 

5 Some Highlights 

In this new era of knowledge economy, the new constitutions of ICT gradually apply 

in Argentinaôs governance practices, and updated news has seen enjoyable results. 

Argentina had many of the necessary elements for innovative and dynamic e-

Development. Argentina has the highest per capita GDP and second-highest life 

expectancy in Latin America, with well-trained quality labor force who have high literacy 

rates, the Argentine government is gradually open its ICT market for competition. ñEven 

though the Argentine Government does not have a clear and proactive vision of ICT 

development in the countryò, it has been quite ñefficient and responsiveò. The Argentina 

government has introduced a broad range of initiatives to increase Internet penetration by 

much of the government budget was used to build infrastructure to promote non-profit 

Internet services and so far ñ500 community technology centers with computers, fax 

machines, and Internet accessò were built. Not surprisingly, the education sector also 

witnessed the extensive penetration of the Internet. Actually, for Argentina, the recent 

investment percentage of revenues has been low if compared with other countries, but 

regarding essential service penetration (fixed & mobile). Argentina is doing better than 

other countries in the region. 

  



 

96 

 

Australia 

1 General Information 

Area: 7,741,220 km2  

Population: 22,751,014 

Government Type: federal parliamentary 

democracy 

GDP: $ 65,400 

Internet User: 88.2 

Wire (Fixed) Broadband Users: 30.4 

Wireless Broadband Users: 130.2 
 

2 Positioning in a Global Organization and a Region 

This year, Australia surpassed the worlds and OECDôs average score in most 

indicators, except cybersecurity and e-participation. The country even got a better ranking 

on management optimization when compared with the USA. A similar phenomenon was 

witnessed when comparing Australia with APEC economies.  

  

3 Digital Government Development  

Australiaôs e-Government adoption efforts have been clarified under the 2012-2015 

e-Government strategy. It shows that Australians continue to embrace the Internet as a 

way of interacting with the government.  

In 2018 the Australian Government introduced six steps to accelerate Australiaôs 

digital government, in which The Federal Government has laid out an ambitious goal for 

Australia to be one of the top three digital governments in world by 2025. As part pf the 

program, the government (The Digital Transformation Agency) has contracted with IBM 

to accelerate the uptake of Blockchain, AI and quantum computing. Six steps include: 
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- Simplify through integration and automation 

- Be clear and committed to your strategy 

- Letting technology do the heavy lifting 

- Focus on what needs fixing 

- Ensure cybersecurity is front of mind 

- Citizen-driven personalization 

 

Source: https://www.dta.gov.au 

These agenda aligns closely with broader whole-of-government reform agendas 

including: 

- Contestability Reform 

- Shared Services Reform 

- Public Management Reform 

4 By Indicators 

4.1 Network Infrastructure Preparedness [NIP] 

Approximately 84.6% of Australiaôs population were Internet users in 2014, 

according to the Measuring the Information Society Report 2015 from International 

Telecommunication Union (ITU). Among them, wired broadband subscribers accounted 

for around 25.8% while more than 100% of the total population have a wireless broadband 

connection. 

4.2 Management Optimization [MO] 

Australian government has issued several policies and strategies related to e-

Government development at national scope, addressing various aspects of digital 
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government such as digital economy (National Digital Economy Strategy), government 

online services (APS ICT Strategy 2012-2015), infrastructure (Australian Government 

Data Centre Strategy 2010-2025), and cloud computing (Australian Government Cloud 

Computing Policy). Australia Government also mandated the collaboration between 

government entities via the Public Governance, Performance and Accountability Act 

2013 (PGPA Act). Under this act, a National Collaboration Framework was created in 

order to facilitate the collaboration among Commonwealth entities, state, territory and 

local jurisdictions. In addition, the Australian Government Information Interoperability 

Framework and the GovShare initiative were put in place to ensure seamless collaboration 

and information sharing among government agencies. 

4.3 Online Service [OS] 

The score for Online Service comprises of five sub-dimensions: e-Procurement, e-

Tax, e-Customs, e-Health, and One-Stop Service for Citizenry. All of those services was 

investigated using three factors, i.e., Level of Complexity, Level of Security, and Level 

of Convenience.  

Regarding complexity level, all Online Services in Australia have reached the 

transactional level in which users can conduct all of their businesses via an electronic 

portal. For e-procurement, AusTender (www.tenders.gov.au) is a centralized gateway for 

publishing information on Australian Government business opportunities, annual 

procurement plans, and contracts awarded. With the replacement of australia.gov.au 

accounts by MyGov, the Australian Government aims to link all government services into 

a single place. By creating a MyGov account, citizens have access to various utilities like 

MyGov Inbox, MyGov Profile and a growing range of services including Medicare, 

Australia Taxation Office, Personal Controlled eHealth Record, Child Support. 

MyGov2.0 was introduced in May 2017. The MyGov2.0 aims to provide a significant 

platform re-design to address user needs and known customer pain points. MyGov 2.0 

delivered simplified content, improved accessibility and better responsiveness across 

mobile devices. 

4.4 National Portal [NPR] 

The score for National Portal is based on three factors, i.e., Information (Content), 

Technical, and Functionality. www.australia.gov.au is the national portal of Australia. It 

presents a wide range of information resources and online services from various 

government agencies which can be accessed from a single point.  

In technical aspect, the result of Google PageSpeedÊ Insight showed that the website 

operates well both from PC and from Mobile Device. The portal also connects to various 

Social Networks such as Facebook, Twitter, YouTube, and Flickr, plus there is a feature 

allowing users to receive the update via mail notification. Regarding accessibility, 

Australia.gov.au is currently compliant to Level A of the Web content accessibility 

guidelines version 2.0 - external site (WCAG 2.0) standard. 

4.5 Government CIO [GCIO] 

After just 12 months being the leader of heading up IT governance and whole-of-

government IT policy for Federal government, Australian government chief information 

officer Glenn Archer left his position at AGIMO. In this sense, the federal government 

will no longer have a chief information officer after deciding not to replace the position. 

This restructure effort is supposed to reduce the ñduplication and unclear objectives for 

whole-of-government policiesò. 
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Although the government CIO role no longer exists at the Federal Government level, 

the presences of IT champions are still found at other departments and State level 

governments. For example, the City of Melbourne has appointed PwC partner Michelle 

Fitzgerald as Victoriaôs first-ever chief digital officer. 

The Corporations Act 2001 imposes some legal responsibilities upon company 

directors, secretaries and ñofficersò which is broadly defined to cover COOs, CTOs, CIOs 

and Information Systems Managers. These requirements suggest, as a director or officer, 

an obligation to uphold due care and diligence. 

4.6 E-Government Promotion [EPRO] 

The digital interactions between Australian government with various stakeholders 

such as citizens, businesses, employees and other governments have been increased 

through the years. This is the result of the governmentôs continuous efforts to develop and 

promote digital government. As stated in the Digital First, the Australian Government 

aims to digitalized end-to-end government transactions by 2017.  

4.7 E-Government Participation [EPAR] 

With well-established e-Government channels, the rate of interacting with the 

government has been increased: two-thirds of Australian using e-Government services for 

their most recent contact (AGIMO, 2011). Australia national portal offers an excellent 

platform to encourage the citizens to take part in various activities and discussions with 

the government. Consultation processes supported by a diversity of technologies allow 

people and communities to be actively involved in designing and developing policy and 

services. 

4.8 Open Government Data [OGD] 

After joining the Open Government Partnership on 2013, on 11th April 2016, the 

Australian Government held the co-creation workshop to develop its first National Action 

Plan (NAP) for Open Government. Stakeholders from civil society and Government were 

invited to consult and suggest on the draft of the plan. Around 210 actions were grouped 

into 18 proposals which were then prioritized by participants and turned into 14 

commitment templates. 

As of May 2016, the Australian Governmentôs data site data.gov.au includes 8000 

datasets from the Australian Government and state and territory governments. This 

initiative was created under Governmentôs Declaration of Open Government and as a 

response to the Government 2.0 Taskforce Report.  

The data.gov.au and NationalMap platforms host more than 28,000 and 10,000 

datasets respectively. In August 2017, approximately 52,000 users visited data.gov.au, 

and 12,000 users visited the NationalMap. 

4.9 Cyber Security [CYB] 

Cybersecurity is one of Australia's national security priorities. A new long-awaited 

national cybersecurity policy was released in mid-2016, establishing five themes of action 

for Australian Government until 2020: A national cyber partnership; strong cyber defense; 

global responsibility and influence; growth and innovation; and a cyber-smart nation.  

In terms of cybersecurity government entities, Australian Government aims to 

strengthen its leading role on cybersecurity policy by establishing a new position in the 

Cabinet: The Prime Ministerôs Special Adviser on Cyber Security. The national Computer 

Emergency Response Team (CERT) Australia works in collaborating with over 500 
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businesses and advises on cybersecurity threats to the owners and operators of Australiaôs 

critical infrastructure. The Australian Cyber Security Centre, established in 2014, gathers 

cyber security capabilities across the Australian Government to enable collaborating and 

sharing threat information. 

Effective cybersecurity, robust risk controls, and strong information management are 

central to maintaining the confidence and trust of our customers. From individual 

transactions to critical information sharing across agencies, a robust framework for 

managing information security and cyber risks is a pre-requisite for any modern digital 

government. 

4.10 The use of Emerging ICT [EMG] 

Regarding Big Data, The Australian Public Service Big Data Strategy was developed 

by the Ministry of Finance and endorsed by the Secretaries' ICT Governance Board to 

provide a whole-of-government (WofG) approach to big data. In parallel, The WofG Data 

Analytics Centre of Excellence (CoE) was established by the Australian Taxation Office 

as a place to build analytics capability across government. 

5 Some Highlights 

Australia has quickly become one of the leading innovators in this area. The addition 

of the Digital Transformation Agency this past year was one significant addition in the 

past year, and it appears to be primed to continue to compete with other top governments 

in the coming years. Australia is also a leader in e-Participation, and its mandatory voting 

policy provides an impetus for the government to ensure that it is simple and easy for 

each citizen to participate fully in the democratic process. 

In order to improve the transition digital to 2025, The Digital Transformation Agency 

(DTA) focus on four strategic priorities: 

- Delivery of a Digital Transformation Strategy and Roadmap, looking out to 2025. 

- A program of digital capability improvement, including sourcing reform. 

- Delivery of whole-of-government digital platforms such as Digital Identity, 

Notifications, Tell us Once and improvements to myGov. 

- Delivery of investment advice, an assurance policy and framework, and whole-

of-government portfolio oversight on ICT and digital investments. 
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Austria 

1 General Information 

Area: 83,871 km2  

Population: 8,711,770 

Government Type: Federal Parliamentary 

Republic 

GDP: $47,900 

Internet Users: 84.3 

Wire (Fixed) Broadband Users: 29.4 

Wireless Broadband Users: 88.3 

 

2 Positioning in a Global Organization and a Region 

Among OECD Countries, all indicators except the Use of Emerging Technologies for 

Government (EMG) indicator are above or same with the average score of OECD 

members. Amongst European countries, Austria is placed below Denmark, the best 

country in the European region. 

  

3 Digital Government Development  

The Austrian Federal Government has been committed to the implementation and 

improvement of public services, with the main point concerning the provision to every 

citizen with access to all forms of eGovernment services to bridge the digital divide. The 

chairmanship of the Austrian D-Government platform is owned by the Federal Chancellor 

and involves all the various levels of the government and the business sector. All the D-

Government projects and agenda in Austria are coordinated by an inter-administrative 

platform created in 2005 called ñPlatform Digital Austriaò founded by the Federal 

Chancellery and directed by the Federal CIO and involves the cooperation of all the 




















































































































































































































































































































































































































































































































































































